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accessanalyzer Access Analyzer

Description

Identity and Access Management Access Analyzer helps you to set, verify, and refine your IAM
policies by providing a suite of capabilities. Its features include findings for external and unused
access, basic and custom policy checks for validating policies, and policy generation to generate
fine-grained policies. To start using I[AM Access Analyzer to identify external or unused access,
you first need to create an analyzer.

External access analyzers help identify potential risks of accessing resources by enabling you to
identify any resource policies that grant access to an external principal. It does this by using logic-
based reasoning to analyze resource-based policies in your Amazon Web Services environment. An
external principal can be another Amazon Web Services account, a root user, an [AM user or role,
a federated user, an Amazon Web Services service, or an anonymous user. You can also use IAM
Access Analyzer to preview public and cross-account access to your resources before deploying
permissions changes.

Unused access analyzers help identify potential identity access risks by enabling you to identify
unused IAM roles, unused access keys, unused console passwords, and IAM principals with unused
service and action-level permissions.

Beyond findings, IAM Access Analyzer provides basic and custom policy checks to validate IAM
policies before deploying permissions changes. You can use policy generation to refine permissions
by attaching a policy generated using access activity logged in CloudTrail logs.

This guide describes the IAM Access Analyzer operations that you can call programmatically. For
general information about IAM Access Analyzer, see Identity and Access Management Access
Analyzer in the IAM User Guide.

Usage

accessanalyzer(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
# access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
# session_token: AWS temporary session token
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— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

 timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- accessanalyzer(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string",

close_connection = "logical”,


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string”

),
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

apply_archive_rule
cancel_policy_generation
check_access_not_granted
check _no_new_access
create_access_preview
create_analyzer
create_archive_rule
delete_analyzer
delete_archive_rule
get_access_preview
get_analyzed_resource
get_analyzer
get_archive_rule
get_finding
get_finding_v2
get_generated_policy
list_access_preview_findings
list_access_previews
list_analyzed_resources
list_analyzers
list_archive rules
list_findings
list_findings_v?2
list_policy_generations
list_tags_for_resource
start_policy_generation
start_resource_scan
tag_resource
untag_resource

Retroactively applies the archive rule to existing findings that meet the archive rule criteria
Cancels the requested policy generation

Checks whether the specified access isn’t allowed by a policy

Checks whether new access is allowed for an updated policy when compared to the existing pe
Creates an access preview that allows you to preview IAM Access Analyzer findings for your
Creates an analyzer for your account

Creates an archive rule for the specified analyzer

Deletes the specified analyzer

Deletes the specified archive rule

Retrieves information about an access preview for the specified analyzer

Retrieves information about a resource that was analyzed

Retrieves information about the specified analyzer

Retrieves information about an archive rule

Retrieves information about the specified finding

Retrieves information about the specified finding

Retrieves the policy that was generated using StartPolicyGeneration

Retrieves a list of access preview findings generated by the specified access preview
Retrieves a list of access previews for the specified analyzer

Retrieves a list of resources of the specified type that have been analyzed by the specified anal
Retrieves a list of analyzers

Retrieves a list of archive rules created for the specified analyzer

Retrieves a list of findings generated by the specified analyzer

Retrieves a list of findings generated by the specified analyzer

Lists all of the policy generations requested in the last seven days

Retrieves a list of tags applied to the specified resource

Starts the policy generation request

Immediately starts a scan of the policies applied to the specified resource

Adds a tag to the specified resource

Removes a tag from the specified resource
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update_archive_rule Updates the criteria and values for the specified archive rule
update_findings Updates the status for the specified findings
validate_policy Requests the validation of a policy and returns a list of findings
Examples
## Not run:

svc <- accessanalyzer()

svc$apply_archive_rule(
Foo = 123

)

## End(Not run)

account AWS Account

Description

Operations for Amazon Web Services Account Management

Usage

account(config = list(), credentials = list(), endpoint = NULL, region = NULL)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
# access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.

* endpoint: The complete URL to use for the constructed client.

* region: The AWS Region used in instantiating the client.

* close_connection: Immediately close all HTTP connections.

 timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.
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* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- account(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"

),

profile = "string",
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anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

delete_alternate_contact  Deletes the specified alternate contact from an Amazon Web Services account

disable_region Disables (opts-out) a particular Region for an account

enable_region Enables (opts-in) a particular Region for an account

get_alternate_contact Retrieves the specified alternate contact attached to an Amazon Web Services account
get_contact_information  Retrieves the primary contact information of an Amazon Web Services account
get_region_opt_status Retrieves the opt-in status of a particular Region

list_regions Lists all the Regions for a given account and their respective opt-in statuses
put_alternate_contact Modifies the specified alternate contact attached to an Amazon Web Services account

put_contact_information = Updates the primary contact information of an Amazon Web Services account

Examples

## Not run:

svc <- account()

svc$delete_alternate_contact(
Foo = 123

)

## End(Not run)

acm AWS Certificate Manager

Description

Certificate Manager

You can use Certificate Manager (ACM) to manage SSL/TLS certificates for your Amazon Web
Services-based websites and applications. For more information about using ACM, see the Certifi-
cate Manager User Guide.

Usage

acm(config = 1list(), credentials = list(), endpoint = NULL, region = NULL)


https://docs.aws.amazon.com/acm/latest/userguide/
https://docs.aws.amazon.com/acm/latest/userguide/
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Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
+ access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- acm(
config = list(
credentials = list(
creds = list(
access_key_id = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(
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add_tags_to_certificate
delete_certificate
describe_certificate
export_certificate
get_account_configuration
get_certificate
import_certificate
list_certificates
list_tags_for_certificate
put_account_configuration
remove_tags_from_certificate
renew_certificate
request_certificate
resend_validation_email
update_certificate_options

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations

Adds one or more tags to an ACM certificate

Deletes a certificate and its associated private key

Returns detailed metadata about the specified ACM certificate

Exports a private certificate issued by a private certificate authority (CA) for use anywhere
Returns the account configuration options associated with an Amazon Web Services account
Retrieves an Amazon-issued certificate and its certificate chain

Imports a certificate into Certificate Manager (ACM) to use with services that are integrated v
Retrieves a list of certificate ARNs and domain names

Lists the tags that have been applied to the ACM certificate

Adds or modifies account-level configurations in ACM

Remove one or more tags from an ACM certificate

Renews an eligible ACM certificate

Requests an ACM certificate for use with other Amazon Web Services services

Resends the email that requests domain ownership validation

Updates a certificate
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Examples

## Not run:

svc <- acm()

svc$add_tags_to_certificate(
Foo = 123

)

## End(Not run)

acmpca AWS Certificate Manager Private Certificate Authority

Description

This is the Amazon Web Services Private Certificate Authority API Reference. It provides descrip-
tions, syntax, and usage examples for each of the actions and data types involved in creating and
managing a private certificate authority (CA) for your organization.

The documentation for each action shows the API request parameters and the JSON response.
Alternatively, you can use one of the Amazon Web Services SDKs to access an API that is tailored
to the programming language or platform that you prefer. For more information, see Amazon Web
Services SDKs.

Each Amazon Web Services Private CA API operation has a quota that determines the number
of times the operation can be called per second. Amazon Web Services Private CA throttles API
requests at different rates depending on the operation. Throttling means that Amazon Web Services
Private CA rejects an otherwise valid request because the request exceeds the operation’s quota
for the number of requests per second. When a request is throttled, Amazon Web Services Private
CA returns a ThrottlingException error. Amazon Web Services Private CA does not guarantee a
minimum request rate for APIs.

To see an up-to-date list of your Amazon Web Services Private CA quotas, or to request a quota
increase, log into your Amazon Web Services account and visit the Service Quotas console.

Usage

acmpca(config = list(), credentials = list(), endpoint = NULL, region = NULL)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
+ access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
« session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.


https://aws.amazon.com/developer/tools/#SDKs
https://aws.amazon.com/developer/tools/#SDKs
https://docs.aws.amazon.com/privateca/latest/APIReference/CommonErrors.html
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— anonymous: Set anonymous credentials.
 endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- acmpca(
config = list(
credentials = list(
creds = list(
access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string"”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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sts_regional_endpoint = "string”

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations

create_certificate_authority
create_certificate_authority_audit_report
create_permission
delete_certificate_authority
delete_permission

delete_policy
describe_certificate_authority
describe_certificate_authority_audit_report
get_certificate
get_certificate_authority_certificate
get_certificate_authority_csr
get_policy
import_certificate_authority_certificate
issue_certificate
list_certificate_authorities
list_permissions

list_tags

put_policy
restore_certificate_authority
revoke_certificate
tag_certificate_authority
untag_certificate_authority
update_certificate_authority

Examples

## Not run:
svc <- acmpca()
svc$create_certificate_authority(

Creates a root or subordinate private certificate authority (CA)

Creates an audit report that lists every time that your CA private key is used
Grants one or more permissions on a private CA to the Certificate Manager (AC
Deletes a private certificate authority (CA)

Revokes permissions on a private CA granted to the Certificate Manager (ACM)
Deletes the resource-based policy attached to a private CA

Lists information about your private certificate authority (CA) or one that has be
Lists information about a specific audit report created by calling the CreateCerti
Retrieves a certificate from your private CA or one that has been shared with yo
Retrieves the certificate and certificate chain for your private certificate authority
Retrieves the certificate signing request (CSR) for your private certificate author
Retrieves the resource-based policy attached to a private CA

Imports a signed private CA certificate into Amazon Web Services Private CA
Uses your private certificate authority (CA), or one that has been shared with yo
Lists the private certificate authorities that you created by using the CreateCertif
List all permissions on a private CA, if any, granted to the Certificate Manager (
Lists the tags, if any, that are associated with your private CA or one that has be:
Attaches a resource-based policy to a private CA

Restores a certificate authority (CA) that is in the DELETED state

Revokes a certificate that was issued inside Amazon Web Services Private CA
Adds one or more tags to your private CA

Remove one or more tags from your private CA

Updates the status or configuration of a private certificate authority (CA)
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Foo = 123
)

## End(Not run)

apigateway Amazon API Gateway

Description

Amazon API Gateway helps developers deliver robust, secure, and scalable mobile and web appli-
cation back ends. API Gateway allows developers to securely connect mobile and web applications
to APIs that run on Lambda, Amazon EC2, or other publicly addressable web services that are
hosted outside of AWS.

Usage

apigateway(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
# access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.

* endpoint: The complete URL to use for the constructed client.

* region: The AWS Region used in instantiating the client.

* close_connection: Immediately close all HTTP connections.

 timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

* s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- apigateway(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical",
sts_regional_endpoint = "string"

)s

credentials = list(

creds = list(
access_key_id = "string",
secret_access_key = "string",
session_token = "string"

),

profile = "string",

anonymous = "logical”

),

endpoint = "string”,
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region = "string”

Operations

create_api_key
create_authorizer
create_base_path_mapping
create_deployment
create_documentation_part
create_documentation_version
create_domain_name
create_model
create_request_validator
create_resource
create_rest_api
create_stage
create_usage_plan
create_usage_plan_key
create_vpc_link
delete_api_key
delete_authorizer
delete_base_path_mapping
delete_client_certificate
delete_deployment
delete_documentation_part
delete_documentation_version
delete_domain_name
delete_gateway_response
delete_integration
delete_integration_response
delete_method
delete_method_response
delete_model
delete_request_validator
delete_resource
delete_rest_api
delete_stage
delete_usage_plan
delete_usage_plan_key
delete_vpc_link
flush_stage_authorizers_cache
flush_stage_cache
generate_client_certificate
get_account

get_api_key

get_api_keys
get_authorizer
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Create an ApiKey resource

Adds a new Authorizer resource to an existing RestApi resource

Creates a new BasePathMapping resource

Creates a Deployment resource, which makes a specified RestApi callable over the internet
Creates a documentation part

Creates a documentation version

Creates a new domain name

Adds a new Model resource to an existing RestApi resource

Creates a RequestValidator of a given RestApi

Creates a Resource resource

Creates a new RestApi resource

Creates a new Stage resource that references a pre-existing Deployment for the API
Creates a usage plan with the throttle and quota limits, as well as the associated API stages,
Creates a usage plan key for adding an existing API key to a usage plan

Creates a VPC link, under the caller’s account in a selected region, in an asynchronous oper:
Deletes the ApiKey resource

Deletes an existing Authorizer resource

Deletes the BasePathMapping resource

Deletes the ClientCertificate resource

Deletes a Deployment resource

Deletes a documentation part

Deletes a documentation version

Deletes the DomainName resource

Clears any customization of a GatewayResponse of a specified response type on the given R
Represents a delete integration

Represents a delete integration response

Deletes an existing Method resource

Deletes an existing MethodResponse resource

Deletes a model

Deletes a RequestValidator of a given RestApi

Deletes a Resource resource

Deletes the specified API

Deletes a Stage resource

Deletes a usage plan of a given plan Id

Deletes a usage plan key and remove the underlying API key from the associated usage plan
Deletes an existing VpcLink of a specified identifier

Flushes all authorizer cache entries on a stage

Flushes a stage’s cache

Generates a ClientCertificate resource

Gets information about the current Account resource

Gets information about the current ApiKey resource

Gets information about the current ApiKeys resource

Describe an existing Authorizer resource
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get_authorizers
get_base_path_mapping
get_base_path_mappings
get_client_certificate
get_client_certificates
get_deployment
get_deployments
get_documentation_part
get_documentation_parts
get_documentation_version
get_documentation_versions
get_domain_name
get_domain_names
get_export
get_gateway_response
get_gateway_responses
get_integration
get_integration_response
get_method
get_method_response
get_model

get_models
get_model_template
get_request_validator
get_request_validators
get_resource
get_resources
get_rest_api
get_rest_apis

get_sdk

get_sdk_type
get_sdk_types

get_stage

get_stages

get_tags

get_usage
get_usage_plan
get_usage_plan_key
get_usage_plan_keys
get_usage_plans
get_vpc_link
get_vpc_links
import_api_keys
import_documentation_parts
import_rest_api
put_gateway_response
put_integration
put_integration_response

apigateway

Describe an existing Authorizers resource

Describe a BasePathMapping resource

Represents a collection of BasePathMapping resources

Gets information about the current ClientCertificate resource

Gets a collection of ClientCertificate resources

Gets information about a Deployment resource

Gets information about a Deployments collection

Gets a documentation part

Gets documentation parts

Gets a documentation version

Gets documentation versions

Represents a domain name that is contained in a simpler, more intuitive URL that can be cal
Represents a collection of DomainName resources

Exports a deployed version of a RestApi in a specified format

Gets a GatewayResponse of a specified response type on the given RestApi

Gets the GatewayResponses collection on the given RestApi

Get the integration settings

Represents a get integration response

Describe an existing Method resource

Describes a MethodResponse resource

Describes an existing model defined for a RestApi resource

Describes existing Models defined for a RestApi resource

Generates a sample mapping template that can be used to transform a payload into the struc
Gets a RequestValidator of a given RestApi

Gets the RequestValidators collection of a given RestApi

Lists information about a resource

Lists information about a collection of Resource resources

Lists the RestApi resource in the collection

Lists the RestApis resources for your collection

Generates a client SDK for a RestApi and Stage

Gets an SDK type

Gets SDK types

Gets information about a Stage resource

Gets information about one or more Stage resources

Gets the Tags collection for a given resource

Gets the usage data of a usage plan in a specified time interval

Gets a usage plan of a given plan identifier

Gets a usage plan key of a given key identifier

Gets all the usage plan keys representing the API keys added to a specified usage plan
Gets all the usage plans of the caller’s account

Gets a specified VPC link under the caller’s account in a region

Gets the VpcLinks collection under the caller’s account in a selected region

Import API keys from an external source, such as a CSV-formatted file

Imports documentation parts

A feature of the API Gateway control service for creating a new API from an external API d
Creates a customization of a GatewayResponse of a specified response type and status code
Sets up a method’s integration

Represents a put integration
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put_method
put_method_response
put_rest_api

tag_resource
test_invoke_authorizer
test_invoke_method
untag_resource
update_account
update_api_key
update_authorizer
update_base_path_mapping
update_client_certificate
update_deployment
update_documentation_part
update_documentation_version
update_domain_name
update_gateway_response
update_integration
update_integration_response
update_method
update_method_response
update_model
update_request_validator
update_resource
update_rest_api
update_stage

update_usage
update_usage_plan
update_vpc_link

Examples

## Not run:

svc <- apigateway()

svc$create_api_key(
Foo = 123

)

## End(Not run)
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Add a method to an existing Resource resource

Adds a MethodResponse to an existing Method resource

A feature of the API Gateway control service for updating an existing API with an input of ¢
Adds or updates a tag on a given resource

Simulate the execution of an Authorizer in your RestApi with headers, parameters, and an i
Simulate the invocation of a Method in your RestApi with headers, parameters, and an incor
Removes a tag from a given resource

Changes information about the current Account resource

Changes information about an ApiKey resource

Updates an existing Authorizer resource

Changes information about the BasePathMapping resource

Changes information about an ClientCertificate resource

Changes information about a Deployment resource

Updates a documentation part

Updates a documentation version

Changes information about the DomainName resource

Updates a GatewayResponse of a specified response type on the given RestApi

Represents an update integration

Represents an update integration response

Updates an existing Method resource

Updates an existing MethodResponse resource

Changes information about a model

Updates a RequestValidator of a given RestApi

Changes information about a Resource resource

Changes information about the specified API

Changes information about a Stage resource

Grants a temporary extension to the remaining quota of a usage plan associated with a speci
Updates a usage plan of a given plan Id

Updates an existing VpcLink of a specified identifier

apigatewaymanagementapi

AmazonApiGatewayManagementApi
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Description

The Amazon API Gateway Management API allows you to directly manage runtime aspects of your

deployed APIs. To use it, you must explicitly set the SDK’s endpoint to point to the endpoint of your

deployed API. The endpoint will be of the form https://{api-id } .execute-api.{region }.amazonaws.com/{stage},
or will be the endpoint corresponding to your API’s custom domain and base path, if applicable.

Usage

apigatewaymanagementapi (
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:

— creds:
* access_key_id: AWS access key ID
+ secret_access_key: AWS secret access key
* session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.

* endpoint: The complete URL to use for the constructed client.

* region: The AWS Region used in instantiating the client.

¢ close_connection: Immediately close all HTTP connections.

 timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

* s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- apigatewaymanagementapi (
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations
delete_connection Delete the connection with the provided id
get_connection Get information about the connection with the provided id

post_to_connection  Sends the provided data to the specified connection
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Examples

## Not run:
svc <- apigatewaymanagementapi()
svc$delete_connection(
Foo = 123
)

## End(Not run)

apigatewayv2

apigatewayv2 AmazonApiGatewayV2

Description

Amazon API Gateway V2

Usage

apigatewayv2(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:

# access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default

profile is used.

— anonymous: Set anonymous credentials.

* endpoint: The complete URL to use for the constructed client.

* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-

tempting to make a connection. The default is 60 seconds.

 s3_force_path_style: Set this to true to force the request to use path-style

addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.
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* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- apigatewayv2(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"

),

profile = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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anonymous = "logical”
),
endpoint = "string”,
region = "string"

)
Operations

create_api
create_api_mapping
create_authorizer
create_deployment
create_domain_name
create_integration
create_integration_response
create_model

create_route
create_route_response
create_stage
create_vpc_link
delete_access_log_settings
delete_api
delete_api_mapping
delete_authorizer
delete_cors_configuration
delete_deployment
delete_domain_name
delete_integration
delete_integration_response
delete_model

delete_route
delete_route_request_parameter
delete_route_response
delete_route_settings
delete_stage
delete_vpc_link
export_api

get_api

get_api_mapping
get_api_mappings
get_apis

get_authorizer
get_authorizers
get_deployment
get_deployments
get_domain_name
get_domain_names
get_integration

apigatewayv2

Creates an Api resource

Creates an API mapping

Creates an Authorizer for an API
Creates a Deployment for an API
Creates a domain name

Creates an Integration

Creates an IntegrationResponses
Creates a Model for an API

Creates a Route for an API

Creates a RouteResponse for a Route
Creates a Stage for an API

Creates a VPC link

Deletes the AccessLogSettings for a Stage
Deletes an Api resource

Deletes an API mapping

Deletes an Authorizer

Deletes a CORS configuration
Deletes a Deployment

Deletes a domain name

Deletes an Integration

Deletes an IntegrationResponses
Deletes a Model

Deletes a Route

Deletes a route request parameter
Deletes a RouteResponse

Deletes the RouteSettings for a stage
Deletes a Stage

Deletes a VPC link

Export api

Gets an Api resource

Gets an API mapping

Gets API mappings

Gets a collection of Api resources
Gets an Authorizer

Gets the Authorizers for an API
Gets a Deployment

Gets the Deployments for an API
Gets a domain name

Gets the domain names for an AWS account
Gets an Integration
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get_integration_response
get_integration_responses
get_integrations
get_model

get_models
get_model_template
get_route
get_route_response
get_route_responses
get_routes

get_stage

get_stages

get_tags

get_vpc_link
get_vpc_links
import_api
reimport_api
reset_authorizers_cache
tag_resource
untag_resource
update_api
update_api_mapping
update_authorizer
update_deployment
update_domain_name
update_integration
update_integration_response
update_model
update_route
update_route_response
update_stage
update_vpc_link

Examples

## Not run:
svc <- apigatewayv2()
svc$create_api(
Foo = 123
)

## End(Not run)

Gets an IntegrationResponses

Gets the IntegrationResponses for an Integration

Gets the Integrations for an API

Gets a Model

Gets the Models for an API

Gets a model template

Gets a Route

Gets a RouteResponse

Gets the RouteResponses for a Route
Gets the Routes for an API

Gets a Stage

Gets the Stages for an API

Gets a collection of Tag resources
Gets a VPC link

Gets a collection of VPC links
Imports an API

Puts an Api resource

Resets all authorizer cache entries on a stage
Creates a new Tag resource to represent a tag
Deletes a Tag

Updates an Api resource

The API mapping

Updates an Authorizer

Updates a Deployment

Updates a domain name

Updates an Integration

Updates an IntegrationResponses
Updates a Model

Updates a Route

Updates a RouteResponse

Updates a Stage

Updates a VPC link
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appfabric AppFabric

Description

Amazon Web Services AppFabric quickly connects software as a service (SaaS) applications across
your organization. This allows IT and security teams to easily manage and secure applications using
a standard schema, and employees can complete everyday tasks faster using generative artificial
intelligence (AI). You can use these APIs to complete AppFabric tasks, such as setting up audit log
ingestions or viewing user access. For more information about AppFabric, including the required
permissions to use the service, see the Amazon Web Services AppFabric Administration Guide.
For more information about using the Command Line Interface (CLI) to manage your AppFabric
resources, see the AppFabric section of the CLI Reference.

Usage

appfabric(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
% access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.

 endpoint: The complete URL to use for the constructed client.

* region: The AWS Region used in instantiating the client.

* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter


https://docs.aws.amazon.com/appfabric/latest/adminguide/
https://docs.aws.amazon.com/cli/latest/reference/appfabric/
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- appfabric(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
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Operations

batch_get_user_access_tasks
connect_app_authorization
create_app_authorization
create_app_bundle
create_ingestion
create_ingestion_destination
delete_app_authorization
delete_app_bundle
delete_ingestion
delete_ingestion_destination
get_app_authorization
get_app_bundle
get_ingestion
get_ingestion_destination
list_app_authorizations
list_app_bundles
list_ingestion_destinations
list_ingestions
list_tags_for_resource
start_ingestion
start_user_access_tasks
stop_ingestion

tag_resource

untag_resource
update_app_authorization
update_ingestion_destination

Examples

## Not run:
svc <- appfabric()

applicationautoscaling

Gets user access details in a batch request

Establishes a connection between Amazon Web Services AppFabric and an application, whict
Creates an app authorization within an app bundle, which allows AppFabric to connect to an a
Creates an app bundle to collect data from an application using AppFabric

Creates a data ingestion for an application

Creates an ingestion destination, which specifies how an application’s ingested data is process
Deletes an app authorization

Deletes an app bundle

Deletes an ingestion

Deletes an ingestion destination

Returns information about an app authorization

Returns information about an app bundle

Returns information about an ingestion

Returns information about an ingestion destination

Returns a list of all app authorizations configured for an app bundle

Returns a list of app bundles

Returns a list of all ingestion destinations configured for an ingestion

Returns a list of all ingestions configured for an app bundle

Returns a list of tags for a resource

Starts (enables) an ingestion, which collects data from an application

Starts the tasks to search user access status for a specific email address

Stops (disables) an ingestion

Assigns one or more tags (key-value pairs) to the specified resource

Removes a tag or tags from a resource

Updates an app authorization within an app bundle, which allows AppFabric to connect to an :
Updates an ingestion destination, which specifies how an application’s ingested data is proces:

svc$batch_get_user_access_tasks(

Foo = 123

## End(Not run)

applicationautoscaling

Application Auto Scaling
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Description

With Application Auto Scaling, you can configure automatic scaling for the following resources:

Amazon AppStream 2.0 fleets

Amazon Aurora Replicas

Amazon Comprehend document classification and entity recognizer endpoints
Amazon DynamoDB tables and global secondary indexes throughput capacity
Amazon ECS services

Amazon ElastiCache for Redis clusters (replication groups)

Amazon EMR clusters

Amazon Keyspaces (for Apache Cassandra) tables

Lambda function provisioned concurrency

Amazon Managed Streaming for Apache Kafka broker storage

Amazon Neptune clusters

Amazon SageMaker endpoint variants

Amazon SageMaker Serverless endpoint provisioned concurrency

Amazon SageMaker inference components

Spot Fleets (Amazon EC2)

Custom resources provided by your own applications or services

To learn more about Application Auto Scaling, see the Application Auto Scaling User Guide.

API Summary

The Application Auto Scaling service API includes three key sets of actions:

Usage

Register and manage scalable targets - Register Amazon Web Services or custom resources
as scalable targets (a resource that Application Auto Scaling can scale), set minimum and
maximum capacity limits, and retrieve information on existing scalable targets.

Configure and manage automatic scaling - Define scaling policies to dynamically scale your
resources in response to CloudWatch alarms, schedule one-time or recurring scaling actions,
and retrieve your recent scaling activity history.

Suspend and resume scaling - Temporarily suspend and later resume automatic scaling by
calling the register_scalable_target API action for any Application Auto Scaling scal-
able target. You can suspend and resume (individually or in combination) scale-out activities
that are triggered by a scaling policy, scale-in activities that are triggered by a scaling policy,
and scheduled scaling.

applicationautoscaling(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL


https://docs.aws.amazon.com/autoscaling/application/userguide/what-is-application-auto-scaling.html
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Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
+ access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- applicationautoscaling(
config = list(
credentials = list(
creds = list(
access_key_id = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(

creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations

delete_scaling_policy
delete_scheduled_action
deregister_scalable_target
describe_scalable_targets
describe_scaling_activities
describe_scaling_policies
describe_scheduled_actions
list_tags_for_resource
put_scaling_policy
put_scheduled_action
register_scalable_target
tag_resource
untag_resource

Examples

## Not run:

Deletes the specified scaling policy for an Application Auto Scaling scalable target

Deletes the specified scheduled action for an Application Auto Scaling scalable target
Deregisters an Application Auto Scaling scalable target when you have finished using it

Gets information about the scalable targets in the specified namespace

Provides descriptive information about the scaling activities in the specified namespace from th
Describes the Application Auto Scaling scaling policies for the specified service namespace
Describes the Application Auto Scaling scheduled actions for the specified service namespace
Returns all the tags on the specified Application Auto Scaling scalable target

Creates or updates a scaling policy for an Application Auto Scaling scalable target

Creates or updates a scheduled action for an Application Auto Scaling scalable target
Registers or updates a scalable target, which is the resource that you want to scale

Adds or edits tags on an Application Auto Scaling scalable target

Deletes tags from an Application Auto Scaling scalable target

svc <- applicationautoscaling()
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# This example deletes a scaling policy for the Amazon ECS service called
# web-app, which is running in the default cluster.
svc$delete_scaling_policy(

PolicyName = "web-app-cpu-1t-25",

Resourceld = "service/default/web-app”,
ScalableDimension = "ecs:service:DesiredCount”,
ServiceNamespace = "ecs”

)

## End(Not run)

applicationcostprofiler
AWS Application Cost Profiler

Description

This reference provides descriptions of the AWS Application Cost Profiler APIL.

The AWS Application Cost Profiler API provides programmatic access to view, create, update, and
delete application cost report definitions, as well as to import your usage data into the Application
Cost Profiler service.

For more information about using this service, see the AWS Application Cost Profiler User Guide.

Usage

applicationcostprofiler(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
¢ credentials:
— creds:
x access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
* session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.


https://docs.aws.amazon.com/application-cost-profiler/latest/userguide/introduction.html
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¢ close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

* s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- applicationcostprofiler(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
))
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string”

),

credentials = list(


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

delete_report_definition Deletes the specified report definition in AWS Application Cost Profiler

get_report_definition Retrieves the definition of a report already configured in AWS Application Cost Profiler
import_application_usage Ingests application usage data from Amazon Simple Storage Service (Amazon S3)
list_report_definitions Retrieves a list of all reports and their configurations for your AWS account
put_report_definition Creates the report definition for a report in Application Cost Profiler

update_report_definition =~ Updates existing report in AWS Application Cost Profiler

Examples

## Not run:

svc <- applicationcostprofiler()

svc$delete_report_definition(
Foo = 123

)

## End(Not run)

applicationinsights Amazon CloudWatch Application Insights

Description

Amazon CloudWatch Application Insights is a service that helps you detect common problems with
your applications. It enables you to pinpoint the source of issues in your applications (built with
technologies such as Microsoft IIS, .NET, and Microsoft SQL Server), by providing key insights
into detected problems.

After you onboard your application, CloudWatch Application Insights identifies, recommends, and
sets up metrics and logs. It continuously analyzes and correlates your metrics and logs for unusual
behavior to surface actionable problems with your application. For example, if your application is
slow and unresponsive and leading to HTTP 500 errors in your Application Load Balancer (ALB),
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Application Insights informs you that a memory pressure problem with your SQL Server database
is occurring. It bases this analysis on impactful metrics and log errors.

Usage

applicationinsights(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
# access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

 timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.
» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.
sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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Value

applicationinsights

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-

erations section.

Service syntax

svc <- applicationinsights(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

add_workload
create_application
create_component
create_log_pattern
delete_application
delete_component
delete_log_pattern
describe_application

Adds a workload to a component

Adds an application that is created from a resource group

Creates a custom component by grouping similar standalone instances
Adds an log pattern to a LogPatternSet

Removes the specified application from monitoring

Ungroups a custom component

Removes the specified log pattern from a LogPatternSet

Describes the application
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describe_component Describes a component and lists the resources that are grouped togeth
describe_component_configuration Describes the monitoring configuration of the component
describe_component_configuration_recommendation = Describes the recommended monitoring configuration of the compone

describe_log_pattern
describe_observation
describe_problem
describe_problem_observations
describe_workload
list_applications
list_components
list_configuration_history
list_log_patterns
list_log_pattern_sets
list_problems
list_tags_for_resource
list_workloads
remove_workload
tag_resource
untag_resource
update_application
update_component
update_component_configuration
update_log_pattern
update_problem
update_workload

Examples

## Not run:
svc <- applicationinsights()
svc$add_workload(
Foo = 123
)

## End(Not run)

Describe a specific log pattern from a LogPatternSet

Describes an anomaly or error with the application

Describes an application problem

Describes the anomalies or errors associated with the problem
Describes a workload and its configuration

Lists the IDs of the applications that you are monitoring

Lists the auto-grouped, standalone, and custom components of the apy
Lists the INFO, WARN, and ERROR events for periodic configuratior
Lists the log patterns in the specific log LogPatternSet

Lists the log pattern sets in the specific application

Lists the problems with your application

Retrieve a list of the tags (keys and values) that are associated with a s
Lists the workloads that are configured on a given component
Remove workload from a component

Add one or more tags (keys and values) to a specified application
Remove one or more tags (keys and values) from a specified applicati
Updates the application

Updates the custom component name and/or the list of resources that |
Updates the monitoring configurations for the component

Adds a log pattern to a LogPatternSet

Updates the visibility of the problem or specifies the problem as RES(
Adds a workload to a component

appmesh AWS App Mesh

Description

App Mesh is a service mesh based on the Envoy proxy that makes it easy to monitor and control
microservices. App Mesh standardizes how your microservices communicate, giving you end-to-
end visibility and helping to ensure high availability for your applications.
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App Mesh gives you consistent visibility and network traffic controls for every microservice in an
application. You can use App Mesh with Amazon Web Services Fargate, Amazon ECS, Amazon
EKS, Kubernetes on Amazon Web Services, and Amazon EC2.

App Mesh supports microservice applications that use service discovery naming for their compo-
nents. For more information about service discovery on Amazon ECS, see Service Discovery in
the Amazon Elastic Container Service Developer Guide. Kubernetes kube-dns and coredns are
supported. For more information, see DNS for Services and Pods in the Kubernetes documentation.

Usage

appmesh(config = list(), credentials = list(), endpoint = NULL, region = NULL)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
# access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

 timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.


https://docs.aws.amazon.com/AmazonECS/latest/developerguide/service-discovery.html
https://kubernetes.io/docs/concepts/services-networking/dns-pod-service/
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- appmesh(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations
create_gateway_route Creates a gateway route
create_mesh Creates a service mesh
create_route Creates a route that is associated with a virtual router
create_virtual_gateway Creates a virtual gateway
create_virtual_node Creates a virtual node within a service mesh
create_virtual_router Creates a virtual router within a service mesh
create_virtual_service Creates a virtual service within a service mesh

delete_gateway_route Deletes an existing gateway route
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delete_mesh
delete_route
delete_virtual_gateway
delete_virtual_node
delete_virtual_router
delete_virtual_service
describe_gateway_route
describe_mesh
describe_route
describe_virtual_gateway
describe_virtual_node
describe_virtual_router
describe_virtual_service
list_gateway_routes
list_meshes

list_routes
list_tags_for_resource
list_virtual_gateways
list_virtual nodes
list_virtual_routers
list_virtual_services
tag_resource
untag_resource
update_gateway_route
update_mesh
update_route
update_virtual_gateway
update_virtual_node
update_virtual_router
update_virtual_service

Examples

## Not run:
svc <- appmesh()

appregistry

Deletes an existing service mesh

Deletes an existing route

Deletes an existing virtual gateway

Deletes an existing virtual node

Deletes an existing virtual router

Deletes an existing virtual service

Describes an existing gateway route

Describes an existing service mesh

Describes an existing route

Describes an existing virtual gateway

Describes an existing virtual node

Describes an existing virtual router

Describes an existing virtual service

Returns a list of existing gateway routes that are associated to a virtual gateway
Returns a list of existing service meshes

Returns a list of existing routes in a service mesh

List the tags for an App Mesh resource

Returns a list of existing virtual gateways in a service mesh

Returns a list of existing virtual nodes

Returns a list of existing virtual routers in a service mesh

Returns a list of existing virtual services in a service mesh

Associates the specified tags to a resource with the specified resourceArn
Deletes specified tags from a resource

Updates an existing gateway route that is associated to a specified virtual gateway in a service me:
Updates an existing service mesh

Updates an existing route for a specified service mesh and virtual router
Updates an existing virtual gateway in a specified service mesh

Updates an existing virtual node in a specified service mesh

Updates an existing virtual router in a specified service mesh

Updates an existing virtual service in a specified service mesh

svc$create_gateway_route(

Foo = 123

## End(Not run)

appregistry

AWS Service Catalog App Registry
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Description

Amazon Web Services Service Catalog AppRegistry enables organizations to understand the appli-
cation context of their Amazon Web Services resources. AppRegistry provides a repository of your
applications, their resources, and the application metadata that you use within your enterprise.

Usage

appregistry(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
+ access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
 endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

 timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html
credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- appregistry(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string”,
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations
associate_attribute_group Associates an attribute group with an application to augment the application’s metadat
associate_resource Associates a resource with an application
create_application Creates a new application that is the top-level node in a hierarchy of related cloud resc
create_attribute_group Creates a new attribute group as a container for user-defined attributes
delete_application Deletes an application that is specified either by its application ID, name, or ARN
delete_attribute_group Deletes an attribute group, specified either by its attribute group ID, name, or ARN
disassociate_attribute_group Disassociates an attribute group from an application to remove the extra attributes con

disassociate_resource Disassociates a resource from application
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get_application
get_associated_resource
get_attribute_group
get_configuration
list_applications
list_associated_attribute_groups
list_associated_resources
list_attribute_groups
list_attribute_groups_for_application
list_tags_for_resource
put_configuration
sync_resource

tag_resource

untag_resource
update_application
update_attribute_group

Examples

## Not run:

svc <- appregistry()

svc$associate_attribute_group(
Foo = 123

)

## End(Not run)
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Retrieves metadata information about one of your applications

Gets the resource associated with the application

Retrieves an attribute group by its ARN, ID, or name

Retrieves a TagKey configuration from an account

Retrieves a list of all of your applications

Lists all attribute groups that are associated with specified application
Lists all of the resources that are associated with the specified application
Lists all attribute groups which you have access to

Lists the details of all attribute groups associated with a specific application
Lists all of the tags on the resource

Associates a TagKey configuration to an account

Syncs the resource with current AppRegistry records

Assigns one or more tags (key-value pairs) to the specified resource
Removes tags from a resource

Updates an existing application with new attributes

Updates an existing attribute group with new details

apprunner

AWS App Runner

Description

App Runner

App Runner is an application service that provides a fast, simple, and cost-effective way to go
directly from an existing container image or source code to a running service in the Amazon Web
Services Cloud in seconds. You don’t need to learn new technologies, decide which compute service
to use, or understand how to provision and configure Amazon Web Services resources.

App Runner connects directly to your container registry or source code repository. It provides
an automatic delivery pipeline with fully managed operations, high performance, scalability, and

security.

For more information about App Runner, see the App Runner Developer Guide. For release infor-
mation, see the App Runner Release Notes.


https://docs.aws.amazon.com/apprunner/latest/dg/
https://docs.aws.amazon.com/apprunner/latest/relnotes/
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To install the Software Development Kits (SDKs), Integrated Development Environment (IDE)
Toolkits, and command line tools that you can use to access the API, see Tools for Amazon Web
Services.

Endpoints

For a list of Region-specific endpoints that App Runner supports, see App Runner endpoints and
quotas in the Amazon Web Services General Reference.

Usage

apprunner (
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
x access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
* session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

 timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.


https://aws.amazon.com/developer/tools/
https://aws.amazon.com/developer/tools/
https://docs.aws.amazon.com/general/latest/gr/apprunner.html
https://docs.aws.amazon.com/general/latest/gr/apprunner.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- apprunner(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(
access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"

Operations

associate_custom_domain Associate your own domain name with the App Runner subdomain URL of yc
create_auto_scaling_configuration Create an App Runner automatic scaling configuration resource
create_connection Create an App Runner connection resource
create_observability_configuration Create an App Runner observability configuration resource
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create_service
create_vpc_connector
create_vpc_ingress_connection
delete_auto_scaling_configuration
delete_connection
delete_observability_configuration
delete_service
delete_vpc_connector
delete_vpc_ingress_connection
describe_auto_scaling_configuration
describe_custom_domains
describe_observability_configuration
describe_service
describe_vpc_connector
describe_vpc_ingress_connection
disassociate_custom_domain
list_auto_scaling_configurations
list_connections
list_observability_configurations
list_operations

list_services

list_services_for_auto_scaling_configuration

list_tags_for_resource
list_vpc_connectors
list_vpc_ingress_connections
pause_service

resume_service
start_deployment

tag_resource

untag_resource
update_default_auto_scaling_configuration
update_service
update_vpc_ingress_connection

Examples

## Not run:

svc <- apprunner()

svc$associate_custom_domain(
Foo = 123

)

## End(Not run)

apprunner

Create an App Runner service

Create an App Runner VPC connector resource

Create an App Runner VPC Ingress Connection resource

Delete an App Runner automatic scaling configuration resource

Delete an App Runner connection

Delete an App Runner observability configuration resource

Delete an App Runner service

Delete an App Runner VPC connector resource

Delete an App Runner VPC Ingress Connection resource that’s associated witl
Return a full description of an App Runner automatic scaling configuration res
Return a description of custom domain names that are associated with an App
Return a full description of an App Runner observability configuration resourc
Return a full description of an App Runner service

Return a description of an App Runner VPC connector resource

Return a full description of an App Runner VPC Ingress Connection resource
Disassociate a custom domain name from an App Runner service

Returns a list of active App Runner automatic scaling configurations in your A
Returns a list of App Runner connections that are associated with your Amazo
Returns a list of active App Runner observability configurations in your Amaz
Return a list of operations that occurred on an App Runner service

Returns a list of running App Runner services in your Amazon Web Services ¢
Returns a list of the associated App Runner services using an auto scaling con
List tags that are associated with for an App Runner resource

Returns a list of App Runner VPC connectors in your Amazon Web Services &
Return a list of App Runner VPC Ingress Connections in your Amazon Web S
Pause an active App Runner service

Resume an active App Runner service

Initiate a manual deployment of the latest commit in a source code repository
Add tags to, or update the tag values of, an App Runner resource

Remove tags from an App Runner resource

Update an auto scaling configuration to be the default

Update an App Runner service

Update an existing App Runner VPC Ingress Connection resource
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appstream Amazon AppStream

Description

Amazon AppStream 2.0

This is the Amazon AppStream 2.0 API Reference. This documentation provides descriptions and
syntax for each of the actions and data types in AppStream 2.0. AppStream 2.0 is a fully man-
aged, secure application streaming service that lets you stream desktop applications to users without
rewriting applications. AppStream 2.0 manages the AWS resources that are required to host and
run your applications, scales automatically, and provides access to your users on demand.

You can call the AppStream 2.0 API operations by using an interface VPC endpoint (interface
endpoint). For more information, see Access AppStream 2.0 API Operations and CLI Commands
Through an Interface VPC Endpoint in the Amazon AppStream 2.0 Administration Guide.

To learn more about AppStream 2.0, see the following resources:

* Amazon AppStream 2.0 product page

* Amazon AppStream 2.0 documentation

Usage

appstream(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
# access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.


https://docs.aws.amazon.com/appstream2/latest/developerguide/access-api-cli-through-interface-vpc-endpoint.html
https://docs.aws.amazon.com/appstream2/latest/developerguide/access-api-cli-through-interface-vpc-endpoint.html
https://aws.amazon.com/appstream2/
https://docs.aws.amazon.com/appstream2/
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* s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- appstream(
config = list(
credentials = list(
creds = list(

access_key_id = "string”,
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

))

credentials = list(
creds = list(
access_key_id = "string",
secret_access_key = "string",
session_token = "string"


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

associate_app_block_builder_app_block
associate_application_fleet
associate_application_to_entitlement
associate_fleet
batch_associate_user_stack
batch_disassociate_user_stack
copy_image

create_app_block
create_app_block_builder
create_app_block_builder_streaming_url
create_application
create_directory_config
create_entitlement

create_fleet

create_image_builder
create_image_builder_streaming_url
create_stack

create_streaming_url
create_updated_image
create_usage_report_subscription
create_user

delete_app_block
delete_app_block_builder
delete_application
delete_directory_config
delete_entitlement

delete_fleet

delete_image

delete_image_builder
delete_image_permissions

delete_stack
delete_usage_report_subscription
delete_user
describe_app_block_builder_app_block_associations
describe_app_block_builders
describe_app_blocks
describe_application_fleet_associations
describe_applications
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Associates the specified app block builder with the specified app blocl
Associates the specified application with the specified fleet
Associates an application to entitle

Associates the specified fleet with the specified stack

Associates the specified users with the specified stacks

Disassociates the specified users from the specified stacks

Copies the image within the same region or to a new region within the
Creates an app block

Creates an app block builder

Creates a URL to start a create app block builder streaming session
Creates an application

Creates a Directory Config object in AppStream 2

Creates a new entitlement

Creates a fleet

Creates an image builder

Creates a URL to start an image builder streaming session

Creates a stack to start streaming applications to users

Creates a temporary URL to start an AppStream 2

Creates a new image with the latest Windows operating system update
Creates a usage report subscription

Creates a new user in the user pool

Deletes an app block

Deletes an app block builder

Deletes an application

Deletes the specified Directory Config object from AppStream 2
Deletes the specified entitlement

Deletes the specified fleet

Deletes the specified image

Deletes the specified image builder and releases the capacity

Deletes permissions for the specified private image

Deletes the specified stack

Disables usage report generation

Deletes a user from the user pool

Retrieves a list that describes one or more app block builder associatic
Retrieves a list that describes one or more app block builders
Retrieves a list that describes one or more app blocks

Retrieves a list that describes one or more application fleet association
Retrieves a list that describes one or more applications
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describe_directory_configs
describe_entitlements
describe_fleets
describe_image_builders
describe_image_permissions
describe_images
describe_sessions
describe_stacks
describe_usage_report_subscriptions
describe_users
describe_user_stack_associations
disable_user
disassociate_app_block_builder_app_block
disassociate_application_fleet
disassociate_application_from_entitlement
disassociate_fleet

enable_user

expire_session
list_associated_fleets
list_associated_stacks
list_entitled_applications
list_tags_for_resource
start_app_block_builder
start_fleet

start_image_builder
stop_app_block_builder
stop_fleet

stop_image_builder

tag_resource

untag_resource
update_app_block_builder
update_application
update_directory_config
update_entitlement

update_fleet
update_image_permissions
update_stack

Examples

## Not run:
svc <- appstream()

svc$associate_app_block_builder_app_block(

Foo = 123
)

## End(Not run)

appstream

Retrieves a list that describes one or more specified Directory Config ¢
Retrieves a list that describes one of more entitlements

Retrieves a list that describes one or more specified fleets, if the fleet r
Retrieves a list that describes one or more specified image builders, if
Retrieves a list that describes the permissions for shared AWS account
Retrieves a list that describes one or more specified images, if the ima
Retrieves a list that describes the streaming sessions for a specified ste
Retrieves a list that describes one or more specified stacks, if the stack
Retrieves a list that describes one or more usage report subscriptions
Retrieves a list that describes one or more specified users in the user p
Retrieves a list that describes the UserStackAssociation objects
Disables the specified user in the user pool

Disassociates a specified app block builder from a specified app block
Disassociates the specified application from the fleet

Deletes the specified application from the specified entitlement
Disassociates the specified fleet from the specified stack

Enables a user in the user pool

Immediately stops the specified streaming session

Retrieves the name of the fleet that is associated with the specified sta
Retrieves the name of the stack with which the specified fleet is associ
Retrieves a list of entitled applications

Retrieves a list of all tags for the specified AppStream 2

Starts an app block builder

Starts the specified fleet

Starts the specified image builder

Stops an app block builder

Stops the specified fleet

Stops the specified image builder

Adds or overwrites one or more tags for the specified AppStream 2
Disassociates one or more specified tags from the specified AppStrear
Updates an app block builder

Updates the specified application

Updates the specified Directory Config object in AppStream 2
Updates the specified entitlement

Updates the specified fleet

Adds or updates permissions for the specified private image

Updates the specified fields for the specified stack
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arczonalshift AWS ARC - Zonal Shift

Description

Welcome to the Zonal Shift API Reference Guide for Amazon Route 53 Application Recovery
Controller (Route 53 ARC).

You can start a zonal shift to move traffic for a load balancer resource away from an Availability
Zone to help your application recover quickly from an impairment in an Availability Zone. For
example, you can recover your application from a developer’s bad code deployment or from an
Amazon Web Services infrastructure failure in a single Availability Zone.

You can also configure zonal autoshift for a load balancer resource. Zonal autoshift is a capability
in Route 53 ARC where Amazon Web Services shifts away application resource traffic from an
Auvailability Zone, on your behalf, to help reduce your time to recovery during events. Amazon
Web Services shifts away traffic for resources that are enabled for zonal autoshift whenever Amazon
Web Services determines that there’s an issue in the Availability Zone that could potentially affect
customers.

To ensure that zonal autoshift is safe for your application, you must also configure practice runs
when you enable zonal autoshift for a resource. Practice runs start weekly zonal shifts for a resource,
to shift traffic for the resource out of an Availability Zone. Practice runs make sure, on a regular
basis, that you have enough capacity in all the Availability Zones in an Amazon Web Services
Region for your application to continue to operate normally when traffic for a resource is shifted
away from one Availability Zone.

You must prescale resource capacity in all Availability Zones in the Region where your application
is deployed, before you configure practice runs or enable zonal autoshift for a resource. You should
not rely on scaling on demand when an autoshift or practice run starts.

For more information about using zonal shift and zonal autoshift, see the Amazon Route 53 Appli-
cation Recovery Controller Developer Guide.

Usage

arczonalshift(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:


https://docs.aws.amazon.com/r53recovery/latest/dg/what-is-route53-recovery.html
https://docs.aws.amazon.com/r53recovery/latest/dg/what-is-route53-recovery.html
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+ access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
 endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

* s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- arczonalshift(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string"

),

profile = "string",

anonymous = "logical”


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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),

endpoint = "string”,

region = "string",
close_connection = "logical”,
timeout = "numeric”,

s3_force_path_style = "logical”,

sts_regional_endpoint = "string'

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string”,
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

cancel_zonal_shift
create_practice_run_configuration
delete_practice_run_configuration
get_managed_resource
list_autoshifts
list_managed_resources
list_zonal_shifts

start_zonal_shift
update_practice_run_configuration
update_zonal_autoshift_configuration
update_zonal_shift

Examples

## Not run:

svc <- arczonalshift()

svc$cancel _zonal_shift(
Foo = 123

)

## End(Not run)

Cancel a zonal shift in Amazon Route 53 Application Recovery Controller

A practice run configuration for zonal autoshift is required when you enable zonal au
Deletes the practice run configuration for a resource

Get information about a resource that’s been registered for zonal shifts with Amazon

Returns the active autoshifts for a specified resource

Lists all the resources in your Amazon Web Services account in this Amazon Web Se
Lists all active and completed zonal shifts in Amazon Route 53 Application Recoversy
You start a zonal shift to temporarily move load balancer traffic away from an Availat
Update a practice run configuration to change one or more of the following: add, chai
You can update the zonal autoshift status for a resource, to enable or disable zonal au
Update an active zonal shift in Amazon Route 53 Application Recovery Controller in
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athena Amazon Athena

Description

Amazon Athena is an interactive query service that lets you use standard SQL to analyze data
directly in Amazon S3. You can point Athena at your data in Amazon S3 and run ad-hoc queries
and get results in seconds. Athena is serverless, so there is no infrastructure to set up or manage. You
pay only for the queries you run. Athena scales automatically—executing queries in parallel—so
results are fast, even with large datasets and complex queries. For more information, see What is
Amazon Athena in the Amazon Athena User Guide.

If you connect to Athena using the JDBC driver, use version 1.1.0 of the driver or later with the
Amazon Athena API. Earlier version drivers do not support the API. For more information and to
download the driver, see Accessing Amazon Athena with JDBC.

Usage
athena(config = list(), credentials = list(), endpoint = NULL, region = NULL)

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
# access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
# session_token: AWS temporary session token
— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
¢ close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key


https://docs.aws.amazon.com/athena/latest/ug/what-is.html
https://docs.aws.amazon.com/athena/latest/ug/what-is.html
https://docs.aws.amazon.com/athena/latest/ug/connect-with-jdbc.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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— session_token: AWS temporary session token
* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- athena(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"

Operations
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batch_get_named_query
batch_get_prepared_statement
batch_get_query_execution
cancel_capacity_reservation
create_capacity_reservation
create_data_catalog
create_named_query
create_notebook
create_prepared_statement
create_presigned_notebook_url
create_work_group
delete_capacity_reservation
delete_data_catalog
delete_named_query
delete_notebook
delete_prepared_statement
delete_work_group
export_notebook
get_calculation_execution
get_calculation_execution_code
get_calculation_execution_status
get_capacity_assignment_configuration
get_capacity_reservation
get_database

get_data_catalog
get_named_query
get_notebook_metadata
get_prepared_statement
get_query_execution
get_query_results
get_query_runtime_statistics
get_session

get_session_status
get_table_metadata
get_work_group
import_notebook
list_application_dpu_sizes
list_calculation_executions
list_capacity_reservations
list_databases
list_data_catalogs
list_engine_versions
list_executors
list_named_queries
list_notebook_metadata
list_notebook_sessions
list_prepared_statements
list_query_executions

athena

Returns the details of a single named query or a list of up to 50 queries, which you |
Returns the details of a single prepared statement or a list of up to 256 prepared stat
Returns the details of a single query execution or a list of up to 50 query executions
Cancels the capacity reservation with the specified name

Creates a capacity reservation with the specified name and number of requested dat
Creates (registers) a data catalog with the specified name and properties

Creates a named query in the specified workgroup

Creates an empty ipynb file in the specified Apache Spark enabled workgroup
Creates a prepared statement for use with SQL queries in Athena

Gets an authentication token and the URL at which the notebook can be accessed
Creates a workgroup with the specified name

Deletes a cancelled capacity reservation

Deletes a data catalog

Deletes the named query if you have access to the workgroup in which the query w:
Deletes the specified notebook

Deletes the prepared statement with the specified name from the specified workgrot
Deletes the workgroup with the specified name

Exports the specified notebook and its metadata

Describes a previously submitted calculation execution

Retrieves the unencrypted code that was executed for the calculation

Gets the status of a current calculation

Gets the capacity assignment configuration for a capacity reservation, if one exists
Returns information about the capacity reservation with the specified name

Returns a database object for the specified database and data catalog

Returns the specified data catalog

Returns information about a single query

Retrieves notebook metadata for the specified notebook ID

Retrieves the prepared statement with the specified name from the specified workgr
Returns information about a single execution of a query if you have access to the wi
Streams the results of a single query execution specified by QueryExecutionld from
Returns query execution runtime statistics related to a single execution of a query if
Gets the full details of a previously created session, including the session status and
Gets the current status of a session

Returns table metadata for the specified catalog, database, and table

Returns information about the workgroup with the specified name

Imports a single ipynb file to a Spark enabled workgroup

Returns the supported DPU sizes for the supported application runtimes (for examp
Lists the calculations that have been submitted to a session in descending order
Lists the capacity reservations for the current account

Lists the databases in the specified data catalog

Lists the data catalogs in the current Amazon Web Services account

Returns a list of engine versions that are available to choose from, including the Au
Lists, in descending order, the executors that joined a session

Provides a list of available query IDs only for queries saved in the specified workgr
Displays the notebook files for the specified workgroup in paginated format

Lists, in descending order, the sessions that have been created in a notebook that are
Lists the prepared statements in the specified workgroup

Provides a list of available query execution IDs for the queries in the specified work
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list_sessions
list_table_metadata
list_tags_for_resource
list_work_groups

put_capacity_assignment_configuration

start_calculation_execution
start_query_execution
start_session
stop_calculation_execution
stop_query_execution
tag_resource
terminate_session
untag_resource
update_capacity_reservation
update_data_catalog
update_named_query
update_notebook
update_notebook_metadata
update_prepared_statement
update_work_group

Examples

## Not run:
svc <- athena()

svc$batch_get_named_query(

Foo = 123
)

## End(Not run)
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Lists the sessions in a workgroup that are in an active state like CREATING, CREA
Lists the metadata for the tables in the specified data catalog database

Lists the tags associated with an Athena resource

Lists available workgroups for the account

Puts a new capacity assignment configuration for a specified capacity reservation
Submits calculations for execution within a session

Runs the SQL query statements contained in the Query

Creates a session for running calculations within a workgroup

Requests the cancellation of a calculation

Stops a query execution

Adds one or more tags to an Athena resource

Terminates an active session

Removes one or more tags from an Athena resource

Updates the number of requested data processing units for the capacity reservation !
Updates the data catalog that has the specified name

Updates a NamedQuery object

Updates the contents of a Spark notebook

Updates the metadata for a notebook

Updates a prepared statement

Updates the workgroup with the specified name

auditmanager

AWS Audit Manager

Description

Welcome to the Audit Manager API reference. This guide is for developers who need detailed
information about the Audit Manager API operations, data types, and errors.

Audit Manager is a service that provides automated evidence collection so that you can continually
audit your Amazon Web Services usage. You can use it to assess the effectiveness of your controls,

manage risk, and simplify compliance.

Audit Manager provides prebuilt frameworks that structure and automate assessments for a given
compliance standard. Frameworks include a prebuilt collection of controls with descriptions and
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testing procedures. These controls are grouped according to the requirements of the specified com-
pliance standard or regulation. You can also customize frameworks and controls to support internal
audits with specific requirements.

Use the following links to get started with the Audit Manager API:

* Actions: An alphabetical list of all Audit Manager API operations.
* Data types: An alphabetical list of all Audit Manager data types.
* Common parameters: Parameters that all operations can use.

* Common errors: Client and server errors that all operations can return.

If you’re new to Audit Manager, we recommend that you review the Audit Manager User Guide.

Usage

auditmanager(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
# access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or

legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e

html
credentials Optional credentials shorthand for the config parameter

e creds:
— access_key_id: AWS access key ID


https://docs.aws.amazon.com/audit-manager/latest/APIReference/API_Operations.html
https://docs.aws.amazon.com/audit-manager/latest/APIReference/API_Types.html
https://docs.aws.amazon.com/audit-manager/latest/APIReference/CommonParameters.html
https://docs.aws.amazon.com/audit-manager/latest/APIReference/CommonErrors.html
https://docs.aws.amazon.com/audit-manager/latest/userguide/what-is.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- auditmanager(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
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Operations
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associate_assessment_report_evidence_folder
batch_associate_assessment_report_evidence
batch_create_delegation_by_assessment
batch_delete_delegation_by_assessment
batch_disassociate_assessment_report_evidence
batch_import_evidence_to_assessment_control
create_assessment
create_assessment_framework
create_assessment_report

create_control

delete_assessment
delete_assessment_framework
delete_assessment_framework_share
delete_assessment_report

delete_control

deregister_account
deregister_organization_admin_account
disassociate_assessment_report_evidence_folder
get_account_status

get_assessment

get_assessment_framework
get_assessment_report_url

get_change_logs

get_control

get_delegations

get_evidence
get_evidence_by_evidence_folder
get_evidence_file_upload_url
get_evidence_folder
get_evidence_folders_by_assessment
get_evidence_folders_by_assessment_control
get_insights

get_insights_by_assessment
get_organization_admin_account
get_services_in_scope

get_settings

list_assessment_control_insights_by_control_domain

list_assessment_frameworks
list_assessment_framework_share_requests
list_assessment_reports

list_assessments
list_control_domain_insights
list_control_domain_insights_by_assessment
list_control_insights_by_control_domain
list_controls
list_keywords_for_data_source
list_notifications

list_tags_for_resource
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Associates an evidence folder to an assessment report in an Audit Ma
Associates a list of evidence to an assessment report in an Audit Man:
Creates a batch of delegations for an assessment in Audit Manager
Deletes a batch of delegations for an assessment in Audit Manager
Disassociates a list of evidence from an assessment report in Audit M
Adds one or more pieces of evidence to a control in an Audit Manage
Creates an assessment in Audit Manager

Creates a custom framework in Audit Manager

Creates an assessment report for the specified assessment

Creates a new custom control in Audit Manager

Deletes an assessment in Audit Manager

Deletes a custom framework in Audit Manager

Deletes a share request for a custom framework in Audit Manager
Deletes an assessment report in Audit Manager

Deletes a custom control in Audit Manager

Deregisters an account in Audit Manager

Removes the specified Amazon Web Services account as a delegated
Disassociates an evidence folder from the specified assessment report
Gets the registration status of an account in Audit Manager

Gets information about a specified assessment

Gets information about a specified framework

Gets the URL of an assessment report in Audit Manager

Gets a list of changelogs from Audit Manager

Gets information about a specified control

Gets a list of delegations from an audit owner to a delegate

Gets information about a specified evidence item

Gets all evidence from a specified evidence folder in Audit Manager
Creates a presigned Amazon S3 URL that can be used to upload a file
Gets an evidence folder from a specified assessment in Audit Manage
Gets the evidence folders from a specified assessment in Audit Manag
Gets a list of evidence folders that are associated with a specified cont
Gets the latest analytics data for all your current active assessments
Gets the latest analytics data for a specific active assessment

Gets the name of the delegated Amazon Web Services administrator a
Gets a list of all of the Amazon Web Services that you can choose to i
Gets the settings for a specified Amazon Web Services account

Lists the latest analytics data for controls within a specific control dor
Returns a list of the frameworks that are available in the Audit Manag
Returns a list of sent or received share requests for custom framework
Returns a list of assessment reports created in Audit Manager
Returns a list of current and past assessments from Audit Manager
Lists the latest analytics data for control domains across all of your ac
Lists analytics data for control domains within a specified active asse:
Lists the latest analytics data for controls within a specific control dor
Returns a list of controls from Audit Manager

Returns a list of keywords that are pre-mapped to the specified contro
Returns a list of all Audit Manager notifications

Returns a list of tags for the specified resource in Audit Manager
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register_account Enables Audit Manager for the specified Amazon Web Services accot

register_organization_admin_account Enables an Amazon Web Services account within the organization as

start_assessment_framework_share Creates a share request for a custom framework in Audit Manager

tag_resource Tags the specified resource in Audit Manager

untag_resource Removes a tag from a resource in Audit Manager

update_assessment Edits an Audit Manager assessment

update_assessment_control Updates a control within an assessment in Audit Manager

update_assessment_control_set_status Updates the status of a control set in an Audit Manager assessment

update_assessment_framework Updates a custom framework in Audit Manager

update_assessment_framework_share Updates a share request for a custom framework in Audit Manager

update_assessment_status Updates the status of an assessment in Audit Manager

update_control Updates a custom control in Audit Manager

update_settings Updates Audit Manager settings for the current account

validate_assessment_report_integrity Validates the integrity of an assessment report in Audit Manager
Examples

## Not run:

svc <- auditmanager()

svc$associate_assessment_report_evidence_folder(
Foo = 123

)

## End(Not run)

augmentedairuntime Amazon Augmented Al Runtime

Description

Amazon Augmented Al (Amazon A2I) adds the benefit of human judgment to any machine learning
application. When an Al application can’t evaluate data with a high degree of confidence, human
reviewers can take over. This human review is called a human review workflow. To create and start
a human review workflow, you need three resources: a worker task template, a flow definition, and
a human loop.

For information about these resources and prerequisites for using Amazon A2I, see Get Started with
Amazon Augmented Al in the Amazon SageMaker Developer Guide.

This API reference includes information about API actions and data types that you can use to
interact with Amazon A2l programmatically. Use this guide to:

 Start a human loop with the start_human_loop operation when using Amazon A2l with a
custom task type. To learn more about the difference between custom and built-in task types,
see Use Task Types . To learn how to start a human loop using this API, see Create and Start
a Human Loop for a Custom Task Type in the Amazon SageMaker Developer Guide.


https://docs.aws.amazon.com/sagemaker/latest/dg/a2i-getting-started.html
https://docs.aws.amazon.com/sagemaker/latest/dg/a2i-getting-started.html
https://docs.aws.amazon.com/sagemaker/latest/dg/a2i-task-types-general.html
https://docs.aws.amazon.com/sagemaker/latest/dg/a2i-start-human-loop.html#a2i-instructions-starthumanloop
https://docs.aws.amazon.com/sagemaker/latest/dg/a2i-start-human-loop.html#a2i-instructions-starthumanloop
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* Manage your human loops. You can list all human loops that you have created, describe
individual human loops, and stop and delete human loops. To learn more, see Monitor and
Manage Your Human Loop in the Amazon SageMaker Developer Guide.

Amazon A2I integrates APIs from various AWS services to create and start human review work-
flows for those services. To learn how Amazon A2I uses these APIs, see Use APIs in Amazon A2l
in the Amazon SageMaker Developer Guide.

Usage

augmentedairuntime(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
x access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
* session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

 timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.


https://docs.aws.amazon.com/sagemaker/latest/dg/a2i-monitor-humanloop-results.html
https://docs.aws.amazon.com/sagemaker/latest/dg/a2i-monitor-humanloop-results.html
https://docs.aws.amazon.com/sagemaker/latest/dg/a2i-api-references.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- augmentedairuntime(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(
access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"

Operations

delete_human_loop Deletes the specified human loop for a flow definition
describe_human_loop Returns information about the specified human loop

list_human_loops Returns information about human loops, given the specified parameters
start_human_loop Starts a human loop, provided that at least one activation condition is met
stop_human_loop Stops the specified human loop



autoscaling 69

Examples

## Not run:
svc <- augmentedairuntime()
svc$delete_human_loop(
Foo = 123
)

## End(Not run)

autoscaling Auto Scaling

Description

Amazon EC2 Auto Scaling

Amazon EC2 Auto Scaling is designed to automatically launch and terminate EC2 instances based
on user-defined scaling policies, scheduled actions, and health checks.

For more information, see the Amazon EC2 Auto Scaling User Guide and the Amazon EC2 Auto
Scaling API Reference.

Usage

autoscaling(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
# access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
 endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.


https://docs.aws.amazon.com/autoscaling/ec2/userguide/
https://docs.aws.amazon.com/autoscaling/ec2/APIReference/Welcome.html
https://docs.aws.amazon.com/autoscaling/ec2/APIReference/Welcome.html
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¢ close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

* s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- autoscaling(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
))
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string”

),

credentials = list(


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

attach_instances
attach_load_balancers
attach_load_balancer_target_groups
attach_traffic_sources
batch_delete_scheduled_action
batch_put_scheduled_update_group_action
cancel_instance_refresh
complete_lifecycle_action
create_auto_scaling_group
create_launch_configuration
Create_or_update_tags
delete_auto_scaling_group
delete_launch_configuration
delete_lifecycle_hook
delete_notification_configuration
delete_policy
delete_scheduled_action

delete_tags

delete_warm_pool
describe_account_limits
describe_adjustment_types
describe_auto_scaling_groups
describe_auto_scaling_instances
describe_auto_scaling_notification_types
describe_instance_refreshes
describe_launch_configurations
describe_lifecycle_hooks
describe_lifecycle_hook_types
describe_load_balancers
describe_load_balancer_target_groups
describe_metric_collection_types
describe_notification_configurations
describe_policies
describe_scaling_activities
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Attaches one or more EC2 instances to the specified Auto Scaling group

This API operation is superseded by AttachTrafficSources, which can attach mu
This API operation is superseded by AttachTrafficSources, which can attach mu
Attaches one or more traffic sources to the specified Auto Scaling group
Deletes one or more scheduled actions for the specified Auto Scaling group
Creates or updates one or more scheduled scaling actions for an Auto Scaling g
Cancels an instance refresh or rollback that is in progress

Completes the lifecycle action for the specified token or instance with the specit
We strongly recommend using a launch template when calling this operation to
Creates a launch configuration

Creates or updates tags for the specified Auto Scaling group

Deletes the specified Auto Scaling group

Deletes the specified launch configuration

Deletes the specified lifecycle hook

Deletes the specified notification

Deletes the specified scaling policy

Deletes the specified scheduled action

Deletes the specified tags

Deletes the warm pool for the specified Auto Scaling group

Describes the current Amazon EC2 Auto Scaling resource quotas for your accon
Describes the available adjustment types for step scaling and simple scaling pol
Gets information about the Auto Scaling groups in the account and Region
Gets information about the Auto Scaling instances in the account and Region
Describes the notification types that are supported by Amazon EC2 Auto Scalin
Gets information about the instance refreshes for the specified Auto Scaling gro
Gets information about the launch configurations in the account and Region
Gets information about the lifecycle hooks for the specified Auto Scaling group
Describes the available types of lifecycle hooks

This API operation is superseded by DescribeTrafficSources, which can describ
This API operation is superseded by DescribeTrafficSources, which can describ
Describes the available CloudWatch metrics for Amazon EC2 Auto Scaling
Gets information about the Amazon SNS notifications that are configured for or
Gets information about the scaling policies in the account and Region

Gets information about the scaling activities in the account and Region



72 autoscaling

describe_scaling_process_types Describes the scaling process types for use with the ResumeProcesses and Susp

describe_scheduled_actions Gets information about the scheduled actions that haven’t run or that have not re

describe_tags Describes the specified tags

describe_termination_policy_types Describes the termination policies supported by Amazon EC2 Auto Scaling

describe_traffic_sources Gets information about the traffic sources for the specified Auto Scaling group

describe_warm_pool Gets information about a warm pool and its instances

detach_instances Removes one or more instances from the specified Auto Scaling group

detach_load_balancers This API operation is superseded by DetachTrafficSources, which can detach m

detach_load_balancer_target_groups This API operation is superseded by DetachTrafficSources, which can detach m

detach_traffic_sources Detaches one or more traffic sources from the specified Auto Scaling group

disable_metrics_collection Disables group metrics collection for the specified Auto Scaling group

enable_metrics_collection Enables group metrics collection for the specified Auto Scaling group

enter_standby Moves the specified instances into the standby state

execute_policy Executes the specified policy

exit_standby Moves the specified instances out of the standby state

get_predictive_scaling_forecast Retrieves the forecast data for a predictive scaling policy

put_lifecycle_hook Creates or updates a lifecycle hook for the specified Auto Scaling group

put_notification_configuration Configures an Auto Scaling group to send notifications when specified events ta

put_scaling_policy Creates or updates a scaling policy for an Auto Scaling group

put_scheduled_update_group_action Creates or updates a scheduled scaling action for an Auto Scaling group

put_warm_pool Creates or updates a warm pool for the specified Auto Scaling group

record_lifecycle_action_heartbeat Records a heartbeat for the lifecycle action associated with the specified token o

resume_processes Resumes the specified suspended auto scaling processes, or all suspended proce

rollback_instance_refresh Cancels an instance refresh that is in progress and rolls back any changes that it

set_desired_capacity Sets the size of the specified Auto Scaling group

set_instance_health Sets the health status of the specified instance

set_instance_protection Updates the instance protection settings of the specified instances

start_instance_refresh Starts an instance refresh

suspend_processes Suspends the specified auto scaling processes, or all processes, for the specified

terminate_instance_in_auto_scaling_group  Terminates the specified instance and optionally adjusts the desired group size

update_auto_scaling_group We strongly recommend that all Auto Scaling groups use launch templates to er
Examples

## Not run:

svc <- autoscaling()
# This example attaches the specified instance to the specified Auto
# Scaling group.
svc$attach_instances(

AutoScalingGroupName = "my-auto-scaling-group”,

Instancelds = list(

"1-93633f9b"

)

)

## End(Not run)
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autoscalingplans AWS Auto Scaling Plans

Description

AWS Auto Scaling

Use AWS Auto Scaling to create scaling plans for your applications to automatically scale your
scalable AWS resources.

API Summary
You can use the AWS Auto Scaling service API to accomplish the following tasks:

* Create and manage scaling plans
* Define target tracking scaling policies to dynamically scale your resources based on utilization

* Scale Amazon EC2 Auto Scaling groups using predictive scaling and dynamic scaling to scale
your Amazon EC2 capacity faster

* Set minimum and maximum capacity limits
* Retrieve information on existing scaling plans

* Access current forecast data and historical forecast data for up to 56 days previous

To learn more about AWS Auto Scaling, including information about granting IAM users required
permissions for AWS Auto Scaling actions, see the AWS Auto Scaling User Guide.

Usage

autoscalingplans(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
# access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
 endpoint: The complete URL to use for the constructed client.


https://docs.aws.amazon.com/autoscaling/plans/userguide/what-is-a-scaling-plan.html
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* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- autoscalingplans(
config = list(
credentials = list(
creds = list(

access_key_id = "string”,
secret_access_key = "string”,
session_token = "string"
),
profile = "string”,
anonymous = "logical”
),
endpoint = "string",
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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creds = list(
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access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations

create_scaling_plan

delete_scaling_plan
describe_scaling_plan_resources
describe_scaling_plans
get_scaling_plan_resource_forecast_data
update_scaling_plan

Examples

## Not run:

svc <- autoscalingplans()

svc$create_scaling_plan(
Foo = 123

)

## End(Not run)

Creates a scaling plan

Deletes the specified scaling plan

Describes the scalable resources in the specified scaling plan
Describes one or more of your scaling plans

Retrieves the forecast data for a scalable resource

Updates the specified scaling plan

backup AWS Backup

Description

Backup

Backup is a unified backup service designed to protect Amazon Web Services services and their
associated data. Backup simplifies the creation, migration, restoration, and deletion of backups,
while also providing reporting and auditing.

Usage

backup(config = list(), credentials = list(), endpoint = NULL, region = NULL)
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Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
+ access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- backup(
config = list(
credentials = list(
creds = list(
access_key_id = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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secret_access_key = "string",

session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,

s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(
access_key_id = "string",

secret_access_key = "string”,

session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”

Operations

cancel_legal_hold

create_backup_plan
create_backup_selection
create_backup_vault

create_framework

create_legal_hold
create_logically_air_gapped_backup_vault
create_report_plan
create_restore_testing_plan
create_restore_testing_selection
delete_backup_plan
delete_backup_selection
delete_backup_vault
delete_backup_vault_access_policy
delete_backup_vault_lock_configuration
delete_backup_vault_notifications
delete_framework
delete_recovery_point
delete_report_plan
delete_restore_testing_plan

This action removes the specified legal hold on a recovery point

Creates a backup plan using a backup plan name and backup rules

Creates a JSON document that specifies a set of resources to assign to a backup
Creates a logical container where backups are stored

Creates a framework with one or more controls

This action creates a legal hold on a recovery point (backup)

This request creates a logical container to where backups may be copied
Creates a report plan

This is the first of two steps to create a restore testing plan; once this request is s
This request can be sent after CreateRestoreTestingPlan request returns successf
Deletes a backup plan

Deletes the resource selection associated with a backup plan that is specified by
Deletes the backup vault identified by its name

Deletes the policy document that manages permissions on a backup vault
Deletes Backup Vault Lock from a backup vault specified by a backup vault nan
Deletes event notifications for the specified backup vault

Deletes the framework specified by a framework name

Deletes the recovery point specified by a recovery point ID

Deletes the report plan specified by a report plan name

This request deletes the specified restore testing plan
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delete_restore_testing_selection
describe_backup_job
describe_backup_vault
describe_copy_job
describe_framework
describe_global_settings
describe_protected_resource
describe_recovery_point
describe_region_settings
describe_report_job
describe_report_plan
describe_restore_job
disassociate_recovery_point
disassociate_recovery_point_from_parent
export_backup_plan_template
get_backup_plan
get_backup_plan_from_json
get_backup_plan_from_template
get_backup_selection
get_backup_vault_access_policy
get_backup_vault_notifications
get_legal_hold
get_recovery_point_restore_metadata
get_restore_job_metadata
get_restore_testing_inferred_metadata
get_restore_testing_plan
get_restore_testing_selection
get_supported_resource_types
list_backup_jobs
list_backup_job_summaries
list_backup_plans
list_backup_plan_templates
list_backup_plan_versions
list_backup_selections
list_backup_vaults

list_copy_jobs
list_copy_job_summaries
list_frameworks

list_legal_holds
list_protected_resources
list_protected_resources_by_backup_vault
list_recovery_points_by_backup_vault
list_recovery_points_by_legal_hold
list_recovery_points_by_resource
list_report_jobs

list_report_plans

list_restore_jobs
list_restore_jobs_by_protected_resource

backup

Input the Restore Testing Plan name and Restore Testing Selection name
Returns backup job details for the specified BackupJobld

Returns metadata about a backup vault specified by its name

Returns metadata associated with creating a copy of a resource

Returns the framework details for the specified FrameworkName

Describes whether the Amazon Web Services account is opted in to cross-accou
Returns information about a saved resource, including the last time it was backe:
Returns metadata associated with a recovery point, including ID, status, encrypti
Returns the current service opt-in settings for the Region

Returns the details associated with creating a report as specified by its ReportJot
Returns a list of all report plans for an Amazon Web Services account and Amaz
Returns metadata associated with a restore job that is specified by a job ID
Deletes the specified continuous backup recovery point from Backup and release
This action to a specific child (nested) recovery point removes the relationship b
Returns the backup plan that is specified by the plan ID as a backup template
Returns BackupPlan details for the specified BackupPlanld

Returns a valid JSON document specifying a backup plan or an error

Returns the template specified by its templateld as a backup plan

Returns selection metadata and a document in JSON format that specifies a list ¢
Returns the access policy document that is associated with the named backup va
Returns event notifications for the specified backup vault

This action returns details for a specified legal hold

Returns a set of metadata key-value pairs that were used to create the backup
This request returns the metadata for the specified restore job

This request returns the minimal required set of metadata needed to start a restor
Returns RestoreTestingPlan details for the specified RestoreTestingPlanName
Returns RestoreTestingSelection, which displays resources and elements of the 1
Returns the Amazon Web Services resource types supported by Backup

Returns a list of existing backup jobs for an authenticated account for the last 30
This is a request for a summary of backup jobs created or running within the mo
Returns a list of all active backup plans for an authenticated account

Returns metadata of your saved backup plan templates, including the template II
Returns version metadata of your backup plans, including Amazon Resource Na
Returns an array containing metadata of the resources associated with the target
Returns a list of recovery point storage containers along with information about
Returns metadata about your copy jobs

This request obtains a list of copy jobs created or running within the the most re
Returns a list of all frameworks for an Amazon Web Services account and Amaz
This action returns metadata about active and previous legal holds

Returns an array of resources successfully backed up by Backup, including the t
This request lists the protected resources corresponding to each backup vault
Returns detailed information about the recovery points stored in a backup vault
This action returns recovery point ARNs (Amazon Resource Names) of the spec
Returns detailed information about all the recovery points of the type specified b
Returns details about your report jobs

Returns a list of your report plans

Returns a list of jobs that Backup initiated to restore a saved resource, including
This returns restore jobs that contain the specified protected resource



backupgateway

list_restore_job_summaries
list_restore_testing_plans
list_restore_testing_selections
list_tags

put_backup_vault_access_policy
put_backup_vault_lock_configuration

put_backup_vault_notifications
put_restore_validation_result
start_backup_job
start_copy_job

start_report_job
start_restore_job
stop_backup_job

tag_resource

untag_resource
update_backup_plan
update_framework
update_global_settings
update_recovery_point_lifecycle
update_region_settings
update_report_plan
update_restore_testing_plan
update_restore_testing_selection

Examples

## Not run:

svc <- backup()

svc$cancel _legal_hold(
Foo = 123

)

## End(Not run)
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This request obtains a summary of restore jobs created or running within the the
Returns a list of restore testing plans

Returns a list of restore testing selections

Returns a list of key-value pairs assigned to a target recovery point, backup plan
Sets a resource-based policy that is used to manage access permissions on the ta
Applies Backup Vault Lock to a backup vault, preventing attempts to delete any
Turns on notifications on a backup vault for the specified topic and events

This request allows you to send your independent self-run restore test validation
Starts an on-demand backup job for the specified resource

Starts a job to create a one-time copy of the specified resource

Starts an on-demand report job for the specified report plan

Recovers the saved resource identified by an Amazon Resource Name (ARN)
Attempts to cancel a job to create a one-time backup of a resource

Assigns a set of key-value pairs to a recovery point, backup plan, or backup vaul
Removes a set of key-value pairs from a recovery point, backup plan, or backup
Updates an existing backup plan identified by its backupPlanld with the input dc
Updates an existing framework identified by its FrameworkName with the input
Updates whether the Amazon Web Services account is opted in to cross-account
Sets the transition lifecycle of a recovery point

Updates the current service opt-in settings for the Region

Updates an existing report plan identified by its ReportPlanName with the input
This request will send changes to your specified restore testing plan

Most elements except the RestoreTestingSelectionName can be updated with thi

backupgateway

AWS Backup Gateway

Description

Backup gateway

Backup gateway connects Backup to your hypervisor, so you can create, store, and restore backups
of your virtual machines (VMs) anywhere, whether on-premises or in the VMware Cloud (VMC)

on Amazon Web Services.
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Add on-premises resources by connecting to a hypervisor through a gateway. Backup will automat-
ically discover the resources in your hypervisor.

Use Backup to assign virtual or on-premises resources to a backup plan, or run on-demand backups.
Once you have backed up your resources, you can view them and restore them like any resource
supported by Backup.

To download the Amazon Web Services software to get started, navigate to the Backup console,
choose Gateways, then choose Create gateway.

Usage

backupgateway (
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
x access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- backupgateway(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string”,
anonymous = "logical”
),
endpoint = "string"”,
region = "string”
)
Operations
associate_gateway_to_server Associates a backup gateway with your server
create_gateway Creates a backup gateway

delete_gateway Deletes a backup gateway
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delete_hypervisor
disassociate_gateway_from_server
get_bandwidth_rate_limit_schedule
get_gateway

get_hypervisor
get_hypervisor_property_mappings
get_virtual_machine
import_hypervisor_configuration
list_gateways

list_hypervisors
list_tags_for_resource
list_virtual_machines
put_bandwidth_rate_limit_schedule
put_hypervisor_property_mappings
put_maintenance_start_time
start_virtual_machines_metadata_sync
tag_resource
test_hypervisor_configuration
untag_resource
update_gateway_information
update_gateway_software_now
update_hypervisor

Examples

## Not run:

svc <- backupgateway()

svc$associate_gateway_to_server(
Foo = 123

)

## End(Not run)

backupstorage

Deletes a hypervisor

Disassociates a backup gateway from the specified server

Retrieves the bandwidth rate limit schedule for a specified gateway

By providing the ARN (Amazon Resource Name), this API returns the gateway
This action requests information about the specified hypervisor to which the gateway
This action retrieves the property mappings for the specified hypervisor

By providing the ARN (Amazon Resource Name), this API returns the virtual mach:
Connect to a hypervisor by importing its configuration

Lists backup gateways owned by an Amazon Web Services account in an Amazon V
Lists your hypervisors

Lists the tags applied to the resource identified by its Amazon Resource Name (ARD
Lists your virtual machines

This action sets the bandwidth rate limit schedule for a specified gateway

This action sets the property mappings for the specified hypervisor

Set the maintenance start time for a gateway

This action sends a request to sync metadata across the specified virtual machines
Tag the resource

Tests your hypervisor configuration to validate that backup gateway can connect witl
Removes tags from the resource

Updates a gateway’s name

Updates the gateway virtual machine (VM) software

Updates a hypervisor metadata, including its host, username, and password

backupstorage

AWS Backup Storage

Description

The frontend service for Cryo Storage.

Usage

backupstorage(
config = list(),
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credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
# access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
¢ close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

 s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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Service syntax

svc <- backupstorage(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations
delete_object Delete Object from the incremental base Backup
get_chunk Gets the specified object’s chunk
get_object_metadata Get metadata associated with an Object
list_chunks List chunks in a given Object
list_objects List all Objects in a given Backup
notify_object_complete Complete upload
put_chunk Upload chunk
put_object Upload object that can store object metadata String and data blob in single API call using inline chu

start_object Start upload containing one or many chunks
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Examples

## Not run:

svc <- backupstorage()

svc$delete_object(
Foo = 123

)

## End(Not run)

batch AWS Batch

Description

Batch

Using Batch, you can run batch computing workloads on the Amazon Web Services Cloud. Batch
computing is a common means for developers, scientists, and engineers to access large amounts of
compute resources. Batch uses the advantages of the batch computing to remove the undifferenti-
ated heavy lifting of configuring and managing required infrastructure. At the same time, it also
adopts a familiar batch computing software approach. You can use Batch to efficiently provision
resources d, and work toward eliminating capacity constraints, reducing your overall compute costs,
and delivering results more quickly.

As a fully managed service, Batch can run batch computing workloads of any scale. Batch automat-
ically provisions compute resources and optimizes workload distribution based on the quantity and
scale of your specific workloads. With Batch, there’s no need to install or manage batch computing
software. This means that you can focus on analyzing results and solving your specific problems
instead.

Usage

batch(config = list(), credentials = list(), endpoint = NULL, region = NULL)

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
# access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
 endpoint: The complete URL to use for the constructed client.
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* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- batch(
config = list(
credentials = list(
creds = list(

access_key_id = "string”,
secret_access_key = "string”,
session_token = "string"
),
profile = "string”,
anonymous = "logical”
),
endpoint = "string",
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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creds = list(
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access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations
cancel_job Cancels a job in an Batch job queue

create_compute_environment
create_job_queue
create_scheduling_policy
delete_compute_environment
delete_job_queue
delete_scheduling_policy
deregister_job_definition

describe_compute_environments

describe_job_definitions
describe_job_queues
describe_jobs
describe_scheduling_policies
list_jobs
list_scheduling_policies
list_tags_for_resource
register_job_definition
submit_job

tag_resource

terminate_job
untag_resource
update_compute_environment
update_job_queue
update_scheduling_policy

Examples

## Not run:
svc <- batch()

Creates an Batch compute environment

Creates an Batch job queue

Creates an Batch scheduling policy

Deletes an Batch compute environment

Deletes the specified job queue

Deletes the specified scheduling policy
Deregisters an Batch job definition

Describes one or more of your compute environments
Describes a list of job definitions

Describes one or more of your job queues
Describes a list of Batch jobs

Describes one or more of your scheduling policies
Returns a list of Batch jobs

Returns a list of Batch scheduling policies

Lists the tags for an Batch resource

Registers an Batch job definition

Submits an Batch job from a job definition
Associates the specified tags to a resource with the specified resourceArn
Terminates a job in a job queue

Deletes specified tags from an Batch resource
Updates an Batch compute environment

Updates a job queue

Updates a scheduling policy

# This example cancels a job with the specified job ID.

svc$cancel_job(
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jobId = "1d828f65-7a4d-42e8-996d-3b900ed59dc4”,
reason = "Cancelling job."

)

## End(Not run)

bedrock Amazon Bedrock

Description

Describes the API operations for creating and managing Amazon Bedrock models.

Usage
bedrock(config = list(), credentials = list(), endpoint = NULL, region = NULL)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
# access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
 endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or

legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e

html
credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- bedrock(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

create_model_customization_job Creates a fine-tuning job to customize a base model
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create_provisioned_model_throughput
delete_custom_model
delete_model_invocation_logging_configuration
delete_provisioned_model_throughput
get_custom_model

get_foundation_model
get_model_customization_job
get_model_invocation_logging_configuration
get_provisioned_model_throughput
list_custom_models

list_foundation_models
list_model_customization_jobs
list_provisioned_model_throughputs
list_tags_for_resource
put_model_invocation_logging_configuration
stop_model_customization_job

tag_resource

untag_resource
update_provisioned_model_throughput

Examples

## Not run:

svc <- bedrock()

svc$create_model _customization_job(
Foo = 123

)

## End(Not run)

bedrockruntime

Creates a provisioned throughput with dedicated capacity for a foundation
Deletes a custom model that you created earlier

Delete the invocation logging

Deletes a provisioned throughput

Get the properties associated with a Amazon Bedrock custom model that y
Get details about a Amazon Bedrock foundation model

Retrieves the properties associated with a model-customization job, includ
Get the current configuration values for model invocation logging

Get details for a provisioned throughput

Returns a list of the custom models that you have created with the CreateM
List of Amazon Bedrock foundation models that you can use

Returns a list of model customization jobs that you have submitted

List the provisioned capacities

List the tags associated with the specified resource

Set the configuration values for model invocation logging

Stops an active model customization job

Associate tags with a resource

Remove one or more tags from a resource

Update a provisioned throughput

bedrockruntime

Amazon Bedrock Runtime

Description

Describes the API operations for running inference using Bedrock models.

Usage

bedrockruntime(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL
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Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
+ access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- bedrockruntime(
config = list(
credentials = list(
creds = list(
access_key_id = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations

invoke_model
invoke_model_with_response_stream

Examples

## Not run:
svc <- bedrockruntime()
svc$invoke_model(

Foo = 123

)

## End(Not run)

Invokes the specified Bedrock model to run inference using the input provided in the
Invoke the specified Bedrock model to run inference using the input provided

billingconductor AWSBiIlling Conductor
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Description

Amazon Web Services Billing Conductor is a fully managed service that you can use to customize
a proforma version of your billing data each month, to accurately show or chargeback your end cus-
tomers. Amazon Web Services Billing Conductor doesn’t change the way you’re billed by Amazon
Web Services each month by design. Instead, it provides you with a mechanism to configure, gen-
erate, and display rates to certain customers over a given billing period. You can also analyze the
difference between the rates you apply to your accounting groupings relative to your actual rates
from Amazon Web Services. As a result of your Amazon Web Services Billing Conductor config-
uration, the payer account can also see the custom rate applied on the billing details page of the
Amazon Web Services Billing console, or configure a cost and usage report per billing group.

This documentation shows how you can configure Amazon Web Services Billing Conductor us-
ing its APIL. For more information about using the Amazon Web Services Billing Conductor user
interface, see the Amazon Web Services Billing Conductor User Guide.

Usage

billingconductor(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
# access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.

* endpoint: The complete URL to use for the constructed client.

* region: The AWS Region used in instantiating the client.

* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter


https://docs.aws.amazon.com/billingconductor/latest/userguide/#eb-other-definitions
https://docs.aws.amazon.com/billingconductor/latest/userguide/what-is-billingconductor.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- billingconductor(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”



billingconductor

Operations

associate_accounts

associate_pricing_rules
batch_associate_resources_to_custom_line_item
batch_disassociate_resources_from_custom_line_item
create_billing_group

create_custom_line_item

create_pricing_plan

create_pricing_rule

delete_billing_group

delete_custom_line_item

delete_pricing_plan

delete_pricing_rule

disassociate_accounts
disassociate_pricing_rules
get_billing_group_cost_report
list_account_associations
list_billing_group_cost_reports
list_billing_groups

list_custom_line_items
list_custom_line_item_versions
list_pricing_plans
list_pricing_plans_associated_with_pricing_rule
list_pricing_rules
list_pricing_rules_associated_to_pricing_plan
list_resources_associated_to_custom_line_item
list_tags_for_resource

tag_resource

untag_resource

update_billing_group
update_custom_line_item

update_pricing_plan

update_pricing_rule

Examples

## Not run:

svc <- billingconductor()

svc$associate_accounts(
Foo = 123

)

## End(Not run)
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Connects an array of account IDs in a consolidated billing family to -
Connects an array of PricingRuleArns to a defined PricingPlan
Associates a batch of resources to a percentage custom line item
Disassociates a batch of resources from a percentage custom line iter
Creates a billing group that resembles a consolidated billing family t
Creates a custom line item that can be used to create a one-time fixec
Creates a pricing plan that is used for computing Amazon Web Servi
Creates a pricing rule can be associated to a pricing plan, or a set of |
Deletes a billing group

Deletes the custom line item identified by the given ARN in the curr
Deletes a pricing plan

Deletes the pricing rule that’s identified by the input Amazon Resour
Removes the specified list of account IDs from the given billing grou
Disassociates a list of pricing rules from a pricing plan

Retrieves the margin summary report, which includes the Amazon W
This is a paginated call to list linked accounts that are linked to the p
A paginated call to retrieve a summary report of actual Amazon Web
A paginated call to retrieve a list of billing groups for the given billir
A paginated call to get a list of all custom line items (FFLIs) for the .
A paginated call to get a list of all custom line item versions

A paginated call to get pricing plans for the given billing period

A list of the pricing plans that are associated with a pricing rule
Describes a pricing rule that can be associated to a pricing plan, or s¢
Lists the pricing rules that are associated with a pricing plan

List the resources that are associated to a custom line item

A list the tags for a resource

Associates the specified tags to a resource with the specified resource
Deletes specified tags from a resource

This updates an existing billing group

Update an existing custom line item in the current or previous billing
This updates an existing pricing plan

Updates an existing pricing rule
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braket Braket

Description

The Amazon Braket API Reference provides information about the operations and structures sup-
ported in Amazon Braket.

Additional Resources:

* Amazon Braket Developer Guide

Usage
braket(config = 1list(), credentials = list(), endpoint = NULL, region = NULL)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:

— creds:
+ access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
* session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.

* endpoint: The complete URL to use for the constructed client.

* region: The AWS Region used in instantiating the client.

* close_connection: Immediately close all HTTP connections.

 timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

 s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.


https://docs.aws.amazon.com/braket/latest/developerguide/what-is-braket.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html

braket 97

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- braket(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(
access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"

Operations

cancel_job Cancels an Amazon Braket job
cancel_quantum_task  Cancels the specified task

create_job Creates an Amazon Braket job
create_quantum_task  Creates a quantum task

get_device Retrieves the devices available in Amazon Braket
get_job Retrieves the specified Amazon Braket job
get_quantum_task Retrieves the specified quantum task
list_tags_for_resource  Shows the tags associated with this resource
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search_devices Searches for devices using the specified filters
search_jobs Searches for Amazon Braket jobs that match the specified filter values
search_quantum_tasks Searches for tasks that match the specified filter values
tag_resource Add a tag to the specified resource
untag_resource Remove tags from a resource

Examples
## Not run:

svc <- braket()
svc$cancel_job(
Foo = 123

)

## End(Not run)

budgets AWS Budgets

Description

Use the Amazon Web Services Budgets API to plan your service usage, service costs, and instance
reservations. This API reference provides descriptions, syntax, and usage examples for each of the
actions and data types for the Amazon Web Services Budgets feature.

Budgets provide you with a way to see the following information:

* How close your plan is to your budgeted amount or to the free tier limits
* Your usage-to-date, including how much you’ve used of your Reserved Instances (RIs)

* Your current estimated charges from Amazon Web Services, and how much your predicted
usage will accrue in charges by the end of the month

* How much of your budget has been used
Amazon Web Services updates your budget status several times a day. Budgets track your unblended
costs, subscriptions, refunds, and RIs. You can create the following types of budgets:

* Cost budgets - Plan how much you want to spend on a service.

» Usage budgets - Plan how much you want to use one or more services.

* RI utilization budgets - Define a utilization threshold, and receive alerts when your RI usage
falls below that threshold. This lets you see if your RIs are unused or under-utilized.

* RI coverage budgets - Define a coverage threshold, and receive alerts when the number of
your instance hours that are covered by Rls fall below that threshold. This lets you see how
much of your instance usage is covered by a reservation.
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Service Endpoint

The Amazon Web Services Budgets API provides the following endpoint:
* https://budgets.amazonaws.com

For information about costs that are associated with the Amazon Web Services Budgets API, see
Amazon Web Services Cost Management Pricing.

Usage

budgets(config = list(), credentials = list(), endpoint = NULL, region = NULL)

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
# access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.


https://aws.amazon.com/aws-cost-management/
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- budgets(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations
create_budget Creates a budget and, if included, notifications and subscribers
create_budget_action Creates a budget action
create_notification Creates a notification
create_subscriber Creates a subscriber
delete_budget Deletes a budget
delete_budget_action Deletes a budget action
delete_notification Deletes a notification

delete_subscriber Deletes a subscriber
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describe_budget Describes a budget
describe_budget_action Describes a budget action detail
describe_budget_action_histories Describes a budget action history detail
describe_budget_actions_for_account Describes all of the budget actions for an account
describe_budget_actions_for_budget Describes all of the budget actions for a budget
describe_budget_notifications_for_account Lists the budget names and notifications that are associated with an account
describe_budget_performance_history Describes the history for DAILY, MONTHLY, and QUARTERLY budgets
describe_budgets Lists the budgets that are associated with an account
describe_notifications_for_budget Lists the notifications that are associated with a budget
describe_subscribers_for_notification Lists the subscribers that are associated with a notification
execute_budget_action Executes a budget action
update_budget Updates a budget
update_budget_action Updates a budget action
update_notification Updates a notification
update_subscriber Updates a subscriber

Examples

## Not run:

svc <- budgets()
svc$create_budget(
Foo = 123

)

## End(Not run)

cloud9 AWS Cloud9

Description

Cloud9

Cloud9 is a collection of tools that you can use to code, build, run, test, debug, and release software
in the cloud.

For more information about Cloud9, see the Cloud9 User Guide.
Cloud9 supports these operations:
* create_environment_ec2: Creates an Cloud9 development environment, launches an Ama-
zon EC2 instance, and then connects from the instance to the environment.
e create_environment_membership: Adds an environment member to an environment.

e delete_environment: Deletes an environment. If an Amazon EC2 instance is connected to
the environment, also terminates the instance.

e delete_environment_membership: Deletes an environment member from an environment.


https://docs.aws.amazon.com/cloud9/latest/user-guide/
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e describe_environment_memberships: Gets information about environment members for
an environment.

e describe_environments: Gets information about environments.

e describe_environment_status: Gets status information for an environment.
e list_environments: Gets a list of environment identifiers.

* list_tags_for_resource: Gets the tags for an environment.

* tag_resource: Adds tags to an environment.

* untag_resource: Removes tags from an environment.

* update_environment: Changes the settings of an existing environment.

* update_environment_membership: Changes the settings of an existing environment mem-
ber for an environment.

Usage

cloud9(config = list(), credentials = list(), endpoint = NULL, region = NULL)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
x access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
 endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

 timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

* s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- cloud9(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

create_environment_ec2 Creates an Cloud9 development environment, launches an Amazon Elastic Compute C
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create_environment_membership
delete_environment
delete_environment_membership
describe_environment_memberships
describe_environments
describe_environment_status
list_environments
list_tags_for_resource
tag_resource

untag_resource
update_environment
update_environment_membership

Examples

## Not run:

svc <- cloud9()

#
svc$create_environment_ec2(

name = "my-demo-environment”,
automaticStopTimeMinutes = 60L,

cloudcontrolapi

Adds an environment member to an Cloud9 development environment

Deletes an Cloud9 development environment

Deletes an environment member from a development environment

Gets information about environment members for an Cloud9 development environmen
Gets information about Cloud9 development environments

Gets status information for an Cloud9 development environment

Gets a list of Cloud9 development environment identifiers

Gets a list of the tags associated with an Cloud9 development environment

Adds tags to an Cloud9 development environment

Removes tags from an Cloud9 development environment

Changes the settings of an existing Cloud9 development environment

Changes the settings of an existing environment member for an Cloud9 development e

description = "This is my demonstration environment.”,
imageld = "amazonlinux-2023-x86_64",

instanceType = "t2.micro",

ownerArn = "arn:aws:iam::123456789012:user/MyDemoUser”,

subnetId = "subnet-6300cdl1b”

## End(Not run)

cloudcontrolapi

AWS Cloud Control API

Description

For more information about Amazon Web Services Cloud Control API, see the Amazon Web Ser-
vices Cloud Control API User Guide.

Usage

cloudcontrolapi(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL


https://docs.aws.amazon.com/cloudcontrolapi/latest/userguide/what-is-cloudcontrolapi.html
https://docs.aws.amazon.com/cloudcontrolapi/latest/userguide/what-is-cloudcontrolapi.html
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Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
+ access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- cloudcontrolapi(
config = list(
credentials = list(
creds = list(
access_key_id = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations

cancel_resource_request
create_resource
delete_resource
get_resource
get_resource_request_status
list_resource_requests
list_resources
update_resource

Examples

## Not run:
svc <- cloudcontrolapi()
svc$cancel _resource_request(

)

Foo = 123

## End(Not run)

Cancels the specified resource operation request

Creates the specified resource

Deletes the specified resource

Returns information about the current state of the specified resource
Returns the current status of a resource operation request

Returns existing resource operation requests

Returns information about the specified resources

Updates the specified property values in the resource

cloudcontrolapi
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clouddirectory Amazon CloudDirectory

Description

Amazon Cloud Directory

Amazon Cloud Directory is a component of the AWS Directory Service that simplifies the develop-
ment and management of cloud-scale web, mobile, and IoT applications. This guide describes the
Cloud Directory operations that you can call programmatically and includes detailed information on
data types and errors. For information about Cloud Directory features, see AWS Directory Service
and the Amazon Cloud Directory Developer Guide.

Usage

clouddirectory(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
x access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:


https://aws.amazon.com/directoryservice/
https://docs.aws.amazon.com/clouddirectory/latest/developerguide/what_is_cloud_directory.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- clouddirectory(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
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Operations

add_facet_to_object
apply_schema
attach_object
attach_policy
attach_to_index
attach_typed_link
batch_read

batch_write
create_directory
create_facet

create_index

create_object
create_schema
create_typed_link_facet
delete_directory
delete_facet

delete_object
delete_schema
delete_typed_link_facet
detach_from_index
detach_object
detach_policy
detach_typed_link
disable_directory
enable_directory
get_applied_schema_version
get_directory

get_facet
get_link_attributes
get_object_attributes
get_object_information
get_schema_as_json
get_typed_link_facet_information
list_applied_schema_arns
list_attached_indices
list_development_schema_arns
list_directories
list_facet_attributes
list_facet_names
list_incoming_typed_links
list_index
list_managed_schema_arns
list_object_attributes
list_object_children
list_object_parent_paths
list_object_parents
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Adds a new Facet to an object

Copies the input published schema, at the specified version, into the Directory with the s¢
Attaches an existing object to another object

Attaches a policy object to a regular object

Attaches the specified object to the specified index

Attaches a typed link to a specified source and target object

Performs all the read operations in a batch

Performs all the write operations in a batch

Creates a Directory by copying the published schema into the directory

Creates a new Facet in a schema

Creates an index object

Creates an object in a Directory

Creates a new schema in a development state

Creates a TypedLinkFacet

Deletes a directory

Deletes a given Facet

Deletes an object and its associated attributes

Deletes a given schema

Deletes a TypedLinkFacet

Detaches the specified object from the specified index

Detaches a given object from the parent object

Detaches a policy from an object

Detaches a typed link from a specified source and target object

Disables the specified directory

Enables the specified directory

Returns current applied schema version ARN, including the minor version in use
Retrieves metadata about a directory

Gets details of the Facet, such as facet name, attributes, Rules, or ObjectType
Retrieves attributes that are associated with a typed link

Retrieves attributes within a facet that are associated with an object

Retrieves metadata about an object

Retrieves a JSON representation of the schema

Returns the identity attribute order for a specific TypedLinkFacet

Lists schema major versions applied to a directory

Lists indices attached to the specified object

Retrieves each Amazon Resource Name (ARN) of schemas in the development state
Lists directories created within an account

Retrieves attributes attached to the facet

Retrieves the names of facets that exist in a schema

Returns a paginated list of all the incoming TypedLinkSpecifier information for an object
Lists objects attached to the specified index

Lists the major version families of each managed schema

Lists all attributes that are associated with an object

Returns a paginated list of child objects that are associated with a given object
Retrieves all available parent paths for any object type such as node, leaf node, policy noc
Lists parent objects that are associated with a given object in pagination fashion
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list_object_policies
list_outgoing_typed_links
list_policy_attachments
list_published_schema_arns
list_tags_for_resource
list_typed_link_facet_attributes
list_typed_link_facet_names
lookup_policy
publish_schema
put_schema_from_json
remove_facet_from_object
tag_resource

untag_resource

update_facet
update_link_attributes
update_object_attributes
update_schema
update_typed_link_facet
upgrade_applied_schema
upgrade_published_schema

Examples

## Not run:

svc <- clouddirectory()

svc$add_facet_to_object(
Foo = 123

)

## End(Not run)

cloudformation

Returns policies attached to an object in pagination fashion

Returns a paginated list of all the outgoing TypedLinkSpecifier information for an object
Returns all of the Objectldentifiers to which a given policy is attached

Lists the major version families of each published schema

Returns tags for a resource

Returns a paginated list of all attribute definitions for a particular TypedLinkFacet
Returns a paginated list of TypedLink facet names for a particular schema

Lists all policies from the root of the Directory to the object specified

Publishes a development schema with a major version and a recommended minor version
Allows a schema to be updated using JSON upload

Removes the specified facet from the specified object

An API operation for adding tags to a resource

An API operation for removing tags from a resource

Does the following:

Updates a given typed link’s attributes

Updates a given object’s attributes

Updates the schema name with a new name

Updates a TypedLinkFacet

Upgrades a single directory in-place using the PublishedSchemaArn with schema update:
Upgrades a published schema under a new minor version revision using the current conte

cloudformation

AWS CloudFormation

Description

CloudFormation

CloudFormation allows you to create and manage Amazon Web Services infrastructure deploy-
ments predictably and repeatedly. You can use CloudFormation to leverage Amazon Web Services
products, such as Amazon Elastic Compute Cloud, Amazon Elastic Block Store, Amazon Sim-
ple Notification Service, Elastic Load Balancing, and Auto Scaling to build highly reliable, highly
scalable, cost-effective applications without creating or configuring the underlying Amazon Web

Services infrastructure.
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With CloudFormation, you declare all your resources and dependencies in a template file. The
template defines a collection of resources as a single unit called a stack. CloudFormation creates
and deletes all member resources of the stack together and manages all dependencies between the
resources for you.

For more information about CloudFormation, see the CloudFormation product page.

CloudFormation makes use of other Amazon Web Services products. If you need additional techni-
cal information about a specific Amazon Web Services product, you can find the product’s technical
documentation at docs.aws.amazon.com.

Usage

cloudformation(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
# access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID

— secret_access_key: AWS secret access key
— session_token: AWS temporary session token


https://aws.amazon.com/cloudformation/
https://docs.aws.amazon.com/
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- cloudformation(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

activate_organizations_access Activate trusted access with Organizations
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activate_type
batch_describe_type_configurations
cancel_update_stack
continue_update_rollback
create_change_set

create_stack
create_stack_instances
create_stack_set
deactivate_organizations_access
deactivate_type
delete_change_set

delete_stack
delete_stack_instances
delete_stack_set
deregister_type
describe_account_limits
describe_change_set
describe_change_set_hooks
describe_organizations_access
describe_publisher

describe_stack_drift_detection_status

describe_stack_events
describe_stack_instance
describe_stack_resource
describe_stack_resource_drifts
describe_stack_resources
describe_stacks
describe_stack_set
describe_stack_set_operation
describe_type
describe_type_registration
detect_stack_drift
detect_stack_resource_drift
detect_stack_set_drift
estimate_template_cost
execute_change_set
get_stack_policy

get_template
get_template_summary
import_stacks_to_stack_set
list_change_sets

list_exports

list_imports
list_stack_instance_resource_drifts
list_stack_instances
list_stack_resources
list_stacks
list_stack_set_operation_results
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Activates a public third-party extension, making it available for use in stack templates
Returns configuration data for the specified CloudFormation extensions, from the Clo
Cancels an update on the specified stack

For a specified stack that’s in the UPDATE_ROLLBACK_FAILED state, continues rc
Creates a list of changes that will be applied to a stack so that you can review the char
Creates a stack as specified in the template

Creates stack instances for the specified accounts, within the specified Amazon Web §
Creates a stack set

Deactivates trusted access with Organizations

Deactivates a public extension that was previously activated in this account and Regic
Deletes the specified change set

Deletes a specified stack

Deletes stack instances for the specified accounts, in the specified Amazon Web Servi
Deletes a stack set

Marks an extension or extension version as DEPRECATED in the CloudFormation re
Retrieves your account’s CloudFormation limits, such as the maximum number of sta
Returns the inputs for the change set and a list of changes that CloudFormation will 1t
Returns hook-related information for the change set and a list of changes that CloudF
Retrieves information about the account’s OrganizationAccess status

Returns information about a CloudFormation extension publisher

Returns information about a stack drift detection operation

Returns all stack related events for a specified stack in reverse chronological order
Returns the stack instance that’s associated with the specified StackSet, Amazon Web
Returns a description of the specified resource in the specified stack

Returns drift information for the resources that have been checked for drift in the spec
Returns Amazon Web Services resource descriptions for running and deleted stacks
Returns the description for the specified stack; if no stack name was specified, then it
Returns the description of the specified StackSet

Returns the description of the specified StackSet operation

Returns detailed information about an extension that has been registered

Returns information about an extension’s registration, including its current status and
Detects whether a stack’s actual configuration differs, or has drifted, from its expectec
Returns information about whether a resource’s actual configuration differs, or has dri
Detect drift on a stack set

Returns the estimated monthly cost of a template

Updates a stack using the input information that was provided when the specified cha
Returns the stack policy for a specified stack

Returns the template body for a specified stack

Returns information about a new or existing template

Import existing stacks into a new stack sets

Returns the ID and status of each active change set for a stack

Lists all exported output values in the account and Region in which you call this actio
Lists all stacks that are importing an exported output value

Returns drift information for resources in a stack instance

Returns summary information about stack instances that are associated with the speci
Returns descriptions of all resources of the specified stack

Returns the summary information for stacks whose status matches the specified Stack
Returns summary information about the results of a stack set operation
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list_stack_set_operations
list_stack_sets
list_type_registrations
list_types
list_type_versions
publish_type
record_handler_progress
register_publisher
register_type
rollback_stack
set_stack_policy
set_type_configuration
set_type_default_version
signal_resource
stop_stack_set_operation
test_type

update_stack
update_stack_instances
update_stack_set

update_termination_protection

validate_template

Examples

## Not run:

svc <- cloudformation()
svc$activate_organizations_access(

Foo = 123
)

## End(Not run)

cloudfront

Returns summary information about operations performed on a stack set

Returns summary information about stack sets that are associated with the user
Returns a list of registration tokens for the specified extension(s)

Returns summary information about extension that have been registered with CloudFc
Returns summary information about the versions of an extension

Publishes the specified extension to the CloudFormation registry as a public extensior
Reports progress of a resource handler to CloudFormation

Registers your account as a publisher of public extensions in the CloudFormation reg;
Registers an extension with the CloudFormation service

When specifying RollbackStack, you preserve the state of previously provisioned resc
Sets a stack policy for a specified stack

Specifies the configuration data for a registered CloudFormation extension, in the give
Specify the default version of an extension

Sends a signal to the specified resource with a success or failure status

Stops an in-progress operation on a stack set and its associated stack instances

Tests a registered extension to make sure it meets all necessary requirements for being
Updates a stack as specified in the template

Updates the parameter values for stack instances for the specified accounts, within the
Updates the stack set, and associated stack instances in the specified accounts and An
Updates termination protection for the specified stack

Validates a specified template

cloudfront

Amazon CloudFront

Description

This is the Amazon CloudFront API Reference. This guide is for developers who need detailed
information about CloudFront API actions, data types, and errors. For detailed information about
CloudFront features, see the Amazon CloudFront Developer Guide.
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Usage

cloudfront(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
# access_key_id: AWS access key ID
+ secret_access_key: AWS secret access key
* session_token: AWS temporary session token
— profile: The name of a profile to use. If not given, then the default
profile is used.
— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

 s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html
credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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Service syntax

svc <- cloudfront(

config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
Operations

associate_alias

copy_distribution

create_cache_policy
create_cloud_front_origin_access_identity
create_continuous_deployment_policy
create_distribution
create_distribution_with_tags
create_field_level_encryption_config
create_field_level_encryption_profile
create_function

create_invalidation

create_key_group
create_key_value_store
create_monitoring_subscription

cloudfront

Associates an alias (also known as a CNAME or an alternate domain nar
Creates a staging distribution using the configuration of the provided prin
Creates a cache policy

Creates a new origin access identity

Creates a continuous deployment policy that distributes traffic for a custo
Creates a CloudFront distribution

Create a new distribution with tags

Create a new field-level encryption configuration

Create a field-level encryption profile

Creates a CloudFront function

Create a new invalidation

Creates a key group that you can use with CloudFront signed URLSs and s
Specifies the Key Value Store resource to add to your account

Enables additional CloudWatch metrics for the specified CloudFront distt
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create_origin_access_control
create_origin_request_policy
create_public_key
create_realtime_log_config
create_response_headers_policy
create_streaming_distribution
create_streaming_distribution_with_tags
delete_cache_policy
delete_cloud_front_origin_access_identity
delete_continuous_deployment_policy
delete_distribution
delete_field_level_encryption_config
delete_field_level_encryption_profile
delete_function

delete_key_group
delete_key_value_store
delete_monitoring_subscription
delete_origin_access_control
delete_origin_request_policy
delete_public_key
delete_realtime_log_config
delete_response_headers_policy
delete_streaming_distribution
describe_function
describe_key_value_store
get_cache_policy
get_cache_policy_config
get_cloud_front_origin_access_identity

get_cloud_front_origin_access_identity_config

get_continuous_deployment_policy
get_continuous_deployment_policy_config
get_distribution

get_distribution_config
get_field_level_encryption
get_field_level_encryption_config
get_field_level_encryption_profile
get_field_level_encryption_profile_config
get_function

get_invalidation

get_key_group

get_key_group_config
get_monitoring_subscription
get_origin_access_control
get_origin_access_control_config
get_origin_request_policy
get_origin_request_policy_config
get_public_key

get_public_key_config
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Creates a new origin access control in CloudFront

Creates an origin request policy

Uploads a public key to CloudFront that you can use with signed URLs a
Creates a real-time log configuration

Creates a response headers policy

This API is deprecated

This API is deprecated

Deletes a cache policy

Delete an origin access identity

Deletes a continuous deployment policy

Delete a distribution

Remove a field-level encryption configuration

Remove a field-level encryption profile

Deletes a CloudFront function

Deletes a key group

Specifies the Key Value Store to delete

Disables additional CloudWatch metrics for the specified CloudFront dist
Deletes a CloudFront origin access control

Deletes an origin request policy

Remove a public key you previously added to CloudFront

Deletes a real-time log configuration

Deletes a response headers policy

Delete a streaming distribution

Gets configuration information and metadata about a CloudFront functior
Specifies the Key Value Store and its configuration

Gets a cache policy, including the following metadata:

Gets a cache policy configuration

Get the information about an origin access identity

Get the configuration information about an origin access identity

Gets a continuous deployment policy, including metadata (the policy’s id
Gets configuration information about a continuous deployment policy
Get the information about a distribution

Get the configuration information about a distribution

Get the field-level encryption configuration information

Get the field-level encryption configuration information

Get the field-level encryption profile information

Get the field-level encryption profile configuration information

Gets the code of a CloudFront function

Get the information about an invalidation

Gets a key group, including the date and time when the key group was la
Gets a key group configuration

Gets information about whether additional CloudWatch metrics are enabl
Gets a CloudFront origin access control, including its unique identifier
Gets a CloudFront origin access control configuration

Gets an origin request policy, including the following metadata:

Gets an origin request policy configuration

Gets a public key

Gets a public key configuration
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get_realtime_log_config
get_response_headers_policy
get_response_headers_policy_config
get_streaming_distribution
get_streaming_distribution_config
list_cache_policies
list_cloud_front_origin_access_identities
list_conflicting_aliases
list_continuous_deployment_policies
list_distributions
list_distributions_by_cache_policy_id
list_distributions_by_key_group
list_distributions_by_origin_request_policy_id
list_distributions_by_realtime_log_config

list_distributions_by_response_headers_policy_id

list_distributions_by_web_acl_id
list_field_level_encryption_configs
list_field_level_encryption_profiles
list_functions

list_invalidations

list_key_groups

list_key_value_stores
list_origin_access_controls
list_origin_request_policies
list_public_keys
list_realtime_log_configs
list_response_headers_policies
list_streaming_distributions
list_tags_for_resource
publish_function

tag_resource

test_function

untag_resource

update_cache_policy
update_cloud_front_origin_access_identity
update_continuous_deployment_policy
update_distribution
update_distribution_with_staging_config
update_field_level_encryption_config
update_field_level_encryption_profile
update_function

update_key_group
update_key_value_store
update_origin_access_control
update_origin_request_policy
update_public_key
update_realtime_log_config
update_response_headers_policy

cloudfront

Gets a real-time log configuration

Gets a response headers policy, including metadata (the policy’s identifies
Gets a response headers policy configuration

Gets information about a specified RTMP distribution, including the distr
Get the configuration information about a streaming distribution

Gets a list of cache policies

Lists origin access identities

Gets a list of aliases (also called CNAME:s or alternate domain names) th
Gets a list of the continuous deployment policies in your Amazon Web S
List CloudFront distributions

Gets a list of distribution IDs for distributions that have a cache behavior
Gets a list of distribution IDs for distributions that have a cache behavior
Gets a list of distribution IDs for distributions that have a cache behavior
Gets a list of distributions that have a cache behavior that’s associated wi
Gets a list of distribution IDs for distributions that have a cache behavior
List the distributions that are associated with a specified WAF web ACL
List all field-level encryption configurations that have been created in Clc
Request a list of field-level encryption profiles that have been created in (
Gets a list of all CloudFront functions in your Amazon Web Services acc
Lists invalidation batches

Gets a list of key groups

Specifies the Key Value Stores to list

Gets the list of CloudFront origin access controls in this Amazon Web Se
Gets a list of origin request policies

List all public keys that have been added to CloudFront for this account
Gets a list of real-time log configurations

Gets a list of response headers policies

List streaming distributions

List tags for a CloudFront resource

Publishes a CloudFront function by copying the function code from the L
Add tags to a CloudFront resource

Tests a CloudFront function

Remove tags from a CloudFront resource

Updates a cache policy configuration

Update an origin access identity

Updates a continuous deployment policy

Updates the configuration for a CloudFront distribution

Copies the staging distribution’s configuration to its corresponding prima
Update a field-level encryption configuration

Update a field-level encryption profile

Updates a CloudFront function

Updates a key group

Specifies the Key Value Store to update

Updates a CloudFront origin access control

Updates an origin request policy configuration

Update public key information

Updates a real-time log configuration

Updates a response headers policy
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update_streaming_distribution Update a streaming distribution

Examples

## Not run:
svc <- cloudfront()

# Use the following command to create a function.

svc$create_function(
FunctionCode = "function-code. js",
FunctionConfig = list(
Comment = "my-function-comment"”,
KeyValueStoreAssociations = list(
Items = list(
list(

KeyValueStoreARN = "arn:aws:cloudfront::123456789012:key-value-st..."

)
)!
Quantity = 1L
)!

Runtime = "cloudfront-js-2.0"

))

Name = "my-function-name”

)

## End(Not run)
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cloudhsm Amazon CloudHSM

Description

AWS CloudHSM Service

This is documentation for AWS CloudHSM Classic. For more information, see AWS CloudHSM
Classic FAQs, the AWS CloudHSM Classic User Guide, and the AWS CloudHSM Classic API

Reference.

For information about the current version of AWS CloudHSM, see AWS CloudHSM, the AWS

CloudHSM User Guide, and the AWS CloudHSM API Reference.

Usage

cloudhsm(config = 1list(), credentials = list(), endpoint = NULL, region

NULL)


https://aws.amazon.com/cloudhsm/faqs/
https://aws.amazon.com/cloudhsm/faqs/
https://docs.aws.amazon.com/cloudhsm/classic/APIReference/
https://docs.aws.amazon.com/cloudhsm/classic/APIReference/
https://aws.amazon.com/cloudhsm/
https://docs.aws.amazon.com/cloudhsm/latest/userguide/
https://docs.aws.amazon.com/cloudhsm/latest/userguide/
https://docs.aws.amazon.com/cloudhsm/latest/APIReference/
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Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
+ access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- cloudhsm(
config = list(
credentials = list(
creds = list(
access_key_id = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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),

secret_access_key = "string",
session_token = "string”

),

profile = "string",

anonymous = "logical”
),
endpoint = "string”,
region = "string”,

close_connection = "logical”,

timeout = "numeric”,

s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

credentials = list(

creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations

add_tags_to_resource
create_hapg
create_hsm
create_luna_client
delete_hapg
delete_hsm
delete_luna_client
describe_hapg
describe_hsm
describe_luna_client
get_config
list_available zones
list_hapgs

list_hsms
list_luna_clients
list_tags_for_resource
modify_hapg
modify_hsm
modify_luna_client
remove_tags_from_resource

This is documentation for AWS CloudHSM Classic
This is documentation for AWS CloudHSM Classic
This is documentation for AWS CloudHSM Classic
This is documentation for AWS CloudHSM Classic
This is documentation for AWS CloudHSM Classic
This is documentation for AWS CloudHSM Classic
This is documentation for AWS CloudHSM Classic
This is documentation for AWS CloudHSM Classic
This is documentation for AWS CloudHSM Classic
This is documentation for AWS CloudHSM Classic
This is documentation for AWS CloudHSM Classic
This is documentation for AWS CloudHSM Classic
This is documentation for AWS CloudHSM Classic
This is documentation for AWS CloudHSM Classic
This is documentation for AWS CloudHSM Classic
This is documentation for AWS CloudHSM Classic
This is documentation for AWS CloudHSM Classic
This is documentation for AWS CloudHSM Classic
This is documentation for AWS CloudHSM Classic
This is documentation for AWS CloudHSM Classic
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Examples

## Not run:

svc <- cloudhsm()

svc$add_tags_to_resource(
Foo = 123

)

## End(Not run)

cloudhsmv2 AWS CloudHSM V2

Description

For more information about AWS CloudHSM, see AWS CloudHSM and the AWS CloudHSM User
Guide.

Usage

cloudhsmv2(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
x access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
 endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.


https://aws.amazon.com/cloudhsm/
https://docs.aws.amazon.com/cloudhsm/latest/userguide/
https://docs.aws.amazon.com/cloudhsm/latest/userguide/
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* s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- cloudhsmv2(
config = list(
credentials = list(
creds = list(

access_key_id = "string”,
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

))

credentials = list(
creds = list(
access_key_id = "string",
secret_access_key = "string",
session_token = "string"


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html

copy_backup_to_region
create_cluster
create_hsm
delete_backup
delete_cluster
delete_hsm
describe_backups
describe_clusters
initialize_cluster
list_tags
modify_backup_attributes
modify_cluster
restore_backup
tag_resource
untag_resource

Examples

## Not run:
svc <- cloudhsmv2()
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),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

Copy an AWS CloudHSM cluster backup to a different region

Creates a new AWS CloudHSM cluster

Creates a new hardware security module (HSM) in the specified AWS CloudHSM cluster
Deletes a specified AWS CloudHSM backup

Deletes the specified AWS CloudHSM cluster

Deletes the specified HSM

Gets information about backups of AWS CloudHSM clusters

Gets information about AWS CloudHSM clusters

Claims an AWS CloudHSM cluster by submitting the cluster certificate issued by your issuing ce
Gets a list of tags for the specified AWS CloudHSM cluster

Modifies attributes for AWS CloudHSM backup

Modifies AWS CloudHSM cluster

Restores a specified AWS CloudHSM backup that is in the PENDING_DELETION state
Adds or overwrites one or more tags for the specified AWS CloudHSM cluster

Removes the specified tag or tags from the specified AWS CloudHSM cluster

svc$copy_backup_to_region(

Foo = 123
)

## End(Not run)

cloudsearch

Amazon CloudSearch

Description

Amazon CloudSearch Configuration Service

You use the Amazon CloudSearch configuration service to create, configure, and manage search
domains. Configuration service requests are submitted using the AWS Query protocol. AWS Query
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requests are HTTP or HTTPS requests submitted via HTTP GET or POST with a query parameter
named Action.

The endpoint for configuration service requests is region-specific: cloudsearch.region.amazonaws.com.
For example, cloudsearch.us-east-1.amazonaws.com. For a current list of supported regions and
endpoints, see Regions and Endpoints.

Usage

cloudsearch(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
x access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.
— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.
* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.
* s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html
credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- cloudsearch(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string”,
anonymous = "logical”
),
endpoint = "string",
region = "string”
)
Operations
build_suggesters Indexes the search suggestions
create_domain Creates a new search domain
define_analysis_scheme Configures an analysis scheme that can be applied to a text or text-array field to define I
define_expression Configures an Expression for the search domain
define_index_field Configures an IndexField for the search domain
define_suggester Configures a suggester for a domain
delete_analysis_scheme Deletes an analysis scheme

delete_domain Permanently deletes a search domain and all of its data
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delete_expression
delete_index_field
delete_suggester
describe_analysis_schemes
describe_availability_options

describe_domain_endpoint_options

describe_domains
describe_expressions
describe_index_fields
describe_scaling_parameters
describe_service_access_policies
describe_suggesters
index_documents

list_ domain_names
update_availability_options
update_domain_endpoint_options
update_scaling_parameters
update_service_access_policies

Examples

## Not run:

svc <- cloudsearch()

svc$build_suggesters(
Foo = 123

)

## End(Not run)
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Removes an Expression from the search domain

Removes an IndexField from the search domain

Deletes a suggester

Gets the analysis schemes configured for a domain

Gets the availability options configured for a domain

Returns the domain’s endpoint options, specifically whether all requests to the domain 1
Gets information about the search domains owned by this account

Gets the expressions configured for the search domain

Gets information about the index fields configured for the search domain

Gets the scaling parameters configured for a domain

Gets information about the access policies that control access to the domain’s document
Gets the suggesters configured for a domain

Tells the search domain to start indexing its documents using the latest indexing options
Lists all search domains owned by an account

Configures the availability options for a domain

Updates the domain’s endpoint options, specifically whether all requests to the domain 1
Configures scaling parameters for a domain

Configures the access rules that control access to the domain’s document and search enc

cloudsearchdomain

Amazon CloudSearch Domain

Description

You use the AmazonCloudSearch2013 API to upload documents to a search domain and search

those documents.

The endpoints for submitting upload_documents, search, and suggest requests are domain-
specific. To get the endpoints for your domain, use the Amazon CloudSearch configuration service
DescribeDomains action. The domain endpoints are also displayed on the domain dashboard in
the Amazon CloudSearch console. You submit suggest requests to the search endpoint.

For more information, see the Amazon CloudSearch Developer Guide.


https://docs.aws.amazon.com/cloudsearch/latest/developerguide/
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Usage

cloudsearchdomain(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
# access_key_id: AWS access key ID
+ secret_access_key: AWS secret access key
* session_token: AWS temporary session token
— profile: The name of a profile to use. If not given, then the default
profile is used.
— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

 s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html
credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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Service syntax

svc <- cloudsearchdomain(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string”,
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations
search Retrieves a list of documents that match the specified search criteria
suggest Retrieves autocomplete suggestions for a partial query string

upload_documents  Posts a batch of documents to a search domain for indexing

Examples

## Not run:
svc <- cloudsearchdomain()
svc$search(
Foo = 123
)
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## End(Not run)

cloudtrail AWS CloudTrail

Description

CloudTrail

This is the CloudTrail API Reference. It provides descriptions of actions, data types, common
parameters, and common errors for CloudTrail.

CloudTrail is a web service that records Amazon Web Services API calls for your Amazon Web
Services account and delivers log files to an Amazon S3 bucket. The recorded information includes
the identity of the user, the start time of the Amazon Web Services API call, the source IP address,
the request parameters, and the response elements returned by the service.

As an alternative to the API, you can use one of the Amazon Web Services SDKs, which consist
of libraries and sample code for various programming languages and platforms (Java, Ruby, .NET,
i0S, Android, etc.). The SDKs provide programmatic access to CloudTrail. For example, the SDKs
handle cryptographically signing requests, managing errors, and retrying requests automatically.
For more information about the Amazon Web Services SDKs, including how to download and
install them, see Tools to Build on Amazon Web Services.

See the CloudTrail User Guide for information about the data that is included with each Amazon
Web Services API call listed in the log files.

Usage
cloudtrail(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL
)
Arguments
config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
# access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
 endpoint: The complete URL to use for the constructed client.


https://aws.amazon.com/developer/tools/
https://docs.aws.amazon.com/awscloudtrail/latest/userguide/cloudtrail-user-guide.html
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* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- cloudtrail(
config = list(
credentials = list(
creds = list(

access_key_id = "string”,
secret_access_key = "string”,
session_token = "string"
),
profile = "string”,
anonymous = "logical”
),
endpoint = "string",
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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credentials = list(
creds = list(

cloudtrail

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations
add_tags

cancel_query
create_channel
create_event_data_store
create_trail
delete_channel
delete_event_data_store
delete_resource_policy
delete_trail
deregister_organization_delegated_admin
describe_query
describe_trails
disable_federation
enable federation
get_channel
get_event_data_store
get_event_selectors
get_import
get_insight_selectors
get_query_results
get_resource_policy
get_trail
get_trail_status
list_channels
list_event_data_stores
list_import_failures
list_imports
list_public_keys
list_queries

list_tags

list_trails
lookup_events
put_event_selectors

Adds one or more tags to a trail, event data store, or channel, up to a limit of 50
Cancels a query if the query is not in a terminated state, such as CANCELLED, F
Creates a channel for CloudTrail to ingest events from a partner or external sourc
Creates a new event data store

Creates a trail that specifies the settings for delivery of log data to an Amazon S3
Deletes a channel

Disables the event data store specified by EventDataStore, which accepts an even
Deletes the resource-based policy attached to the CloudTrail channel

Deletes a trail

Removes CloudTrail delegated administrator permissions from a member accoun
Returns metadata about a query, including query run time in milliseconds, numbe
Retrieves settings for one or more trails associated with the current Region for yo
Disables Lake query federation on the specified event data store

Enables Lake query federation on the specified event data store

Returns information about a specific channel

Returns information about an event data store specified as either an ARN or the I
Describes the settings for the event selectors that you configured for your trail
Returns information about a specific import

Describes the settings for the Insights event selectors that you configured for your
Gets event data results of a query

Retrieves the JSON text of the resource-based policy document attached to the Cl
Returns settings information for a specified trail

Returns a JSON-formatted list of information about the specified trail

Lists the channels in the current account, and their source names

Returns information about all event data stores in the account, in the current Regi
Returns a list of failures for the specified import

Returns information on all imports, or a select set of imports by ImportStatus or I
Returns all public keys whose private keys were used to sign the digest files withi
Returns a list of queries and query statuses for the past seven days

Lists the tags for the specified trails, event data stores, or channels in the current I
Lists trails that are in the current account

Looks up management events or CloudTrail Insights events that are captured by (
Configures an event selector or advanced event selectors for your trail
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put_insight_selectors
put_resource_policy
register_organization_delegated_admin
remove_tags
restore_event_data_store
start_event_data_store_ingestion
start_import

start_logging

start_query
stop_event_data_store_ingestion
stop_import

stop_logging

update_channel
update_event_data_store
update_trail

Examples

## Not run:
svc <- cloudtrail()
svc$add_tags(
Foo = 123
)

## End(Not run)
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Lets you enable Insights event logging by specifying the Insights selectors that yc
Attaches a resource-based permission policy to a CloudTrail channel that is used
Registers an organization’s member account as the CloudTrail delegated administ
Removes the specified tags from a trail, event data store, or channel

Restores a deleted event data store specified by EventDataStore, which accepts ar
Starts the ingestion of live events on an event data store specified as either an AR]
Starts an import of logged trail events from a source S3 bucket to a destination ev
Starts the recording of Amazon Web Services API calls and log file delivery for a
Starts a CloudTrail Lake query

Stops the ingestion of live events on an event data store specified as either an ARI
Stops a specified import

Suspends the recording of Amazon Web Services API calls and log file delivery f
Updates a channel specified by a required channel ARN or UUID

Updates an event data store

Updates trail settings that control what events you are logging, and how to handle

cloudtraildataservice AWS CloudTrail Data Service

Description

The CloudTrail Data Service lets you ingest events into CloudTrail from any source in your hybrid
environments, such as in-house or SaaS applications hosted on-premises or in the cloud, virtual ma-
chines, or containers. You can store, access, analyze, troubleshoot and take action on this data with-
out maintaining multiple log aggregators and reporting tools. After you run put_audit_events to
ingest your application activity into CloudTrail, you can use CloudTrail Lake to search, query, and
analyze the data that is logged from your applications.

Usage

cloudtraildataservice(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL
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Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
+ access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- cloudtraildataservice(
config = list(
credentials = list(
creds = list(
access_key_id = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations
put_audit_events Ingests your application events into CloudTrail Lake
Examples
## Not run:

svc <- cloudtraildataservice()
svc$put_audit_events(

Foo = 123
)

## End(Not run)

cloudwatch Amazon CloudWatch
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Description

cloudwatch

Amazon CloudWatch monitors your Amazon Web Services (Amazon Web Services) resources and
the applications you run on Amazon Web Services in real time. You can use CloudWatch to collect
and track metrics, which are the variables you want to measure for your resources and applications.

CloudWatch alarms send notifications or automatically change the resources you are monitoring
based on rules that you define. For example, you can monitor the CPU usage and disk reads and
writes of your Amazon EC2 instances. Then, use this data to determine whether you should launch
additional instances to handle increased load. You can also use this data to stop under-used instances

to save money.

In addition to monitoring the built-in metrics that come with Amazon Web Services, you can mon-
itor your own custom metrics. With CloudWatch, you gain system-wide visibility into resource
utilization, application performance, and operational health.

Usage

cloudwatch(

config = list(),
credentials
endpoint = NULL,

region =

Arguments

config

credentials

list(),

Optional configuration of credentials, endpoint, and/or region.

¢ credentials:

— creds:
# access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
endpoint: The complete URL to use for the constructed client.
region: The AWS Region used in instantiating the client.
close_connection: Immediately close all HTTP connections.

timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.
s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.
sts_regional_endpoint: Set sts regional endpoint resolver to regional or

legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

Optional credentials shorthand for the config parameter

e creds:


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- cloudwatch(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
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Operations

delete_alarms Deletes the specified alarms

delete_anomaly_detector
delete_dashboards
delete_insight_rules
delete_metric_stream
describe_alarm_history
describe_alarms
describe_alarms_for_metric
describe_anomaly_detectors
describe_insight_rules
disable_alarm_actions
disable_insight_rules
enable_alarm_actions
enable_insight_rules
get_dashboard
get_insight_rule_report
get_metric_data
get_metric_statistics
get_metric_stream
get_metric_widget_image
list_dashboards
list_managed_insight_rules
list_metrics
list_metric_streams
list_tags_for_resource
put_anomaly_detector
put_composite_alarm
put_dashboard
put_insight_rule
put_managed_insight_rules
put_metric_alarm
put_metric_data
put_metric_stream
set_alarm_state
start_metric_streams
stop_metric_streams
tag_resource
untag_resource

Examples

## Not run:

svc <- cloudwatch()

svc$delete_alarms(
Foo = 123

Deletes the specified anomaly detection model from your account

Deletes all dashboards that you specify

Permanently deletes the specified Contributor Insights rules

Permanently deletes the metric stream that you specify

Retrieves the history for the specified alarm

Retrieves the specified alarms

Retrieves the alarms for the specified metric

Lists the anomaly detection models that you have created in your account

Returns a list of all the Contributor Insights rules in your account

Disables the actions for the specified alarms

Disables the specified Contributor Insights rules

Enables the actions for the specified alarms

Enables the specified Contributor Insights rules

Displays the details of the dashboard that you specify

This operation returns the time series data collected by a Contributor Insights rule

You can use the GetMetricData API to retrieve CloudWatch metric values

Gets statistics for the specified metric

Returns information about the metric stream that you specify

You can use the GetMetricWidgetlmage API to retrieve a snapshot graph of one or more Amaz
Returns a list of the dashboards for your account

Returns a list that contains the number of managed Contributor Insights rules in your account
List the specified metrics

Returns a list of metric streams in this account

Displays the tags associated with a CloudWatch resource

Creates an anomaly detection model for a CloudWatch metric

Creates or updates a composite alarm

Creates a dashboard if it does not already exist, or updates an existing dashboard

Creates a Contributor Insights rule

Creates a managed Contributor Insights rule for a specified Amazon Web Services resource
Creates or updates an alarm and associates it with the specified metric, metric math expression
Publishes metric data points to Amazon CloudWatch

Creates or updates a metric stream

Temporarily sets the state of an alarm for testing purposes

Starts the streaming of metrics for one or more of your metric streams

Stops the streaming of metrics for one or more of your metric streams

Assigns one or more tags (key-value pairs) to the specified CloudWatch resource

Removes one or more tags from the specified resource
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)

## End(Not run)

cloudwatchevents Amazon CloudWatch Events

Description

Amazon EventBridge helps you to respond to state changes in your Amazon Web Services re-
sources. When your resources change state, they automatically send events to an event stream. You
can create rules that match selected events in the stream and route them to targets to take action.
You can also use rules to take action on a predetermined schedule. For example, you can configure
rules to:

* Automatically invoke an Lambda function to update DNS entries when an event notifies you
that Amazon EC2 instance enters the running state.

* Direct specific API records from CloudTrail to an Amazon Kinesis data stream for detailed
analysis of potential security or availability risks.

* Periodically invoke a built-in target to create a snapshot of an Amazon EBS volume.

For more information about the features of Amazon EventBridge, see the Amazon EventBridge
User Guide.

Usage

cloudwatchevents(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
+ access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
* session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
 endpoint: The complete URL to use for the constructed client.


https://docs.aws.amazon.com/eventbridge/latest/userguide/
https://docs.aws.amazon.com/eventbridge/latest/userguide/
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* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- cloudwatchevents(
config = list(
credentials = list(
creds = list(

access_key_id = "string”,
secret_access_key = "string”,
session_token = "string"
),
profile = "string”,
anonymous = "logical”
),
endpoint = "string",
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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credentials = list(
creds = list(
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access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

activate_event_source
cancel_replay
create_api_destination
create_archive
create_connection
create_event_bus
create_partner_event_source
deactivate_event_source
deauthorize connection
delete_api_destination
delete_archive
delete_connection
delete_event_bus
delete_partner_event_source
delete_rule
describe_api_destination
describe_archive
describe_connection
describe_event_bus
describe_event_source
describe_partner_event_source
describe_replay
describe_rule

disable_rule

enable rule
list_api_destinations
list_archives
list_connections
list_event_buses
list_event_sources
list_partner_event_source_accounts
list_partner_event_sources
list_replays

Activates a partner event source that has been deactivated

Cancels the specified replay

Creates an API destination, which is an HTTP invocation endpoint configured as a targe
Creates an archive of events with the specified settings

Creates a connection

Creates a new event bus within your account

Called by an SaaS partner to create a partner event source

You can use this operation to temporarily stop receiving events from the specified partn
Removes all authorization parameters from the connection

Deletes the specified API destination

Deletes the specified archive

Deletes a connection

Deletes the specified custom event bus or partner event bus

This operation is used by SaaS partners to delete a partner event source

Deletes the specified rule

Retrieves details about an API destination

Retrieves details about an archive

Retrieves details about a connection

Displays details about an event bus in your account

This operation lists details about a partner event source that is shared with your account
An SaaS partner can use this operation to list details about a partner event source that th
Retrieves details about a replay

Describes the specified rule

Disables the specified rule

Enables the specified rule

Retrieves a list of API destination in the account in the current Region

Lists your archives

Retrieves a list of connections from the account

Lists all the event buses in your account, including the default event bus, custom event t
You can use this to see all the partner event sources that have been shared with your An
An SaaS partner can use this operation to display the Amazon Web Services account ID
An SaaS partner can use this operation to list all the partner event source names that the
Lists your replays
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list_rule_names_by_target
list_rules
list_tags_for_resource
list_targets_by_rule
put_events
put_partner_events
put_permission
put_rule

put_targets
remove_permission
remove_targets
start_replay
tag_resource
test_event_pattern
untag_resource
update_api_destination
update_archive
update_connection

Examples

## Not run:

svc <- cloudwatchevents()
svc$activate_event_source(

Foo = 123
)

## End(Not run)

cloudwatchevidently

Lists the rules for the specified target

Lists your Amazon EventBridge rules

Displays the tags associated with an EventBridge resource

Lists the targets assigned to the specified rule

Sends custom events to Amazon EventBridge so that they can be matched to rules

This is used by SaaS partners to write events to a customer’s partner event bus

Running PutPermission permits the specified Amazon Web Services account or Amazo
Creates or updates the specified rule

Adds the specified targets to the specified rule, or updates the targets if they are already
Revokes the permission of another Amazon Web Services account to be able to put ever
Removes the specified targets from the specified rule

Starts the specified replay

Assigns one or more tags (key-value pairs) to the specified EventBridge resource

Tests whether the specified event pattern matches the provided event

Removes one or more tags from the specified EventBridge resource

Updates an API destination

Updates the specified archive

Updates settings for a connection

cloudwatchevidently

Amazon CloudWatch Evidently

Description

You can use Amazon CloudWatch Evidently to safely validate new features by serving them to a
specified percentage of your users while you roll out the feature. You can monitor the performance
of the new feature to help you decide when to ramp up traffic to your users. This helps you reduce
risk and identify unintended consequences before you fully launch the feature.

You can also conduct A/B experiments to make feature design decisions based on evidence and
data. An experiment can test as many as five variations at once. Evidently collects experiment
data and analyzes it using statistical methods. It also provides clear recommendations about which
variations perform better. You can test both user-facing features and backend features.
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Usage

cloudwatchevidently(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
# access_key_id: AWS access key ID
+ secret_access_key: AWS secret access key
* session_token: AWS temporary session token
— profile: The name of a profile to use. If not given, then the default
profile is used.
— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

 s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html
credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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Service syntax

cloudwatchevidently

svc <- cloudwatchevidently(
config = list(

),

credentials = list(
creds = list(
access_key_id =

"string",

secret_access_key = "string",

session_token =

),

profile = "string"

"string”

’

anonymous = "logical”

),
endpoint = "string”,
region = "string”,

close_connection = "logical”,

timeout = "numeric”,
s3_force_path_style

= "logical”,

sts_regional_endpoint = "string"

credentials = list(

),

creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"

)Y

profile = "string",

anonymous = "logical”

endpoint = "string”,
region = "string"

Operations

batch_evaluate feature
create_experiment
create_feature
create_launch
create_project
create_segment
delete_experiment
delete_feature
delete_launch
delete_project
delete_segment
evaluate_feature
get_experiment
get_experiment_results

This operation assigns feature variation to user sessions

Creates an Evidently experiment

Creates an Evidently feature that you want to launch or test
Creates a launch of a given feature

Creates a project, which is the logical object in Evidently that can contain features, launches,
Use this operation to define a segment of your audience

Deletes an Evidently experiment

Deletes an Evidently feature

Deletes an Evidently launch

Deletes an Evidently project

Deletes a segment

This operation assigns a feature variation to one given user session
Returns the details about one experiment

Retrieves the results of a running or completed experiment
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get_feature
get_launch
get_project
get_segment
list_experiments
list_features
list_launches
list_projects
list_segment_references
list_segments
list_tags_for_resource
put_project_events
start_experiment
start_launch
stop_experiment
stop_launch
tag_resource
test_segment_pattern
untag_resource
update_experiment
update_feature
update_launch
update_project
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Returns the details about one feature

Returns the details about one launch

Returns the details about one launch

Returns information about the specified segment

Returns configuration details about all the experiments in the specified project

Returns configuration details about all the features in the specified project

Returns configuration details about all the launches in the specified project

Returns configuration details about all the projects in the current Region in your account
Use this operation to find which experiments or launches are using a specified segment
Returns a list of audience segments that you have created in your account in this Region
Displays the tags associated with an Evidently resource

Sends performance events to Evidently

Starts an existing experiment

Starts an existing launch

Stops an experiment that is currently running

Stops a launch that is currently running

Assigns one or more tags (key-value pairs) to the specified CloudWatch Evidently resource

Use this operation to test a rules pattern that you plan to use to create an audience segment
Removes one or more tags from the specified resource
Updates an Evidently experiment

Updates an existing feature

Updates a launch of a given feature

Updates the description of an existing project

update_project_data_delivery  Updates the data storage options for this project

Examples

## Not run:

svc <- cloudwatchevidently()

svc$batch_evaluate_feature(

Foo = 123
)

## End(Not run)

cloudwatchinternetmonitor
Amazon CloudWatch Internet Monitor

Description

Amazon CloudWatch Internet Monitor provides visibility into how internet issues impact the per-
formance and availability between your applications hosted on Amazon Web Services and your
end users. It can reduce the time it takes for you to diagnose internet issues from days to minutes.
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Internet Monitor uses the connectivity data that Amazon Web Services captures from its global net-
working footprint to calculate a baseline of performance and availability for internet traffic. This
is the same data that Amazon Web Services uses to monitor internet uptime and availability. With
those measurements as a baseline, Internet Monitor raises awareness for you when there are sig-
nificant problems for your end users in the different geographic locations where your application
runs.

Internet Monitor publishes internet measurements to CloudWatch Logs and CloudWatch Metrics,
to easily support using CloudWatch tools with health information for geographies and networks
specific to your application. Internet Monitor sends health events to Amazon EventBridge so that
you can set up notifications. If an issue is caused by the Amazon Web Services network, you also
automatically receive an Amazon Web Services Health Dashboard notification with the steps that
Amazon Web Services is taking to mitigate the problem.

To use Internet Monitor, you create a monitor and associate your application’s resources with it -
VPCs, NLBs, CloudFront distributions, or WorkSpaces directories - so Internet Monitor can deter-
mine where your application’s internet traffic is. Internet Monitor then provides internet measure-
ments from Amazon Web Services that are specific to the locations and ASNs (typically, internet
service providers or ISPs) that communicate with your application.

For more information, see Using Amazon CloudWatch Internet Monitor in the Amazon CloudWatch
User Guide.

Usage

cloudwatchinternetmonitor(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
# access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
 endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.


https://docs.aws.amazon.com/AmazonCloudWatch/latest/monitoring/CloudWatch-InternetMonitor.html
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* s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- cloudwatchinternetmonitor(
config = list(
credentials = list(
creds = list(

access_key_id = "string”,
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

))

credentials = list(
creds = list(
access_key_id = "string",
secret_access_key = "string",
session_token = "string"


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

create_monitor
delete_monitor
get_health_event
get_monitor
get_query_results
get_query_status
list_health_events
list_monitors
list_tags_for_resource
start_query
stop_query
tag_resource
untag_resource
update_monitor

Examples

## Not run:

Creates a monitor in Amazon CloudWatch Internet Monitor

Deletes a monitor in Amazon CloudWatch Internet Monitor

Gets information the Amazon CloudWatch Internet Monitor has created and stored about a health eve
Gets information about a monitor in Amazon CloudWatch Internet Monitor based on a monitor name
Return the data for a query with the Amazon CloudWatch Internet Monitor query interface

Returns the current status of a query for the Amazon CloudWatch Internet Monitor query interface, f
Lists all health events for a monitor in Amazon CloudWatch Internet Monitor

Lists all of your monitors for Amazon CloudWatch Internet Monitor and their statuses, along with th
Lists the tags for a resource

Start a query to return data for a specific query type for the Amazon CloudWatch Internet Monitor qu
Stop a query that is progress for a specific monitor

Adds a tag to a resource

Removes a tag from a resource

Updates a monitor

svc <- cloudwatchinternetmonitor()

svc$create_monitor(
Foo = 123

)

## End(Not run)

cloudwatchlogs

Amazon CloudWatch Logs

Description

You can use Amazon CloudWatch Logs to monitor, store, and access your log files from EC2
instances, CloudTrail, and other sources. You can then retrieve the associated log data from Cloud-
Watch Logs using the CloudWatch console. Alternatively, you can use CloudWatch Logs com-
mands in the Amazon Web Services CLI, CloudWatch Logs API, or CloudWatch Logs SDK.

You can use CloudWatch Logs to:
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Usage

* Monitor logs from EC2 instances in real time: You can use CloudWatch Logs to monitor

applications and systems using log data. For example, CloudWatch Logs can track the number
of errors that occur in your application logs. Then, it can send you a notification whenever the
rate of errors exceeds a threshold that you specify. CloudWatch Logs uses your log data for
monitoring so no code changes are required. For example, you can monitor application logs
for specific literal terms (such as "NullReferenceException"). You can also count the number
of occurrences of a literal term at a particular position in log data (such as "404" status codes
in an Apache access log). When the term you are searching for is found, CloudWatch Logs
reports the data to a CloudWatch metric that you specify.

Monitor CloudTrail logged events: You can create alarms in CloudWatch and receive noti-
fications of particular API activity as captured by CloudTrail. You can use the notification to
perform troubleshooting.

Archive log data: You can use CloudWatch Logs to store your log data in highly durable
storage. You can change the log retention setting so that any log events earlier than this setting
are automatically deleted. The CloudWatch Logs agent helps to quickly send both rotated and
non-rotated log data off of a host and into the log service. You can then access the raw log
data when you need it.

cloudwatchlogs(

config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
+ access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.

* endpoint: The complete URL to use for the constructed client.

* region: The AWS Region used in instantiating the client.

¢ close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.
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* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- cloudwatchlogs(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"

),

profile = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

associate_kms_key
cancel_export_task
create_delivery
create_export_task
create_log_anomaly_detector
create_log_group
create_log_stream
delete_account_policy
delete_data_protection_policy
delete_delivery
delete_delivery_destination
delete_delivery_destination_policy
delete_delivery_source
delete_destination
delete_log_anomaly_detector
delete_log_group
delete_log_stream
delete_metric_filter
delete_query_definition
delete_resource_policy
delete_retention_policy
delete_subscription_filter
describe_account_policies
describe_deliveries
describe_delivery_destinations
describe_delivery_sources
describe_destinations
describe_export_tasks
describe_log_groups
describe_log_streams
describe_metric_filters
describe_queries
describe_query_definitions
describe_resource_policies
describe_subscription_filters
disassociate_kms_key
filter_log_events
get_data_protection_policy
get_delivery
get_delivery_destination
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Associates the specified KMS key with either one log group in the account, or with all st
Cancels the specified export task

Creates a delivery

Creates an export task so that you can efficiently export data from a log group to an Am:
Creates an anomaly detector that regularly scans one or more log groups and look for pa
Creates a log group with the specified name

Creates a log stream for the specified log group

Deletes a CloudWatch Logs account policy

Deletes the data protection policy from the specified log group

Deletes s delivery

Deletes a delivery destination

Deletes a delivery destination policy

Deletes a delivery source

Deletes the specified destination, and eventually disables all the subscription filters that |
Deletes the specified CloudWatch Logs anomaly detector

Deletes the specified log group and permanently deletes all the archived log events assoc
Deletes the specified log stream and permanently deletes all the archived log events asso
Deletes the specified metric filter

Deletes a saved CloudWatch Logs Insights query definition

Deletes a resource policy from this account

Deletes the specified retention policy

Deletes the specified subscription filter

Returns a list of all CloudWatch Logs account policies in the account

Retrieves a list of the deliveries that have been created in the account

Retrieves a list of the delivery destinations that have been created in the account
Retrieves a list of the delivery sources that have been created in the account

Lists all your destinations

Lists the specified export tasks

Lists the specified log groups

Lists the log streams for the specified log group

Lists the specified metric filters

Returns a list of CloudWatch Logs Insights queries that are scheduled, running, or have |
This operation returns a paginated list of your saved CloudWatch Logs Insights query de
Lists the resource policies in this account

Lists the subscription filters for the specified log group

Disassociates the specified KMS key from the specified log group or from all CloudWat
Lists log events from the specified log group

Returns information about a log group data protection policy

Returns complete information about one delivery

Retrieves complete information about one delivery destination
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get_delivery_destination_policy
get_delivery_source
get_log_anomaly_detector
get_log_events
get_log_group_fields
get_log_record
get_query_results
list_anomalies
list_log_anomaly_detectors
list_tags_for_resource
list_tags_log_group
put_account_policy
put_data_protection_policy
put_delivery_destination
put_delivery_destination_policy
put_delivery_source
put_destination
put_destination_policy
put_log_events
put_metric_filter
put_query_definition
put_resource_policy
put_retention_policy
put_subscription_filter
start_live_tail

start_query

stop_query

tag_log_group
tag_resource
test_metric_filter
untag_log_group
untag_resource
update_anomaly
update_log_anomaly_detector

Examples

## Not run:

svc <- cloudwatchlogs()

svc$associate_kms_key(
Foo = 123

)

## End(Not run)

cloudwatchlogs

Retrieves the delivery destination policy assigned to the delivery destination that you spe
Retrieves complete information about one delivery source

Retrieves information about the log anomaly detector that you specify

Lists log events from the specified log stream

Returns a list of the fields that are included in log events in the specified log group
Retrieves all of the fields and values of a single log event

Returns the results from the specified query

Returns a list of anomalies that log anomaly detectors have found

Retrieves a list of the log anomaly detectors in the account

Displays the tags associated with a CloudWatch Logs resource

The ListTagsLogGroup operation is on the path to deprecation

Creates an account-level data protection policy that applies to all log groups in the accou
Creates a data protection policy for the specified log group

Creates or updates a logical delivery destination

Creates and assigns an IAM policy that grants permissions to CloudWatch Logs to delive
Creates or updates a logical delivery source

Creates or updates a destination

Creates or updates an access policy associated with an existing destination

Uploads a batch of log events to the specified log stream

Creates or updates a metric filter and associates it with the specified log group

Creates or updates a query definition for CloudWatch Logs Insights

Creates or updates a resource policy allowing other Amazon Web Services services to pt
Sets the retention of the specified log group

Creates or updates a subscription filter and associates it with the specified log group
Starts a Live Tail streaming session for one or more log groups

Schedules a query of a log group using CloudWatch Logs Insights

Stops a CloudWatch Logs Insights query that is in progress

The TaglogGroup operation is on the path to deprecation

Assigns one or more tags (key-value pairs) to the specified CloudWatch Logs resource
Tests the filter pattern of a metric filter against a sample of log event messages

The Untagl.ogGroup operation is on the path to deprecation

Removes one or more tags from the specified resource

Use this operation to suppress anomaly detection for a specified anomaly or pattern
Updates an existing log anomaly detector
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cloudwatchobservabilityaccessmanager
CloudWatch Observability Access Manager

Description

Use Amazon CloudWatch Observability Access Manager to create and manage links between
source accounts and monitoring accounts by using CloudWatch cross-account observability. With
CloudWatch cross-account observability, you can monitor and troubleshoot applications that span
multiple accounts within a Region. Seamlessly search, visualize, and analyze your metrics, logs,
traces, and Application Insights applications in any of the linked accounts without account bound-
aries.

Set up one or more Amazon Web Services accounts as monitoring accounts and link them with
multiple source accounts. A monitoring account is a central Amazon Web Services account that
can view and interact with observability data generated from source accounts. A source account is
an individual Amazon Web Services account that generates observability data for the resources that
reside in it. Source accounts share their observability data with the monitoring account. The shared
observability data can include metrics in Amazon CloudWatch, logs in Amazon CloudWatch Logs,
traces in X-Ray, and applications in Amazon CloudWatch Application Insights.

Usage

cloudwatchobservabilityaccessmanager(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL
)

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
- creds:
+ access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
# session_token: AWS temporary session token
— profile: The name of a profile to use. If not given, then the default
profile is used.
— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
¢ close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.
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* s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- cloudwatchobservabilityaccessmanager(
config = list(
credentials = list(
creds = list(

access_key_id = "string”,
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

))

credentials = list(
creds = list(
access_key_id = "string",
secret_access_key = "string",
session_token = "string"


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html

create_link
create_sink
delete_link
delete_sink
get_link

get_sink
get_sink_policy
list_attached_links
list_links
list_sinks
list_tags_for_resource
put_sink_policy
tag_resource
untag_resource
update_link

Examples

## Not run:
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),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

Creates a link between a source account and a sink that you have created in a monitoring account
Use this to create a sink in the current account, so that it can be used as a monitoring account in Clou
Deletes a link between a monitoring account sink and a source account

Deletes a sink

Returns complete information about one link

Returns complete information about one monitoring account sink

Returns the current sink policy attached to this sink

Returns a list of source account links that are linked to this monitoring account sink

Use this operation in a source account to return a list of links to monitoring account sinks that this so
Use this operation in a monitoring account to return the list of sinks created in that account

Displays the tags associated with a resource

Creates or updates the resource policy that grants permissions to source accounts to link to the monit
Assigns one or more tags (key-value pairs) to the specified resource

Removes one or more tags from the specified resource

Use this operation to change what types of data are shared from a source account to its linked monito

svc <- cloudwatchobservabilityaccessmanager()

svc$create_link(
Foo = 123

## End(Not run)

cloudwatchrum

CloudWatch RUM

Description

With Amazon CloudWatch RUM, you can perform real-user monitoring to collect client-side data
about your web application performance from actual user sessions in real time. The data collected
includes page load times, client-side errors, and user behavior. When you view this data, you can see
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it all aggregated together and also see breakdowns by the browsers and devices that your customers
use.

You can use the collected data to quickly identify and debug client-side performance issues. Cloud-
Watch RUM helps you visualize anomalies in your application performance and find relevant de-
bugging data such as error messages, stack traces, and user sessions. You can also use RUM to
understand the range of end-user impact including the number of users, geolocations, and browsers
used.

Usage

cloudwatchrum(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
# access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- cloudwatchrum(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

batch_create_rum_metric_definitions  Specifies the extended metrics and custom metrics that you want a CloudWatch RUM
batch_delete_rum_metric_definitions Removes the specified metrics from being sent to an extended metrics destination
batch_get_rum_metric_definitions Retrieves the list of metrics and dimensions that a RUM app monitor is sending to a si



158 codeartifact

create_app_monitor Creates a Amazon CloudWatch RUM app monitor, which collects telemetry data from

delete_app_monitor Deletes an existing app monitor

delete_rum_metrics_destination Deletes a destination for CloudWatch RUM extended metrics, so that the specified apj

get_app_monitor Retrieves the complete configuration information for one app monitor

get_app_monitor_data Retrieves the raw performance events that RUM has collected from your web applicat

list_app_monitors Returns a list of the Amazon CloudWatch RUM app monitors in the account

list_rum_metrics_destinations Returns a list of destinations that you have created to receive RUM extended metrics, -

list_tags_for_resource Displays the tags associated with a CloudWatch RUM resource

put_rum_events Sends telemetry events about your application performance and user behavior to Clou

put_rum_metrics_destination Creates or updates a destination to receive extended metrics from CloudWatch RUM

tag_resource Assigns one or more tags (key-value pairs) to the specified CloudWatch RUM resourc

untag_resource Removes one or more tags from the specified resource

update_app_monitor Updates the configuration of an existing app monitor

update_rum_metric_definition Modifies one existing metric definition for CloudWatch RUM extended metrics
Examples

## Not run:

svc <- cloudwatchrum()

svc$batch_create_rum_metric_definitions(
Foo = 123

)

## End(Not run)

codeartifact CodeArtifact

Description

CodeArtifact is a fully managed artifact repository compatible with language-native package man-
agers and build tools such as npm, Apache Maven, pip, and dotnet. You can use CodeArtifact to
share packages with development teams and pull packages. Packages can be pulled from both public
and CodeAurtifact repositories. You can also create an upstream relationship between a CodeArtifact
repository and another repository, which effectively merges their contents from the point of view of
a package manager client.

CodeArtifact Components

Use the information in this guide to help you work with the following CodeArtifact components:

* Repository: A CodeArtifact repository contains a set of package versions, each of which
maps to a set of assets, or files. Repositories are polyglot, so a single repository can contain
packages of any supported type. Each repository exposes endpoints for fetching and publish-
ing packages using tools like the npm CLI, the Maven CLI ( mvn ), Python CLIs ( pip and
twine), and NuGet CLIs (nuget and dotnet).


https://docs.aws.amazon.com/codeartifact/latest/ug/welcome.html#welcome-concepts-package-version
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* Domain: Repositories are aggregated into a higher-level entity known as a domain. All pack-
age assets and metadata are stored in the domain, but are consumed through repositories. A
given package asset, such as a Maven JAR file, is stored once per domain, no matter how many
repositories it’s present in. All of the assets and metadata in a domain are encrypted with the
same customer master key (CMK) stored in Key Management Service (KMS).

Each repository is a member of a single domain and can’t be moved to a different domain.
The domain allows organizational policy to be applied across multiple repositories, such as
which accounts can access repositories in the domain, and which public repositories can be
used as sources of packages.

Although an organization can have multiple domains, we recommend a single production
domain that contains all published artifacts so that teams can find and share packages across
their organization.

» Package: A package is a bundle of software and the metadata required to resolve dependen-
cies and install the software. CodeArtifact supports npm, PyPI, Maven, and NuGet package
formats.

In CodeArtifact, a package consists of:

A name (for example, webpack is the name of a popular npm package)

An optional namespace (for example, @types in @types/node)

A set of versions (for example, 1.0.0,1.0.1,1.0.2, etc.)

Package-level metadata (for example, npm tags)

* Package version: A version of a package, such as @ ypes/node 12.6.9. The version number
format and semantics vary for different package formats. For example, npm package versions
must conform to the Semantic Versioning specification. In CodeArtifact, a package version
consists of the version identifier, metadata at the package version level, and a set of assets.

» Upstream repository: One repository is upstream of another when the package versions
in it can be accessed from the repository endpoint of the downstream repository, effectively
merging the contents of the two repositories from the point of view of a client. CodeArtifact
allows creating an upstream relationship between two repositories.

» Asset: An individual file stored in CodeArtifact associated with a package version, such as an
npm . tgz file or Maven POM and JAR files.
CodeArtifact supports these operations:

* associate_external_connection: Adds an existing external connection to a repository.

» copy_package_versions: Copies package versions from one repository to another repository
in the same domain.

* create_domain: Creates a domain

* create_repository: Creates a CodeArtifact repository in a domain.

* delete_domain: Deletes a domain. You cannot delete a domain that contains repositories.

* delete_domain_permissions_policy: Deletes the resource policy that is set on a domain.
» delete_package: Deletes a package and all associated package versions.

» delete_package_versions: Deletes versions of a package. After a package has been deleted,
it can be republished, but its assets and metadata cannot be restored because they have been
permanently removed from storage.


https://docs.aws.amazon.com/codeartifact/latest/ug/using-npm.html
https://docs.aws.amazon.com/codeartifact/latest/ug/using-python.html
https://docs.aws.amazon.com/codeartifact/latest/ug/using-maven.html
https://docs.aws.amazon.com/codeartifact/latest/ug/using-nuget.html
https://semver.org/
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delete_repository: Deletes a repository.

delete_repository_permissions_policy: Deletes the resource policy that is set on a repos-
itory.

describe_domain: Returns a DomainDescription object that contains information about the
requested domain.

describe_package: Returns a PackageDescription object that contains details about a pack-
age.

describe_package_version: Returns a PackageVersionDescription object that contains de-
tails about a package version.

describe_repository: Returns a RepositoryDescription object that contains detailed in-
formation about the requested repository.

dispose_package_versions: Disposes versions of a package. A package version with the
status Disposed cannot be restored because they have been permanently removed from stor-
age.

disassociate_external_connection: Removes an existing external connection from a
repository.

get_authorization_token: Generates a temporary authorization token for accessing repos-
itories in the domain. The token expires the authorization period has passed. The default
authorization period is 12 hours and can be customized to any length with a maximum of 12
hours.

get_domain_permissions_policy: Returns the policy of a resource that is attached to the
specified domain.

get_package_version_asset: Returns the contents of an asset that is in a package version.

get_package_version_readme: Gets the readme file or descriptive text for a package ver-
sion.

get_repository_endpoint: Returns the endpoint of a repository for a specific package for-
mat. A repository has one endpoint for each package format:

— maven

— npm

— nuget

- pypi
get_repository_permissions_policy: Returns the resource policy that is set on a reposi-
tory.
list_domains: Returns a list of DomainSummary objects. Each returned DomainSummary
object contains information about a domain.
list_packages: Lists the packages in a repository.
list_package_version_assets: Lists the assets for a given package version.

list_package_version_dependencies: Returns a list of the direct dependencies for a pack-
age version.

list_package_versions: Returns a list of package versions for a specified package in a
repository.


https://docs.aws.amazon.com/codeartifact/latest/APIReference/API_PackageDescription.html
https://docs.aws.amazon.com/codeartifact/latest/APIReference/API_PackageVersionDescription.html

codeartifact 161

e list_repositories: Returns a list of repositories owned by the Amazon Web Services ac-
count that called this method.

e list_repositories_in_domain: Returns a list of the repositories in a domain.
* publish_package_version: Creates a new package version containing one or more assets.
* put_domain_permissions_policy: Attaches a resource policy to a domain.

* put_package_origin_configuration: Sets the package origin configuration for a package,
which determine how new versions of the package can be added to a specific repository.

* put_repository_permissions_policy: Sets the resource policy on a repository that speci-
fies permissions to access it.

* update_package_versions_status: Updates the status of one or more versions of a pack-
age.

* update_repository: Updates the properties of a repository.

Usage

codeartifact(

config = list(),

credentials

endpoint
region =

Arguments

config

list(),

NULL,

Optional configuration of credentials, endpoint, and/or region.

credentials

* credentials:
— creds:
+ access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
« session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or

legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e

html

Optional credentials shorthand for the config parameter


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- codeartifact(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
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Operations

associate_external connection
copy_package_versions
create_domain

create_repository

delete_domain
delete_domain_permissions_policy
delete_package
delete_package_versions
delete_repository
delete_repository_permissions_policy
describe_domain
describe_package
describe_package_version
describe_repository
disassociate_external_connection
dispose_package_versions
get_authorization_token
get_domain_permissions_policy
get_package_version_asset
get_package_version_readme
get_repository_endpoint
get_repository_permissions_policy
list_domains

list_packages
list_package_version_assets
list_package_version_dependencies
list_package_versions
list_repositories
list_repositories_in_domain
list_tags_for_resource
publish_package_version
put_domain_permissions_policy
put_package_origin_configuration
put_repository_permissions_policy
tag_resource

untag_resource
update_package_versions_status
update_repository

Examples

## Not run:
svc <- codeartifact()

svc$associate_external_connection(

Foo = 123
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Adds an existing external connection to a repository

Copies package versions from one repository to another repository in the same domai
Creates a domain

Creates a repository

Deletes a domain

Deletes the resource policy set on a domain

Deletes a package and all associated package versions

Deletes one or more versions of a package

Deletes a repository

Deletes the resource policy that is set on a repository

Returns a DomainDescription object that contains information about the requested dc
Returns a PackageDescription object that contains information about the requested pz
Returns a PackageVersionDescription object that contains information about the requ
Returns a RepositoryDescription object that contains detailed information about the r
Removes an existing external connection from a repository

Deletes the assets in package versions and sets the package versions’ status to Dispos
Generates a temporary authorization token for accessing repositories in the domain
Returns the resource policy attached to the specified domain

Returns an asset (or file) that is in a package

Gets the readme file or descriptive text for a package version

Returns the endpoint of a repository for a specific package format

Returns the resource policy that is set on a repository

Returns a list of DomainSummary objects for all domains owned by the Amazon Wel
Returns a list of PackageSummary objects for packages in a repository that match the
Returns a list of AssetSummary objects for assets in a package version

Returns the direct dependencies for a package version

Returns a list of PackageVersionSummary objects for package versions in a repositor
Returns a list of RepositorySummary objects

Returns a list of RepositorySummary objects

Gets information about Amazon Web Services tags for a specified Amazon Resource
Creates a new package version containing one or more assets (or files)

Sets a resource policy on a domain that specifies permissions to access it

Sets the package origin configuration for a package

Sets the resource policy on a repository that specifies permissions to access it

Adds or updates tags for a resource in CodeArtifact

Removes tags from a resource in CodeArtifact

Updates the status of one or more versions of a package

Update the properties of a repository
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)

## End(Not run)

codebuild AWS CodeBuild

Description

CodeBuild

CodeBuild is a fully managed build service in the cloud. CodeBuild compiles your source code,
runs unit tests, and produces artifacts that are ready to deploy. CodeBuild eliminates the need to
provision, manage, and scale your own build servers. It provides prepackaged build environments
for the most popular programming languages and build tools, such as Apache Maven, Gradle, and
more. You can also fully customize build environments in CodeBuild to use your own build tools.
CodeBuild scales automatically to meet peak build requests. You pay only for the build time you
consume. For more information about CodeBuild, see the CodeBuild User Guide.

Usage

codebuild(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
# access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.
* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.
 s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.


https://docs.aws.amazon.com/codebuild/latest/userguide/welcome.html
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* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- codebuild(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"

),

profile = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

batch_delete_builds
batch_get_build_batches
batch_get_builds
batch_get_projects
batch_get_report_groups
batch_get_reports
create_project
create_report_group
create_webhook
delete_build_batch
delete_project
delete_report
delete_report_group
delete_resource_policy
delete_source_credentials
delete_webhook
describe_code_coverages
describe_test_cases
get_report_group_trend
get_resource_policy
import_source_credentials
invalidate_project_cache
list_build_batches
list_build_batches_for_project
list_builds
list_builds_for_project
list_curated_environment_images
list_projects
list_report_groups
list_reports
list_reports_for_report_group
list_shared_projects
list_shared_report_groups
list_source_credentials
put_resource_policy
retry_build
retry_build_batch
start_build
start_build_batch
stop_build

codebuild

Deletes one or more builds

Retrieves information about one or more batch builds

Gets information about one or more builds

Gets information about one or more build projects

Returns an array of report groups

Returns an array of reports

Creates a build project

Creates a report group

For an existing CodeBuild build project that has its source code stored in a GitHub or Bitl
Deletes a batch build

Deletes a build project

Deletes a report

Deletes a report group

Deletes a resource policy that is identified by its resource ARN

Deletes a set of GitHub, GitHub Enterprise, or Bitbucket source credentials

For an existing CodeBuild build project that has its source code stored in a GitHub or Bitl
Retrieves one or more code coverage reports

Returns a list of details about test cases for a report

Analyzes and accumulates test report values for the specified test reports

Gets a resource policy that is identified by its resource ARN

Imports the source repository credentials for an CodeBuild project that has its source cod:
Resets the cache for a project

Retrieves the identifiers of your build batches in the current region

Retrieves the identifiers of the build batches for a specific project

Gets a list of build IDs, with each build ID representing a single build

Gets a list of build identifiers for the specified build project, with each build identifier rep:
Gets information about Docker images that are managed by CodeBuild

Gets a list of build project names, with each build project name representing a single buil
Gets a list ARNSs for the report groups in the current Amazon Web Services account
Returns a list of ARNSs for the reports in the current Amazon Web Services account
Returns a list of ARNs for the reports that belong to a ReportGroup

Gets a list of projects that are shared with other Amazon Web Services accounts or users
Gets a list of report groups that are shared with other Amazon Web Services accounts or 1
Returns a list of SourceCredentialsInfo objects

Stores a resource policy for the ARN of a Project or ReportGroup object

Restarts a build

Restarts a failed batch build

Starts running a build

Starts a batch build for a project

Attempts to stop running a build
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stop_build_batch Stops a running batch build
update_project Changes the settings of a build project
update_project_visibility Changes the public visibility for a project
update_report_group Updates a report group
update_webhook Updates the webhook associated with an CodeBuild build project
Examples
## Not run:

svc <- codebuild()

svc$batch_delete_builds(
Foo = 123

)

## End(Not run)

codecatalyst Amazon CodeCatalyst

Description

Welcome to the Amazon CodeCatalyst API reference. This reference provides descriptions of op-
erations and data types for Amazon CodeCatalyst. You can use the Amazon CodeCatalyst API to
work with the following objects.

Spaces, by calling the following:

* delete_space, which deletes a space.
* get_space, which returns information about a space.

e get_subscription, which returns information about the Amazon Web Services account used
for billing purposes and the billing plan for the space.

* list_spaces, which retrieves a list of spaces.

* update_space, which changes one or more values for a space.
Projects, by calling the following:

* create_project which creates a project in a specified space.
* get_project, which returns information about a project.

* list_projects, which retrieves a list of projects in a space.
Users, by calling the following:
* get_user_details, which returns information about a user in Amazon CodeCatalyst.

Source repositories, by calling the following:
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create_source_repository, which creates an empty Git-based source repository in a spec-
ified project.

create_source_repository_branch, which creates a branch in a specified repository where
you can work on code.

delete_source_repository, which deletes a source repository.
get_source_repository, which returns information about a source repository.

get_source_repository_clone_urls, which returns information about the URLSs that can
be used with a Git client to clone a source repository.

list_source_repositories, which retrieves a list of source repositories in a project.

list_source_repository_branches, which retrieves a list of branches in a source reposi-
tory.

Dev Environments and the Amazon Web Services Toolkits, by calling the following:

create_dev_environment, which creates a Dev Environment, where you can quickly work
on the code stored in the source repositories of your project.

delete_dev_environment, which deletes a Dev Environment.
get_dev_environment, which returns information about a Dev Environment.
list_dev_environments, which retrieves a list of Dev Environments in a project.

list_dev_environment_sessions, which retrieves a list of active Dev Environment sessions
in a project.

start_dev_environment, which starts a specified Dev Environment and puts it into an active
state.

start_dev_environment_session, which starts a session to a specified Dev Environment.

stop_dev_environment, which stops a specified Dev Environment and puts it into an stopped
state.

stop_dev_environment_session, which stops a session for a specified Dev Environment.

update_dev_environment, which changes one or more values for a Dev Environment.

Workflows, by calling the following:

get_workflow, which returns information about a workflow.

get_workflow_run, which returns information about a specified run of a workflow.
list_workflow_runs, which retrieves a list of runs of a specified workflow.
list_workflows, which retrieves a list of workflows in a specified project.

start_workflow_run, which starts a run of a specified workflow.

Security, activity, and resource management in Amazon CodeCatalyst, by calling the following:

create_access_token, which creates a personal access token (PAT) for the current user.
delete_access_token, which deletes a specified personal access token (PAT).
list_access_tokens, which lists all personal access tokens (PATSs) associated with a user.

list_event_logs, which retrieves a list of events that occurred during a specified time period
in a space.
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* verify_session, which verifies whether the calling user has a valid Amazon CodeCatalyst
login and session.

If you are using the Amazon CodeCatalyst APIs with an SDK or the CLI, you must configure your
computer to work with Amazon CodeCatalyst and single sign-on (SSO). For more information, see
Setting up to use the CLI with Amazon CodeCatalyst and the SSO documentation for your SDK.

Usage

codecatalyst(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:

— creds:
x access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.

 endpoint: The complete URL to use for the constructed client.

* region: The AWS Region used in instantiating the client.

* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter
e creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.


https://docs.aws.amazon.com/codecatalyst/latest/userguide/set-up-cli.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- codecatalyst(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string”,
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations
create_access_token Creates a personal access token (PAT) for the current user
create_dev_environment Creates a Dev Environment in Amazon CodeCatalyst, a cloud-based development enviror
create_project Creates a project in a specified space
create_source_repository Creates an empty Git-based source repository in a specified project
create_source_repository_branch  Creates a branch in a specified source repository in Amazon CodeCatalyst
delete_access_token Deletes a specified personal access token (PAT)
delete_dev_environment Deletes a Dev Environment

delete_project Deletes a project in a space
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delete_source_repository
delete_space
get_dev_environment
get_project
get_source_repository
get_source_repository_clone_urls
get_space

get_subscription
get_user_details

get_workflow
get_workflow_run
list_access_tokens
list_dev_environments
list_dev_environment_sessions
list_event_logs

list_projects
list_source_repositories
list_source_repository_branches
list_spaces

list._ workflow_runs
list_workflows
start_dev_environment
start_dev_environment_session
start_workflow_run
stop_dev_environment
stop_dev_environment_session
update_dev_environment
update_project

update_space

verify_session

Examples

## Not run:

svc <- codecatalyst()

svc$create_access_token(
Foo = 123

)

## End(Not run)
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Deletes a source repository in Amazon CodeCatalyst

Deletes a space

Returns information about a Dev Environment for a source repository in a project
Returns information about a project

Returns information about a source repository

Returns information about the URLSs that can be used with a Git client to clone a source r«
Returns information about an space

Returns information about the Amazon Web Services account used for billing purposes a
Returns information about a user

Returns information about a workflow

Returns information about a specified run of a workflow

Lists all personal access tokens (PATs) associated with the user who calls the API
Retrieves a list of Dev Environments in a project

Retrieves a list of active sessions for a Dev Environment in a project

Retrieves a list of events that occurred during a specific time in a space

Retrieves a list of projects

Retrieves a list of source repositories in a project

Retrieves a list of branches in a specified source repository

Retrieves a list of spaces

Retrieves a list of workflow runs of a specified workflow

Retrieves a list of workflows in a specified project

Starts a specified Dev Environment and puts it into an active state

Starts a session for a specified Dev Environment

Begins a run of a specified workflow

Pauses a specified Dev Environment and places it in a non-running state

Stops a session for a specified Dev Environment

Changes one or more values for a Dev Environment

Changes one or more values for a project

Changes one or more values for a space

Verifies whether the calling user has a valid Amazon CodeCatalyst login and session

codecommit

AWS CodeCommit
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Description

CodeCommit

This is the CodeCommit API Reference. This reference provides descriptions of the operations and
data types for CodeCommit API along with usage examples.

You can use the CodeCommit API to work with the following objects:

Repositories, by calling the following:

batch_get_repositories, which returns information about one or more repositories associ-
ated with your Amazon Web Services account.

create_repository, which creates an CodeCommit repository.
delete_repository, which deletes an CodeCommit repository.
get_repository, which returns information about a specified repository.

list_repositories, which lists all CodeCommit repositories associated with your Amazon
Web Services account.

update_repository_description, which sets or updates the description of the repository.

update_repository_encryption_key, which updates the Key Management Service encryp-
tion key used to encrypt and decrypt a repository.

update_repository_name, which changes the name of the repository. If you change the
name of a repository, no other users of that repository can access it until you send them the
new HTTPS or SSH URL to use.

Branches, by calling the following:

create_branch, which creates a branch in a specified repository.

delete_branch, which deletes the specified branch in a repository unless it is the default
branch.

get_branch, which returns information about a specified branch.
list_branches, which lists all branches for a specified repository.

update_default_branch, which changes the default branch for a repository.

Files, by calling the following:

delete_file, which deletes the content of a specified file from a specified branch.

get_blob, which returns the base-64 encoded content of an individual Git blob object in a
repository.

get_file, which returns the base-64 encoded content of a specified file.
get_folder, which returns the contents of a specified folder or directory.

list_file_commit_history, which retrieves a list of commits and changes to a specified
file.

put_file, which adds or modifies a single file in a specified repository and branch.

Commits, by calling the following:

batch_get_commits, which returns information about one or more commits in a repository.
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create_commit, which creates a commit for changes to a repository.

get_commit, which returns information about a commit, including commit messages and au-
thor and committer information.

get_differences, which returns information about the differences in a valid commit specifier
(such as a branch, tag, HEAD, commit ID, or other fully qualified reference).

Merges, by calling the following:

batch_describe_merge_conflicts, which returns information about conflicts in a merge
between commits in a repository.

create_unreferenced_merge_commit, which creates an unreferenced commit between two
branches or commits for the purpose of comparing them and identifying any potential con-
flicts.

describe_merge_conflicts, which returns information about merge conflicts between the
base, source, and destination versions of a file in a potential merge.

get_merge_commit, which returns information about the merge between a source and desti-
nation commit.

get_merge_conflicts, which returns information about merge conflicts between the source
and destination branch in a pull request.

get_merge_options, which returns information about the available merge options between
two branches or commit specifiers.

merge_branches_by_fast_forward, which merges two branches using the fast-forward merge
option.

merge_branches_by_squash, which merges two branches using the squash merge option.

merge_branches_by_three_way, which merges two branches using the three-way merge op-
tion.

Pull requests, by calling the following:

create_pull_request, which creates a pull request in a specified repository.

create_pull_request_approval_rule, which creates an approval rule for a specified pull
request.

delete_pull_request_approval_rule, which deletes an approval rule for a specified pull
request.

describe_pull_request_events, which returns information about one or more pull request
events.

evaluate_pull_request_approval_rules, which evaluates whether a pull request has met
all the conditions specified in its associated approval rules.

get_comments_for_pull_request, which returns information about comments on a speci-
fied pull request.

get_pull_request, which returns information about a specified pull request.

get_pull_request_approval_states, which returns information about the approval states
for a specified pull request.
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get_pull_request_override_state, which returns information about whether approval rules
have been set aside (overriden) for a pull request, and if so, the Amazon Resource Name
(ARN) of the user or identity that overrode the rules and their requirements for the pull re-
quest.

list_pull_requests, which lists all pull requests for a repository.

merge_pull_request_by_fast_forward, which merges the source destination branch of a
pull request into the specified destination branch for that pull request using the fast-forward
merge option.

merge_pull_request_by_squash, which merges the source destination branch of a pull re-
quest into the specified destination branch for that pull request using the squash merge option.

merge_pull_request_by_three_way, which merges the source destination branch of a pull
request into the specified destination branch for that pull request using the three-way merge
option.

override_pull_request_approval_rules, which sets aside all approval rule requirements
for a pull request.

post_comment_for_pull_request, which posts a comment to a pull request at the specified
line, file, or request.

update_pull_request_approval_rule_content, which updates the structure of an approval
rule for a pull request.

update_pull_request_approval_state, which updates the state of an approval on a pull
request.

update_pull_request_description, which updates the description of a pull request.
update_pull_request_status, which updates the status of a pull request.

update_pull_request_title, which updates the title of a pull request.

Approval rule templates, by calling the following:

associate_approval_rule_template_with_repository, which associates a template with
a specified repository. After the template is associated with a repository, CodeCommit creates
approval rules that match the template conditions on every pull request created in the specified
repository.

batch_associate_approval_rule_template_with_repositories, which associates a tem-
plate with one or more specified repositories. After the template is associated with a repository,
CodeCommit creates approval rules that match the template conditions on every pull request
created in the specified repositories.

batch_disassociate_approval_rule_template_from_repositories, which removes the
association between a template and specified repositories so that approval rules based on the
template are not automatically created when pull requests are created in those repositories.

create_approval_rule_template, which creates a template for approval rules that can then
be associated with one or more repositories in your Amazon Web Services account.

delete_approval_rule_template, which deletes the specified template. It does not remove
approval rules on pull requests already created with the template.

disassociate_approval_rule_template_from_repository, which removes the associa-
tion between a template and a repository so that approval rules based on the template are not
automatically created when pull requests are created in the specified repository.
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get_approval_rule_template, which returns information about an approval rule template.

list_approval_rule_templates, which lists all approval rule templates in the Amazon Web
Services Region in your Amazon Web Services account.

list_associated_approval_rule_templates_for_repository, which lists all approval
rule templates that are associated with a specified repository.

list_repositories_for_approval_rule_template, which lists all repositories associated
with the specified approval rule template.

update_approval_rule_template_description, which updates the description of an ap-
proval rule template.

update_approval_rule_template_name, which updates the name of an approval rule tem-
plate.

update_approval_rule_template_content, which updates the content of an approval rule
template.

Comments in a repository, by calling the following:

delete_comment_content, which deletes the content of a comment on a commit in a reposi-
tory.

get_comment, which returns information about a comment on a commit.
get_comment_reactions, which returns information about emoji reactions to comments.

get_comments_for_compared_commit, which returns information about comments on the
comparison between two commit specifiers in a repository.

post_comment_for_compared_commit, which creates a comment on the comparison be-
tween two commit specifiers in a repository.

post_comment_reply, which creates a reply to a comment.
put_comment_reaction, which creates or updates an emoji reaction to a comment.

update_comment, which updates the content of a comment on a commit in a repository.

Tags used to tag resources in CodeCommit (not Git tags), by calling the following:

list_tags_for_resource, which gets information about Amazon Web Servicestags for a
specified Amazon Resource Name (ARN) in CodeCommit.

tag_resource, which adds or updates tags for a resource in CodeCommit.

untag_resource, which removes tags for a resource in CodeCommit.

Triggers, by calling the following:

get_repository_triggers, which returns information about triggers configured for a repos-
itory.

put_repository_triggers, which replaces all triggers for a repository and can be used to
create or delete triggers.

test_repository_triggers, which tests the functionality of a repository trigger by sending
data to the trigger target.

For information about how to use CodeCommit, see the CodeCommit User Guide.


https://docs.aws.amazon.com/codecommit/latest/userguide/welcome.html
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Usage

codecommit (
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
# access_key_id: AWS access key ID
+ secret_access_key: AWS secret access key
* session_token: AWS temporary session token
— profile: The name of a profile to use. If not given, then the default
profile is used.
— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

 s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html
credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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Service syntax

svc <- codecommit(
config = list(
credentials = list(
creds = list(
access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"
),
credentials = list(
creds = list(
access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”

Operations

associate_approval_rule_template_with_repository
batch_associate_approval_rule_template_with_repositories
batch_describe_merge_conflicts
batch_disassociate_approval_rule_template_from_repositories
batch_get_commits

batch_get_repositories

create_approval_rule_template

create_branch

create_commit

create_pull_request

create_pull_request_approval_rule

create_repository

create_unreferenced_merge_commit
delete_approval_rule_template
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Creates an association between an approval rule template an
Creates an association between an approval rule template an
Returns information about one or more merge conflicts in the
Removes the association between an approval rule template
Returns information about the contents of one or more comn
Returns information about one or more repositories

Creates a template for approval rules that can then be associz
Creates a branch in a repository and points the branch to a cc
Creates a commit for a repository on the tip of a specified br:
Creates a pull request in the specified repository

Creates an approval rule for a pull request

Creates a new, empty repository

Creates an unreferenced commit that represents the result of
Deletes a specified approval rule template
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delete_branch
delete_comment_content

delete_file
delete_pull_request_approval_rule
delete_repository
describe_merge_conflicts
describe_pull_request_events
disassociate_approval_rule_template_from_repository
evaluate_pull_request_approval_rules
get_approval_rule_template

get_blob

get_branch

get_comment

get_comment_reactions
get_comments_for_compared_commit
get_comments_for_pull_request
get_commit

get_differences

get_file

get_folder

get_merge_commit
get_merge_conflicts
get_merge_options

get_pull_request
get_pull_request_approval_states
get_pull_request_override_state
get_repository

get_repository_triggers
list_approval_rule_templates
list_associated_approval_rule_templates_for_repository
list_branches

list_file_commit_history
list_pull_requests

list_repositories
list_repositories_for_approval_rule_template
list_tags_for_resource
merge_branches_by_fast_forward
merge_branches_by_squash
merge_branches_by_three_way
merge_pull_request_by_fast_forward
merge_pull_request_by_squash
merge_pull_request_by_three_way
override_pull_request_approval_rules
post_comment_for_compared_commit
post_comment_for_pull_request
post_comment_reply
put_comment_reaction

put_file

codecommit

Deletes a branch from a repository, unless that branch is the ¢
Deletes the content of a comment made on a change, file, or .
Deletes a specified file from a specified branch

Deletes an approval rule from a specified pull request
Deletes a repository

Returns information about one or more merge conflicts in the
Returns information about one or more pull request events
Removes the association between a template and a repository
Evaluates whether a pull request has met all the conditions sj
Returns information about a specified approval rule template
Returns the base-64 encoded content of an individual blob in
Returns information about a repository branch, including its
Returns the content of a comment made on a change, file, or
Returns information about reactions to a specified comment |
Returns information about comments made on the comparisc
Returns comments made on a pull request

Returns information about a commit, including commit mess
Returns information about the differences in a valid commit :
Returns the base-64 encoded contents of a specified file and i
Returns the contents of a specified folder in a repository
Returns information about a specified merge commit
Returns information about merge conflicts between the befor
Returns information about the merge options available for m
Gets information about a pull request in a specified repositor
Gets information about the approval states for a specified pul
Returns information about whether approval rules have been
Returns information about a repository

Gets information about triggers configured for a repository
Lists all approval rule templates in the specified Amazon We
Lists all approval rule templates that are associated with a sp.
Gets information about one or more branches in a repository
Retrieves a list of commits and changes to a specified file
Returns a list of pull requests for a specified repository

Gets information about one or more repositories

Lists all repositories associated with the specified approval rt
Gets information about Amazon Web Servicestags for a spec
Merges two branches using the fast-forward merge strategy
Merges two branches using the squash merge strategy
Merges two specified branches using the three-way merge sti
Attempts to merge the source commit of a pull request into tl
Attempts to merge the source commit of a pull request into tl
Attempts to merge the source commit of a pull request into tl
Sets aside (overrides) all approval rule requirements for a spe
Posts a comment on the comparison between two commits
Posts a comment on a pull request

Posts a comment in reply to an existing comment on a comps
Adds or updates a reaction to a specified comment for the usi
Adds or updates a file in a branch in an CodeCommit reposit
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put_repository_triggers Replaces all triggers for a repository
tag_resource Adds or updates tags for a resource in CodeCommit
test_repository_triggers Tests the functionality of repository triggers by sending infor
untag_resource Removes tags for a resource in CodeCommit
update_approval_rule_template_content Updates the content of an approval rule template
update_approval_rule_template_description Updates the description for a specified approval rule templatc
update_approval_rule_template_name Updates the name of a specified approval rule template
update_comment Replaces the contents of a comment
update_default_branch Sets or changes the default branch name for the specified rep
update_pull_request_approval_rule_content Updates the structure of an approval rule created specifically
update_pull_request_approval_state Updates the state of a user’s approval on a pull request
update_pull_request_description Replaces the contents of the description of a pull request
update_pull_request_status Updates the status of a pull request
update_pull_request_title Replaces the title of a pull request
update_repository_description Sets or changes the comment or description for a repository
update_repository_encryption_key Updates the Key Management Service encryption key used t
update_repository_name Renames a repository

Examples

## Not run:

svc <- codecommit()
svc$associate_approval_rule_template_with_repository(
Foo = 123

)

## End(Not run)

codedeploy AWS CodeDeploy

Description

CodeDeploy is a deployment service that automates application deployments to Amazon EC2 in-
stances, on-premises instances running in your own facility, serverless Lambda functions, or appli-
cations in an Amazon ECS service.

You can deploy a nearly unlimited variety of application content, such as an updated Lambda func-
tion, updated applications in an Amazon ECS service, code, web and configuration files, executa-
bles, packages, scripts, multimedia files, and so on. CodeDeploy can deploy application content
stored in Amazon S3 buckets, GitHub repositories, or Bitbucket repositories. You do not need to
make changes to your existing code before you can use CodeDeploy.

CodeDeploy makes it easier for you to rapidly release new features, helps you avoid downtime
during application deployment, and handles the complexity of updating your applications, without
many of the risks associated with error-prone manual deployments.
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CodeDeploy Components

Use the information in this guide to help you work with the following CodeDeploy components:

Application: A name that uniquely identifies the application you want to deploy. CodeDeploy
uses this name, which functions as a container, to ensure the correct combination of revision,
deployment configuration, and deployment group are referenced during a deployment.

Deployment group: A set of individual instances, CodeDeploy Lambda deployment configu-
ration settings, or an Amazon ECS service and network details. A Lambda deployment group
specifies how to route traffic to a new version of a Lambda function. An Amazon ECS de-
ployment group specifies the service created in Amazon ECS to deploy, a load balancer, and
a listener to reroute production traffic to an updated containerized application. An Amazon
EC2/On-premises deployment group contains individually tagged instances, Amazon EC2 in-
stances in Amazon EC2 Auto Scaling groups, or both. All deployment groups can specify
optional trigger, alarm, and rollback settings.

Deployment configuration: A set of deployment rules and deployment success and failure
conditions used by CodeDeploy during a deployment.

Deployment: The process and the components used when updating a Lambda function, a
containerized application in an Amazon ECS service, or of installing content on one or more
instances.

Application revisions: For an Lambda deployment, this is an AppSpec file that specifies the
Lambda function to be updated and one or more functions to validate deployment lifecycle
events. For an Amazon ECS deployment, this is an AppSpec file that specifies the Amazon
ECS task definition, container, and port where production traffic is rerouted. For an EC2/On-
premises deployment, this is an archive file that contains source content—source code, web-
pages, executable files, and deployment scripts—along with an AppSpec file. Revisions are
stored in Amazon S3 buckets or GitHub repositories. For Amazon S3, a revision is uniquely
identified by its Amazon S3 object key and its ETag, version, or both. For GitHub, a revision
is uniquely identified by its commit ID.

This guide also contains information to help you get details about the instances in your deploy-
ments, to make on-premises instances available for CodeDeploy deployments, to get details about
a Lambda function deployment, and to get details about Amazon ECS service deployments.

CodeDeploy Information Resources

Usage

CodeDeploy User Guide
CodeDeploy API Reference Guide
CLI Reference for CodeDeploy
CodeDeploy Developer Forum

codedeploy(

config = list(),
credentials = list(),
endpoint = NULL,
region = NULL


https://docs.aws.amazon.com/codedeploy/latest/userguide/
https://docs.aws.amazon.com/codedeploy/latest/APIReference/
https://docs.aws.amazon.com/cli/latest/reference/deploy/
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Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
+ access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- codedeploy(
config = list(
credentials = list(
creds = list(
access_key_id = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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secret_access_key = "string",

session_token = "string”

),

profile = "string",

anonymous = "logical”
),
endpoint = "string”,
region = "string”,

close_connection = "logical”,

timeout = "numeric”,

s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(
access_key_id = "string",

secret_access_key = "string”,

session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”

Operations

add_tags_to_on_premises_instances
batch_get_application_revisions
batch_get_applications
batch_get_deployment_groups
batch_get_deployment_instances
batch_get_deployments
batch_get_deployment_targets
batch_get_on_premises_instances
continue_deployment
create_application
create_deployment
create_deployment_config
create_deployment_group
delete_application
delete_deployment_config
delete_deployment_group
delete_git_hub_account_token
delete_resources_by_external_id
deregister_on_premises_instance
get_application

Adds tags to on-premises instances

Gets information about one or more application revisions

Gets information about one or more applications

Gets information about one or more deployment groups

This method works, but is deprecated

Gets information about one or more deployments

Returns an array of one or more targets associated with a deployment
Gets information about one or more on-premises instances

For a blue/green deployment, starts the process of rerouting traffic from instanc
Creates an application

Deploys an application revision through the specified deployment group
Creates a deployment configuration

Creates a deployment group to which application revisions are deployed
Deletes an application

Deletes a deployment configuration

Deletes a deployment group

Deletes a GitHub account connection

Deletes resources linked to an external ID

Deregisters an on-premises instance

Gets information about an application
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get_application_revision

get_deployment

get_deployment_config
get_deployment_group
get_deployment_instance
get_deployment_target
get_on_premises_instance
list_application_revisions
list_applications

list_deployment_configs
list_deployment_groups
list_deployment_instances
list_deployments

list_deployment_targets
list_git_hub_account_token_names
list_on_premises_instances
list_tags_for_resource
put_lifecycle_event_hook_execution_status
register_application_revision
register_on_premises_instance
remove_tags_from_on_premises_instances
skip_wait_time_for_instance_termination
stop_deployment

tag_resource

untag_resource

update_application
update_deployment_group

Examples

## Not run:
svc <- codedeploy()

svc$add_tags_to_on_premises_instances(

Foo = 123
)

## End(Not run)
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Gets information about an application revision

Gets information about a deployment

Gets information about a deployment configuration

Gets information about a deployment group

Gets information about an instance as part of a deployment

Returns information about a deployment target

Gets information about an on-premises instance

Lists information about revisions for an application

Lists the applications registered with the user or Amazon Web Services account
Lists the deployment configurations with the user or Amazon Web Services acc
Lists the deployment groups for an application registered with the Amazon Wetl
The newer BatchGetDeploymentTargets should be used instead because it work
Lists the deployments in a deployment group for an application registered with
Returns an array of target IDs that are associated a deployment

Lists the names of stored connections to GitHub accounts

Gets a list of names for one or more on-premises instances

Returns a list of tags for the resource identified by a specified Amazon Resourc
Sets the result of a Lambda validation function

Registers with CodeDeploy a revision for the specified application

Registers an on-premises instance

Removes one or more tags from one or more on-premises instances

In a blue/green deployment, overrides any specified wait time and starts termine
Attempts to stop an ongoing deployment

Associates the list of tags in the input Tags parameter with the resource identifie
Disassociates a resource from a list of tags

Changes the name of an application

Changes information about a deployment group

codeguruprofiler

Amazon CodeGuru Profiler
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Description

This section provides documentation for the Amazon CodeGuru Profiler API operations.

Amazon CodeGuru Profiler collects runtime performance data from your live applications, and pro-
vides recommendations that can help you fine-tune your application performance. Using machine
learning algorithms, CodeGuru Profiler can help you find your most expensive lines of code and
suggest ways you can improve efficiency and remove CPU bottlenecks.

Amazon CodeGuru Profiler provides different visualizations of profiling data to help you identify
what code is running on the CPU, see how much time is consumed, and suggest ways to reduce
CPU utilization.

Amazon CodeGuru Profiler currently supports applications written in all Java virtual machine
(JVM) languages and Python. While CodeGuru Profiler supports both visualizations and recom-
mendations for applications written in Java, it can also generate visualizations and a subset of rec-
ommendations for applications written in other JVM languages and Python.

For more information, see What is Amazon CodeGuru Profiler in the Amazon CodeGuru Profiler
User Guide.

Usage

codeguruprofiler(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
+ access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
# session_token: AWS temporary session token
— profile: The name of a profile to use. If not given, then the default
profile is used.
— anonymous: Set anonymous credentials.
 endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
¢ close_connection: Immediately close all HTTP connections.
* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.
» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.
* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html


https://docs.aws.amazon.com/codeguru/latest/profiler-ug/what-is-codeguru-profiler.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- codeguruprofiler(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical",
sts_regional_endpoint = "string"

)s

credentials = list(

creds = list(
access_key_id = "string",
secret_access_key = "string",
session_token = "string"

),

profile = "string",

anonymous = "logical”

),

endpoint = "string”,
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region = "string”

)
Operations

add_notification_channels

batch_get_frame_metric_data

configure_agent
create_profiling_group
delete_profiling_group
describe_profiling_group

get_findings_report_account_summary
get_notification_configuration

get_policy

get_profile
get_recommendations
list_findings_reports
list_profile_times
list_profiling_groups
list_tags_for_resource
post_agent_profile
put_permission
remove_notification_channel
remove_permission
submit_feedback
tag_resource
untag_resource
update_profiling_group

Examples

## Not run:

svc <- codeguruprofiler()
svc$add_notification_channels(

Foo = 123
)

## End(Not run)

codegurureviewer

Add up to 2 anomaly notifications channels for a profiling group

Returns the time series of values for a requested list of frame metrics from a time pe
Used by profiler agents to report their current state and to receive remote configurati
Creates a profiling group

Deletes a profiling group

Returns a ProfilingGroupDescription object that contains information about the requ
Returns a list of FindingsReportSummary objects that contain analysis results for all
Get the current configuration for anomaly notifications for a profiling group

Returns the JSON-formatted resource-based policy on a profiling group

Gets the aggregated profile of a profiling group for a specified time range

Returns a list of Recommendation objects that contain recommendations for a profil
List the available reports for a given profiling group and time range

Lists the start times of the available aggregated profiles of a profiling group for an ag
Returns a list of profiling groups

Returns a list of the tags that are assigned to a specified resource

Submits profiling data to an aggregated profile of a profiling group

Adds permissions to a profiling group’s resource-based policy that are provided usin
Remove one anomaly notifications channel for a profiling group

Removes permissions from a profiling group’s resource-based policy that are provid
Sends feedback to CodeGuru Profiler about whether the anomaly detected by the an;
Use to assign one or more tags to a resource

Use to remove one or more tags from a resource

Updates a profiling group

codegurureviewer

Amazon CodeGuru Reviewer




codegurureviewer 187

Description

This section provides documentation for the Amazon CodeGuru Reviewer API operations. Code-
Guru Reviewer is a service that uses program analysis and machine learning to detect potential
defects that are difficult for developers to find and recommends fixes in your Java and Python code.

By proactively detecting and providing recommendations for addressing code defects and imple-
menting best practices, CodeGuru Reviewer improves the overall quality and maintainability of
your code base during the code review stage. For more information about CodeGuru Reviewer, see
the Amazon CodeGuru Reviewer User Guide.

To improve the security of your CodeGuru Reviewer API calls, you can establish a private con-
nection between your VPC and CodeGuru Reviewer by creating an interface VPC endpoint. For
more information, see CodeGuru Reviewer and interface VPC endpoints (Amazon Web Services
PrivateLink) in the Amazon CodeGuru Reviewer User Guide.

Usage

codegurureviewer(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
# access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:


https://docs.aws.amazon.com/codeguru/latest/reviewer-ug/welcome.html
https://docs.aws.amazon.com/codeguru/latest/reviewer-ug/vpc-interface-endpoints.html
https://docs.aws.amazon.com/codeguru/latest/reviewer-ug/vpc-interface-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- codegurureviewer (
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
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Operations
associate_repository Use to associate an Amazon Web Services CodeCommit repository or a repository mar
create_code_review Use to create a code review with a CodeReviewType of RepositoryAnalysis
describe_code_review Returns the metadata associated with the code review along with its status
describe_recommendation_feedback Describes the customer feedback for a CodeGuru Reviewer recommendation
describe_repository_association Returns a RepositoryAssociation object that contains information about the requested 1
disassociate_repository Removes the association between Amazon CodeGuru Reviewer and a repository
list_code_reviews Lists all the code reviews that the customer has created in the past 90 days
list_recommendation_feedback Returns a list of RecommendationFeedbackSummary objects that contain customer rec
list_recommendations Returns the list of all recommendations for a completed code review
list_repository_associations Returns a list of Repository AssociationSummary objects that contain summary inform
list_tags_for_resource Returns the list of tags associated with an associated repository resource
put_recommendation_feedback Stores customer feedback for a CodeGuru Reviewer recommendation
tag_resource Adds one or more tags to an associated repository
untag_resource Removes a tag from an associated repository

Examples

## Not run:

svc <- codegurureviewer()
svc$associate_repository(
Foo = 123

## End(Not run)

codegurusecurity Amazon CodeGuru Security

Description

Amazon CodeGuru Security is in preview release and is subject to change.

This section provides documentation for the Amazon CodeGuru Security API operations. Code-
Guru Security is a service that uses program analysis and machine learning to detect security policy
violations and vulnerabilities, and recommends ways to address these security risks.

By proactively detecting and providing recommendations for addressing security risks, CodeGuru
Security improves the overall security of your application code. For more information about Code-
Guru Security, see the Amazon CodeGuru Security User Guide.


https://docs.aws.amazon.com/codeguru/latest/security-ug/what-is-codeguru-security.html
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Usage

codegurusecurity(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
# access_key_id: AWS access key ID
+ secret_access_key: AWS secret access key
* session_token: AWS temporary session token
— profile: The name of a profile to use. If not given, then the default
profile is used.
— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

 s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html
credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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Service syntax

svc <- codegurusecurity(
config = list(
credentials = list(
creds = list(
access_key_id =
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"string",

secret_access_key = "string",

session_token =

),

"string”

profile = "string",
anonymous = "logical”

),
endpoint = "string”,
region = "string”,

close_connection = "logical”,

timeout = "numeric”,

s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials
creds

list(
list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"

)Y

profile = "string",

anonymous = "logical”

),
endpoint = "string”,
region = "string"

Operations

batch_get_findings
create_scan
create_upload_url
get_account_configuration
get_findings
get_metrics_summary
get_scan
list_findings_metrics
list_scans
list_tags_for_resource
tag_resource
untag_resource
update_account_configuration

Returns a list of all requested findings

Use to create a scan using code uploaded to an S3 bucket

Generates a pre-signed URL and request headers used to upload a code resource
Use to get account level configuration

Returns a list of all findings generated by a particular scan

Returns top level metrics about an account from a specified date, including number of open f;
Returns details about a scan, including whether or not a scan has completed
Returns metrics about all findings in an account within a specified time range
Returns a list of all the standard scans in an account

Returns a list of all tags associated with a scan

Use to add one or more tags to an existing scan

Use to remove one or more tags from an existing scan

Use to update account-level configuration with an encryption key
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Examples

## Not run:

svc <- codegurusecurity()

svc$batch_get_findings(
Foo = 123

)

## End(Not run)

codepipeline AWS CodePipeline

Description

CodePipeline

Overview

This is the CodePipeline API Reference. This guide provides descriptions of the actions and data
types for CodePipeline. Some functionality for your pipeline can only be configured through the
API. For more information, see the CodePipeline User Guide.

You can use the CodePipeline API to work with pipelines, stages, actions, and transitions.

Pipelines are models of automated release processes. Each pipeline is uniquely named, and consists
of stages, actions, and transitions.

You can work with pipelines by calling:

create_pipeline, which creates a uniquely named pipeline.
delete_pipeline, which deletes the specified pipeline.

get_pipeline, which returns information about the pipeline structure and pipeline metadata,
including the pipeline Amazon Resource Name (ARN).

get_pipeline_execution, which returns information about a specific execution of a pipeline.

get_pipeline_state, which returns information about the current state of the stages and
actions of a pipeline.

list_action_executions, which returns action-level details for past executions. The details
include full stage and action-level details, including individual action duration, status, any
errors that occurred during the execution, and input and output artifact location details.

list_pipelines, which gets a summary of all of the pipelines associated with your account.

list_pipeline_executions, which gets a summary of the most recent executions for a
pipeline.

start_pipeline_execution, which runs the most recent revision of an artifact through the
pipeline.


https://docs.aws.amazon.com/codepipeline/latest/userguide/welcome.html
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* stop_pipeline_execution, which stops the specified pipeline execution from continuing
through the pipeline.

* update_pipeline, which updates a pipeline with edits or changes to the structure of the
pipeline.

Pipelines include stages. Each stage contains one or more actions that must complete before the
next stage begins. A stage results in success or failure. If a stage fails, the pipeline stops at that
stage and remains stopped until either a new version of an artifact appears in the source loca-
tion, or a user takes action to rerun the most recent artifact through the pipeline. You can call
get_pipeline_state, which displays the status of a pipeline, including the status of stages in the
pipeline, or get_pipeline, which returns the entire structure of the pipeline, including the stages
of that pipeline. For more information about the structure of stages and actions, see CodePipeline
Pipeline Structure Reference.

Pipeline stages include actions that are categorized into categories such as source or build actions
performed in a stage of a pipeline. For example, you can use a source action to import artifacts into
a pipeline from a source such as Amazon S3. Like stages, you do not work with actions directly in
most cases, but you do define and interact with actions when working with pipeline operations such
as create_pipeline and get_pipeline_state. Valid action categories are:

* Source

* Build

e Test

* Deploy

* Approval

* Invoke
Pipelines also include transitions, which allow the transition of artifacts from one stage to the next
in a pipeline after the actions in one stage complete.
You can work with transitions by calling:

» disable_stage_transition, which prevents artifacts from transitioning to the next stage in

a pipeline.

* enable_stage_transition, which enables transition of artifacts between stages in a pipeline.

Using the API to integrate with CodePipeline

For third-party integrators or developers who want to create their own integrations with Code-
Pipeline, the expected sequence varies from the standard API user. To integrate with CodePipeline,
developers need to work with the following items:

Jobs, which are instances of an action. For example, a job for a source action might import a
revision of an artifact from a source.

You can work with jobs by calling:

* acknowledge_job, which confirms whether a job worker has received the specified job.
* get_job_details, which returns the details of a job.
* poll_for_jobs, which determines whether there are any jobs to act on.

e put_job_failure_result, which provides details of a job failure.


https://docs.aws.amazon.com/codepipeline/latest/userguide/reference-pipeline-structure.html
https://docs.aws.amazon.com/codepipeline/latest/userguide/reference-pipeline-structure.html
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* put_job_success_result, which provides details of a job success.

Third party jobs, which are instances of an action created by a partner action and integrated into
CodePipeline. Partner actions are created by members of the Amazon Web Services Partner Net-
work.

You can work with third party jobs by calling:

* acknowledge_third_party_job, which confirms whether a job worker has received the
specified job.

* get_third_party_job_details, which requests the details of a job for a partner action.
* poll_for_third_party_jobs, which determines whether there are any jobs to act on.
e put_third_party_job_failure_result, which provides details of a job failure.

e put_third_party_job_success_result, which provides details of a job success.

Usage

codepipeline(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
x access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.

* endpoint: The complete URL to use for the constructed client.

* region: The AWS Region used in instantiating the client.

* close_connection: Immediately close all HTTP connections.

 timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

 s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- codepipeline(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
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Operations

acknowledge_job
acknowledge_third_party_job
create_custom_action_type
create_pipeline
delete_custom_action_type
delete_pipeline
delete_webhook

deregister_webhook_with_third_party

disable_stage_transition
enable_stage_transition
get_action_type
get_job_details
get_pipeline
get_pipeline_execution
get_pipeline_state
get_third_party_job_details
list_action_executions
list_action_types
list_pipeline_executions
list_pipelines
list_tags_for_resource
list_ webhooks
poll_for_jobs
poll_for_third_party_jobs
put_action_revision
put_approval_result
put_job_failure_result
put_job_success_result
put_third_party_job_failure_result
put_third_party_job_success_result
put_webhook
register_webhook_with_third_party
retry_stage_execution
start_pipeline_execution
stop_pipeline_execution
tag_resource
untag_resource
update_action_type
update_pipeline

Examples

## Not run:
svc <- codepipeline()
svc$acknowledge_job(

codepipeline

Returns information about a specified job and whether that job has been received by |
Confirms a job worker has received the specified job

Creates a new custom action that can be used in all pipelines associated with the Am:
Creates a pipeline

Marks a custom action as deleted

Deletes the specified pipeline

Deletes a previously created webhook by name

Removes the connection between the webhook that was created by CodePipeline and
Prevents artifacts in a pipeline from transitioning to the next stage in the pipeline
Enables artifacts in a pipeline to transition to a stage in a pipeline

Returns information about an action type created for an external provider, where the :
Returns information about a job

Returns the metadata, structure, stages, and actions of a pipeline

Returns information about an execution of a pipeline, including details about artifacts
Returns information about the state of a pipeline, including the stages and actions
Requests the details of a job for a third party action

Lists the action executions that have occurred in a pipeline

Gets a summary of all CodePipeline action types associated with your account

Gets a summary of the most recent executions for a pipeline

Gets a summary of all of the pipelines associated with your account

Gets the set of key-value pairs (metadata) that are used to manage the resource

Gets a listing of all the webhooks in this Amazon Web Services Region for this accot
Returns information about any jobs for CodePipeline to act on

Determines whether there are any third party jobs for a job worker to act on

Provides information to CodePipeline about new revisions to a source

Provides the response to a manual approval request to CodePipeline

Represents the failure of a job as returned to the pipeline by a job worker

Represents the success of a job as returned to the pipeline by a job worker
Represents the failure of a third party job as returned to the pipeline by a job worker
Represents the success of a third party job as returned to the pipeline by a job worker
Defines a webhook and returns a unique webhook URL generated by CodePipeline
Configures a connection between the webhook that was created and the external tool
You can retry a stage that has failed without having to run a pipeline again from the b
Starts the specified pipeline

Stops the specified pipeline execution

Adds to or modifies the tags of the given resource

Removes tags from an Amazon Web Services resource

Updates an action type that was created with any supported integration model, where
Updates a specified pipeline with edits or changes to its structure
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Foo = 123

)

## End(Not run)

codestar AWS CodeStar

Description

This is the API reference for AWS CodeStar. This reference provides descriptions of the operations
and data types for the AWS CodeStar API along with usage examples.

You can use the AWS CodeStar API to work with:

Projects and their resources, by calling the following:

delete_project, which deletes a project.

describe_project, which lists the attributes of a project.

list_projects, which lists all projects associated with your AWS account.
list_resources, which lists the resources associated with a project.
list_tags_for_project, which lists the tags associated with a project.
tag_project, which adds tags to a project.

untag_project, which removes tags from a project.

update_project, which updates the attributes of a project.

Teams and team members, by calling the following:

associate_team_member, which adds an IAM user to the team for a project.
disassociate_team_member, which removes an IAM user from the team for a project.

list_team_members, which lists all the IAM users in the team for a project, including their
roles and attributes.

update_team_member, which updates a team member’s attributes in a project.

Users, by calling the following:

Usage

create_user_profile, which creates a user profile that contains data associated with the
user across all projects.

delete_user_profile, which deletes all user profile information across all projects.
describe_user_profile, which describes the profile of a user.
list_user_profiles, which lists all user profiles.

update_user_profile, which updates the profile for a user.

codestar(config = 1list(), credentials = list(), endpoint = NULL, region = NULL)
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Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
+ access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- codestar(
config = list(
credentials = list(
creds = list(
access_key_id = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations

associate_team_member
create_project
create_user_profile
delete_project
delete_user_profile
describe_project
describe_user_profile
disassociate_team_member
list_projects
list_resources
list_tags_for_project
list_team_members
list_user_profiles
tag_project
untag_project
update_project
update_team_member
update_user_profile

Adds an IAM user to the team for an AWS CodeStar project

Creates a project, including project resources

Creates a profile for a user that includes user preferences, such as the display name and email ac
Deletes a project, including project resources

Deletes a user profile in AWS CodeStar, including all personal preference data associated with t
Describes a project and its resources

Describes a user in AWS CodeStar and the user attributes across all projects

Removes a user from a project

Lists all projects in AWS CodeStar associated with your AWS account

Lists resources associated with a project in AWS CodeStar

Gets the tags for a project

Lists all team members associated with a project

Lists all the user profiles configured for your AWS account in AWS CodeStar

Adds tags to a project

Removes tags from a project

Updates a project in AWS CodeStar

Updates a team member’s attributes in an AWS CodeStar project

Updates a user’s profile in AWS CodeStar



200

codestarconnections

Examples

## Not run:

svc <- codestar()

svc$associate_team_member(
Foo = 123

)

## End(Not run)

codestarconnections AWS CodeStar connections

Description

AWS CodeStar Connections

This Amazon Web Services CodeStar Connections API Reference provides descriptions and usage
examples of the operations and data types for the Amazon Web Services CodeStar Connections
API. You can use the connections API to work with connections and installations.

Connections are configurations that you use to connect Amazon Web Services resources to external
code repositories. Each connection is a resource that can be given to services such as CodePipeline
to connect to a third-party repository such as Bitbucket. For example, you can add the connection in
CodePipeline so that it triggers your pipeline when a code change is made to your third-party code
repository. Each connection is named and associated with a unique ARN that is used to reference
the connection.

When you create a connection, the console initiates a third-party connection handshake. Installa-
tions are the apps that are used to conduct this handshake. For example, the installation for the
Bitbucket provider type is the Bitbucket app. When you create a connection, you can choose an
existing installation or create one.

When you want to create a connection to an installed provider type such as GitHub Enterprise
Server, you create a host for your connections.

You can work with connections by calling:
* create_connection, which creates a uniquely named connection that can be referenced by
services such as CodePipeline.
* delete_connection, which deletes the specified connection.

* get_connection, which returns information about the connection, including the connection
status.

e list_connections, which lists the connections associated with your account.
You can work with hosts by calling:

* create_host, which creates a host that represents the infrastructure where your provider is
installed.

* delete_host, which deletes the specified host.
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* get_host, which returns information about the host, including the setup status.

» list_hosts, which lists the hosts associated with your account.
You can work with tags in Amazon Web Services CodeStar Connections by calling the following:

» list_tags_for_resource, which gets information about Amazon Web Services tags for a
specified Amazon Resource Name (ARN) in Amazon Web Services CodeStar Connections.

* tag_resource, which adds or updates tags for a resource in Amazon Web Services CodeStar
Connections.

* untag_resource, which removes tags for a resource in Amazon Web Services CodeStar Con-
nections.

For information about how to use Amazon Web Services CodeStar Connections, see the Developer
Tools User Guide.

Usage

codestarconnections(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
x access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

 timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.
 s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.
* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter


https://docs.aws.amazon.com/dtconsole/latest/userguide/welcome-connections.html
https://docs.aws.amazon.com/dtconsole/latest/userguide/welcome-connections.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- codestarconnections(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
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Operations

create_connection
create_host
create_repository_link
create_sync_configuration
delete_connection
delete_host
delete_repository_link
delete_sync_configuration
get_connection

get_host
get_repository_link

get_repository_sync_status

get_resource_sync_status

get_sync_blocker_summary

get_sync_configuration
list_connections
list_hosts
list_repository_links

list_repository_sync_definitions

list_sync_configurations
list_tags_for_resource
tag_resource
untag_resource
update_host
update_repository_link
update_sync_blocker
update_sync_configuration

Examples

## Not run:

svc <- codestarconnections()

svc$create_connection(
Foo = 123

## End(Not run)
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Creates a connection that can then be given to other Amazon Web Services services like Cc
Creates a resource that represents the infrastructure where a third-party provider is installec
Creates a link to a specified external Git repository

Creates a sync configuration which allows Amazon Web Services to sync content from a G
The connection to be deleted

The host to be deleted

Deletes the association between your connection and a specified external Git repository
Deletes the sync configuration for a specified repository and connection

Returns the connection ARN and details such as status, owner, and provider type

Returns the host ARN and details such as status, provider type, endpoint, and, if applicable
Returns details about a repository link

Returns details about the sync status for a repository

Returns the status of the sync with the Git repository for a specific Amazon Web Services r
Returns a list of the most recent sync blockers

Returns details about a sync configuration, including the sync type and resource name
Lists the connections associated with your account

Lists the hosts associated with your account

Lists the repository links created for connections in your account

Lists the repository sync definitions for repository links in your account

Returns a list of sync configurations for a specified repository

Gets the set of key-value pairs (metadata) that are used to manage the resource

Adds to or modifies the tags of the given resource

Removes tags from an Amazon Web Services resource

Updates a specified host with the provided configurations

Updates the association between your connection and a specified external Git repository
Allows you to update the status of a sync blocker, resolving the blocker and allowing synci
Updates the sync configuration for your connection and a specified external Git repository

codestarnotifications AWS CodeStar Notifications
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Description

This AWS CodeStar Notifications API Reference provides descriptions and usage examples of the
operations and data types for the AWS CodeStar Notifications API. You can use the AWS CodeStar
Notifications API to work with the following objects:

Notification rules, by calling the following:

* create_notification_rule, which creates a notification rule for a resource in your account.
e delete_notification_rule, which deletes a notification rule.

* describe_notification_rule, which provides information about a notification rule.

e list_notification_rules, which lists the notification rules associated with your account.

e update_notification_rule, which changes the name, events, or targets associated with a
notification rule.

* subscribe, which subscribes a target to a notification rule.

* unsubscribe, which removes a target from a notification rule.
Targets, by calling the following:

* delete_target, which removes a notification rule target from a notification rule.

» list_targets, which lists the targets associated with a notification rule.
Events, by calling the following:

» list_event_types, which lists the event types you can include in a notification rule.
Tags, by calling the following:

e list_tags_for_resource, which lists the tags already associated with a notification rule in
your account.

* tag_resource, which associates a tag you provide with a notification rule in your account.
* untag_resource, which removes a tag from a notification rule in your account.

For information about how to use AWS CodeStar Notifications, see the Amazon Web Services
Developer Tools Console User Guide.

Usage

codestarnotifications(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL


https://docs.aws.amazon.com/dtconsole/latest/userguide/what-is-dtconsole.html
https://docs.aws.amazon.com/dtconsole/latest/userguide/what-is-dtconsole.html
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Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
+ access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- codestarnotifications(
config = list(
credentials = list(
creds = list(
access_key_id = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

codestarnotifications

),

credentials = list(

creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”

),

profile = "string",
anonymous = "logical”

),

endpoint = "string”,

region = "string”

Operations

create_notification_rule
delete_notification_rule
delete_target
describe_notification_rule
list_event_types
list_notification_rules
list_tags_for_resource
list_targets

subscribe

tag_resource
unsubscribe
untag_resource
update_notification_rule

Examples

## Not run:

Creates a notification rule for a resource

Deletes a notification rule for a resource

Deletes a specified target for notifications

Returns information about a specified notification rule

Returns information about the event types available for configuring notifications

Returns a list of the notification rules for an Amazon Web Services account

Returns a list of the tags associated with a notification rule

Returns a list of the notification rule targets for an Amazon Web Services account

Creates an association between a notification rule and an Chatbot topic or Chatbot client so that tl
Associates a set of provided tags with a notification rule

Removes an association between a notification rule and an Chatbot topic so that subscribers to th:
Removes the association between one or more provided tags and a notification rule

Updates a notification rule for a resource

svc <- codestarnotifications()
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svc$create_notification_rule(
Foo = 123

)

## End(Not run)

cognitoidentity Amazon Cognito Identity

Description

Amazon Cognito Federated Identities

Amazon Cognito Federated Identities is a web service that delivers scoped temporary credentials to
mobile devices and other untrusted environments. It uniquely identifies a device and supplies the
user with a consistent identity over the lifetime of an application.

Using Amazon Cognito Federated Identities, you can enable authentication with one or more third-
party identity providers (Facebook, Google, or Login with Amazon) or an Amazon Cognito user
pool, and you can also choose to support unauthenticated access from your app. Cognito delivers
a unique identifier for each user and acts as an OpenlD token provider trusted by AWS Security
Token Service (STS) to access temporary, limited-privilege AWS credentials.

For a description of the authentication flow from the Amazon Cognito Developer Guide see Au-
thentication Flow.

For more information see Amazon Cognito Federated Identities.

Usage

cognitoidentity(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
+ access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.


https://docs.aws.amazon.com/cognito/latest/developerguide/authentication-flow.html
https://docs.aws.amazon.com/cognito/latest/developerguide/authentication-flow.html
https://docs.aws.amazon.com/cognito/latest/developerguide/cognito-identity.html
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* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
¢ close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

* s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- cognitoidentity(
config = list(
credentials = list(
creds = list(
access_key_id = "string",
secret_access_key = "string",
session_token = "string"
),
profile = "string”,
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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),
cred
cr

),
pr
an

),
endp
regi

Operations

entials = list(
eds = list(
access_key_id = "string",

secret_access_key = "string”,

session_token = "string"

ofile = "string”,
onymous = "logical”

oint = "string”,
on = "string”

create_identity_pool
delete_identities
delete_identity_pool
describe_identity
describe_identity_pool
get_credentials_for_identity

get_id

get_identity_pool_roles
get_open_id_token
get_open_id_token_for_developer_identity
get_principal_tag_attribute_map
list_identities

list_identity_pools

list_tags_for_resource
lookup_developer_identity

merge_de

veloper_identities

set_identity_pool_roles
set_principal_tag_attribute_map
tag_resource
unlink_developer_identity
unlink_identity

untag_resource
update_identity_pool

Examples

## Not
svc <-

run:
cognitoidentity()

svc$create_identity_pool(
Foo = 123

209

Creates a new identity pool

Deletes identities from an identity pool

Deletes an identity pool

Returns metadata related to the given identity, including when the identity was c
Gets details about a particular identity pool, including the pool name, ID descrif
Returns credentials for the provided identity ID

Generates (or retrieves) a Cognito ID

Gets the roles for an identity pool

Gets an OpenlD token, using a known Cognito ID

Registers (or retrieves) a Cognito Identityld and an OpenID Connect token for a
Use GetPrincipalTagAttributeMap to list all mappings between PrincipalTags ar
Lists the identities in an identity pool

Lists all of the Cognito identity pools registered for your account

Lists the tags that are assigned to an Amazon Cognito identity pool

Retrieves the IdentityID associated with a DeveloperUserldentifier or the list of
Merges two users having different Identitylds, existing in the same identity pool
Sets the roles for an identity pool

You can use this operation to use default (username and clientID) attribute or cu
Assigns a set of tags to the specified Amazon Cognito identity pool

Unlinks a DeveloperUserldentifier from an existing identity

Unlinks a federated identity from an existing account

Removes the specified tags from the specified Amazon Cognito identity pool
Updates an identity pool
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)

## End(Not run)

cognitoidentityprovider
Amazon Cognito Identity Provider

Description

With the Amazon Cognito user pools API, you can configure user pools and authenticate users. To
authenticate users from third-party identity providers (IdPs) in this API, you can link IdP users to
native user profiles. Learn more about the authentication and authorization of federated users at
Adding user pool sign-in through a third party and in the User pool federation endpoints and hosted
UI reference.

This API reference provides detailed information about API operations and object types in Amazon
Cognito.

Along with resource management operations, the Amazon Cognito user pools API includes classes
of operations and authorization models for client-side and server-side authentication of users. You
can interact with operations in the Amazon Cognito user pools API as any of the following subjects.

1. An administrator who wants to configure user pools, app clients, users, groups, or other user
pool functions.

2. A server-side app, like a web application, that wants to use its Amazon Web Services privileges
to manage, authenticate, or authorize a user.

3. A client-side app, like a mobile app, that wants to make unauthenticated requests to manage,
authenticate, or authorize a user.

For more information, see Using the Amazon Cognito user pools API and user pool endpoints in
the Amazon Cognito Developer Guide.
With your Amazon Web Services SDK, you can build the logic to support operational flows in every
use case for this API. You can also make direct REST API requests to Amazon Cognito user pools
service endpoints. The following links can get you started with the CognitoIdentityProvider
client in other supported Amazon Web Services SDKs.

* Amazon Web Services Command Line Interface

* Amazon Web Services SDK for .NET

* Amazon Web Services SDK for C++

* Amazon Web Services SDK for Go

* Amazon Web Services SDK for Java V2

* Amazon Web Services SDK for JavaScript

e Amazon Web Services SDK for PHP V3

* Amazon Web Services SDK for Python


https://docs.aws.amazon.com/cognito/latest/developerguide/cognito-user-pools-identity-federation-consolidate-users.html
https://docs.aws.amazon.com/cognito/latest/developerguide/cognito-user-pools-identity-federation-consolidate-users.html
https://docs.aws.amazon.com/cognito/latest/developerguide/cognito-user-pools-identity-federation.html
https://docs.aws.amazon.com/cognito/latest/developerguide/cognito-userpools-server-contract-reference.html
https://docs.aws.amazon.com/cognito/latest/developerguide/cognito-userpools-server-contract-reference.html
https://docs.aws.amazon.com/cognito/latest/developerguide/user-pools-API-operations.html
https://docs.aws.amazon.com/general/latest/gr/cognito_identity.html#cognito_identity_your_user_pools_region
https://docs.aws.amazon.com/general/latest/gr/cognito_identity.html#cognito_identity_your_user_pools_region
https://docs.aws.amazon.com/cli/latest/reference/cognito-idp/#cli-aws-cognito-idp
https://docs.aws.amazon.com/sdkfornet/v3/apidocs/items/CognitoIdentityProvider/TCognitoIdentityProviderClient.html
https://sdk.amazonaws.com/cpp/api/LATEST/aws-cpp-sdk-cognito-idp/html/class_aws_1_1_cognito_identity_provider_1_1_cognito_identity_provider_client.html
https://docs.aws.amazon.com/sdk-for-go/api/service/cognitoidentityprovider/#CognitoIdentityProvider
https://sdk.amazonaws.com/java/api/latest/software/amazon/awssdk/services/cognitoidentityprovider/CognitoIdentityProviderClient.html
https://docs.aws.amazon.com/AWSJavaScriptSDK/latest/AWS/CognitoIdentityServiceProvider.html
https://docs.aws.amazon.com/aws-sdk-php/v3/api/api-cognito-idp-2016-04-18.html
https://boto3.amazonaws.com/v1/documentation/api/latest/reference/services/cognito-idp.html
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* Amazon Web Services SDK for Ruby V3

To get started with an Amazon Web Services SDK, see Tools to Build on Amazon Web Services.
For example actions and scenarios, see Code examples for Amazon Cognito Identity Provider using
Amazon Web Services SDKs.

Usage

cognitoidentityprovider(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
+ access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

* s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.


https://docs.aws.amazon.com/sdk-for-ruby/v3/api/Aws/CognitoIdentityProvider/Client.html
https://aws.amazon.com/developer/tools/
https://docs.aws.amazon.com/cognito/latest/developerguide/service_code_examples_cognito-identity-provider.html
https://docs.aws.amazon.com/cognito/latest/developerguide/service_code_examples_cognito-identity-provider.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- cognitoidentityprovider(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string”,
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations
add_custom_attributes Adds additional user attributes to the user pool schema
admin_add_user_to_group Adds a user to a group
admin_confirm_sign_up This TAM-authenticated API operation provides a code that Amazon Cognito sent to y
admin_create_user Creates a new user in the specified user pool
admin_delete_user Deletes a user as an administrator
admin_delete_user_attributes Deletes the user attributes in a user pool as an administrator
admin_disable_provider_for_user Prevents the user from signing in with the specified external (SAML or social) identity

admin_disable_user Deactivates a user and revokes all access tokens for the user
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admin_enable_user
admin_forget_device
admin_get_device
admin_get_user
admin_initiate_auth
admin_link_provider_for_user
admin_list_devices

Enables the specified user as an administrator

Forgets the device, as an administrator

Gets the device, as an administrator

Gets the specified user by user name in a user pool as an administrator

Initiates the authentication flow, as an administrator

Links an existing user account in a user pool (DestinationUser) to an identity from an ¢
Lists devices, as an administrator

admin_list_groups_for_user
admin_list_user_ auth_events

Lists the groups that a user belongs to
A history of user activity and any risks detected as part of Amazon Cognito advanced s

admin_remove_user_from_group Removes the specified user from the specified group

admin_reset_user_password Resets the specified user’s password in a user pool as an administrator
admin_respond_to_auth_challenge Some API operations in a user pool generate a challenge, like a prompt for an MFA co
admin_set_user_mfa_preference The user’s multi-factor authentication (MFA) preference, including which MFA option

admin_set_user_password
admin_set_user_settings

admin_update_auth_event_feedback

admin_update_device_status
admin_update_user_attributes
admin_user_global_sign_out
associate_software_token
change_password
confirm_device
confirm_forgot_password
confirm_sign_up
create_group
create_identity_provider
create_resource_server
create_user_import_job
create_user_pool
create_user_pool_client
create_user_pool_domain
delete_group
delete_identity_provider
delete_resource_server
delete_user
delete_user_attributes
delete_user_pool
delete_user_pool_client
delete_user_pool_domain
describe_identity_provider
describe_resource_server
describe_risk_configuration
describe_user_import_job
describe_user_pool
describe_user_pool_client
describe_user_pool_domain
forget_device
forgot_password

Sets the specified user’s password in a user pool as an administrator

This action is no longer supported

Provides feedback for an authentication event indicating if it was from a valid user
Updates the device status as an administrator

This action might generate an SMS text message

Invalidates the identity, access, and refresh tokens that Amazon Cognito issued to a use
Begins setup of time-based one-time password (TOTP) multi-factor authentication (Ml
Changes the password for a specified user in a user pool

Confirms tracking of the device

Allows a user to enter a confirmation code to reset a forgotten password

This public API operation provides a code that Amazon Cognito sent to your user whe
Creates a new group in the specified user pool

Creates an IdP for a user pool

Creates a new OAuth2

Creates a user import job

This action might generate an SMS text message

Creates the user pool client

Creates a new domain for a user pool

Deletes a group

Deletes an IdP for a user pool

Deletes a resource server

Allows a user to delete their own user profile

Deletes the attributes for a user

Deletes the specified Amazon Cognito user pool

Allows the developer to delete the user pool client

Deletes a domain for a user pool

Gets information about a specific IdP

Describes a resource server

Describes the risk configuration

Describes the user import job

Returns the configuration information and metadata of the specified user pool

Client method for returning the configuration information and metadata of the specifie
Gets information about a domain

Forgets the specified device

Calling this API causes a message to be sent to the end user with a confirmation code t
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get_csv_header

get_device

get_group
get_identity_provider_by_identifier
get_log_delivery_configuration
get_signing_certificate
get_ui_customization
get_user
get_user_attribute_verification_code
get_user_pool_mfa_config
global_sign_out
initiate_auth

list_devices

list_groups
list_identity_providers
list_resource_servers
list_tags_for_resource
list_user_import_jobs
list_user_pool_clients
list_user_pools

list_users
list_users_in_group
resend_confirmation_code
respond_to_auth_challenge
revoke token
set_log_delivery_configuration
set_risk_configuration
set_ui_customization
set_user_mfa_preference
set_user_pool_mfa_config
set_user_settings

sign_up
start_user_import_job
stop_user_import_job
tag_resource
untag_resource
update_auth_event_feedback
update_device_status
update_group
update_identity_provider
update_resource_server
update_user_attributes
update_user_pool
update_user_pool_client
update_user_pool_domain
verify_software_token
verify_user_attribute

cognitoidentityprovider

Gets the header information for the comma-separated value (CSV) file to be used as in
Gets the device

Gets a group

Gets the specified IdP

Gets the detailed activity logging configuration for a user pool

This method takes a user pool ID, and returns the signing certificate

Gets the user interface (UI) Customization information for a particular app client’s app
Gets the user attributes and metadata for a user

Generates a user attribute verification code for the specified attribute name

Gets the user pool multi-factor authentication (MFA) configuration

Invalidates the identity, access, and refresh tokens that Amazon Cognito issued to a use
Initiates sign-in for a user in the Amazon Cognito user directory

Lists the sign-in devices that Amazon Cognito has registered to the current user

Lists the groups associated with a user pool

Lists information about all IdPs for a user pool

Lists the resource servers for a user pool

Lists the tags that are assigned to an Amazon Cognito user pool

Lists user import jobs for a user pool

Lists the clients that have been created for the specified user pool

Lists the user pools associated with an Amazon Web Services account

Lists users and their basic details in a user pool

Lists the users in the specified group

Resends the confirmation (for confirmation of registration) to a specific user in the uses
Some API operations in a user pool generate a challenge, like a prompt for an MFA co
Revokes all of the access tokens generated by, and at the same time as, the specified re
Sets up or modifies the detailed activity logging configuration of a user pool
Configures actions on detected risks

Sets the user interface (UI) customization information for a user pool’s built-in app UI
Set the user’s multi-factor authentication (MFA) method preference, including which N
Sets the user pool multi-factor authentication (MFA) configuration

This action is no longer supported

Registers the user in the specified user pool and creates a user name, password, and use
Starts the user import

Stops the user import job

Assigns a set of tags to an Amazon Cognito user pool

Removes the specified tags from an Amazon Cognito user pool

Provides the feedback for an authentication event, whether it was from a valid user or 1
Updates the device status

Updates the specified group with the specified attributes

Updates IdP information for a user pool

Updates the name and scopes of resource server

With this operation, your users can update one or more of their attributes with their ow
This action might generate an SMS text message

Updates the specified user pool app client with the specified attributes

Updates the Secure Sockets Layer (SSL) certificate for the custom domain for your use
Use this API to register a user’s entered time-based one-time password (TOTP) code a
Verifies the specified user attributes in the user pool
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Examples

## Not run:
svc <- cognitoidentityprovider()
# This request submits a value for all possible parameters for
# AdminCreateUser.
svc$admin_create_user(
DesiredDeliveryMediums = list(

"SMS"
),
MessageAction = "SUPPRESS",
TemporaryPassword = "This-is-my-test-99!",
UserAttributes = list(
list(
Name = "name",
Value = "John"
),
list(
Name = "phone_number”,
Value = "+12065551212"
),
list(
Name = "email”,
Value = "testuser@example.com”
)
),
UserPoolld = "us-east-1_EXAMPLE",
Username = "testuser”

## End(Not run)

cognitosync Amazon Cognito Sync

Description

Amazon Cognito Sync provides an AWS service and client library that enable cross-device syncing
of application-related user data. High-level client libraries are available for both iOS and Android.
You can use these libraries to persist data locally so that it’s available even if the device is offline.
Developer credentials don’t need to be stored on the mobile device to access the service. You can
use Amazon Cognito to obtain a normalized user ID and credentials. User data is persisted in a
dataset that can store up to 1 MB of key-value pairs, and you can have up to 20 datasets per user
identity.

With Amazon Cognito Sync, the data stored for each identity is accessible only to credentials as-
signed to that identity. In order to use the Cognito Sync service, you need to make API calls using
credentials retrieved with Amazon Cognito Identity service.


https://docs.aws.amazon.com/cognitoidentity/latest/APIReference/Welcome.html
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If you want to use Cognito Sync in an Android or iOS application, you will probably want to make
API calls via the AWS Mobile SDK. To learn more, see the Developer Guide for Android and the
Developer Guide for iOS.

Usage

cognitosync(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
x access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.


https://docs.amplify.aws/android/start/getting-started/introduction/
https://docs.amplify.aws/swift/start/getting-started/introduction/
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- cognitosync(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string”,
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations
bulk_publish Initiates a bulk publish of all existing datasets for an Identity Pool to the configured stream
delete_dataset Deletes the specific dataset
describe_dataset Gets meta data about a dataset by identity and dataset name
describe_identity_pool_usage Gets usage details (for example, data storage) about a particular identity pool
describe_identity_usage Gets usage information for an identity, including number of datasets and data usage
get_bulk_publish_details Get the status of the last BulkPublish operation for an identity pool
get_cognito_events Gets the events and the corresponding Lambda functions associated with an identity pool

get_identity_pool_configuration  Gets the configuration settings of an identity pool
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list_datasets
list_identity_pool_usage
list_records

register_device
set_cognito_events
set_identity_pool_configuration
subscribe_to_dataset
unsubscribe_from_dataset
update_records

Examples

## Not run:

svc <- cognitosync()

svc$bulk_publish(
Foo = 123

)

## End(Not run)

comprehend

Lists datasets for an identity

Gets a list of identity pools registered with Cognito

Gets paginated records, optionally changed after a particular sync count for a dataset and ic
Registers a device to receive push sync notifications

Sets the AWS Lambda function for a given event type for an identity pool

Sets the necessary configuration for push sync

Subscribes to receive notifications when a dataset is modified by another device
Unsubscribes from receiving notifications when a dataset is modified by another device
Posts updates to records and adds and deletes records for a dataset and user

comprehend Amazon Comprehend

Description

Amazon Comprehend is an Amazon Web Services service for gaining insight into the content of
documents. Use these actions to determine the topics contained in your documents, the topics they
discuss, the predominant sentiment expressed in them, the predominant language used, and more.

Usage

comprehend(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:

— creds:

# access_key_id: AWS access key ID
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* secret_access_key: AWS secret access key
# session_token: AWS temporary session token
— profile: The name of a profile to use. If not given, then the default
profile is used.
— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

 timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- comprehend(
config = list(
credentials = list(
creds = list(
access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string”,
anonymous = "logical”
),

endpoint = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html

220

region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,

comprehend

sts_regional_endpoint = "string"

),
credentials = list(
creds = list(
access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
))
endpoint = "string”,
region = "string"

Operations

batch_detect_dominant_language
batch_detect_entities
batch_detect_key_phrases
batch_detect_sentiment
batch_detect_syntax
batch_detect_targeted_sentiment
classify_document
contains_pii_entities
create_dataset
create_document_classifier
create_endpoint
create_entity_recognizer
create_flywheel
delete_document_classifier
delete_endpoint
delete_entity_recognizer
delete_flywheel
delete_resource_policy
describe_dataset
describe_document_classification_job
describe_document_classifier
describe_dominant_language_detection_job
describe_endpoint
describe_entities_detection_job
describe_entity_recognizer
describe_events_detection_job
describe_flywheel

Determines the dominant language of the input text for a batch of documents
Inspects the text of a batch of documents for named entities and returns inform:
Detects the key noun phrases found in a batch of documents

Inspects a batch of documents and returns an inference of the prevailing sentim
Inspects the text of a batch of documents for the syntax and part of speech of tk
Inspects a batch of documents and returns a sentiment analysis for each entity i
Creates a classification request to analyze a single document in real-time
Analyzes input text for the presence of personally identifiable information (PII)
Creates a dataset to upload training or test data for a model associated with a fl;
Creates a new document classifier that you can use to categorize documents
Creates a model-specific endpoint for synchronous inference for a previously tr
Creates an entity recognizer using submitted files

A flywheel is an Amazon Web Services resource that orchestrates the ongoing
Deletes a previously created document classifier

Deletes a model-specific endpoint for a previously-trained custom model
Deletes an entity recognizer

Deletes a flywheel

Deletes a resource-based policy that is attached to a custom model

Returns information about the dataset that you specify

Gets the properties associated with a document classification job

Gets the properties associated with a document classifier

Gets the properties associated with a dominant language detection job

Gets the properties associated with a specific endpoint

Gets the properties associated with an entities detection job

Provides details about an entity recognizer including status, S3 buckets contain
Gets the status and details of an events detection job

Provides configuration information about the flywheel
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describe_flywheel_iteration
describe_key_phrases_detection_job
describe_pii_entities_detection_job
describe_resource_policy
describe_sentiment_detection_job

describe_targeted_sentiment_detection_job

describe_topics_detection_job
detect_dominant_language
detect_entities

detect_key_phrases
detect_pii_entities

detect_sentiment

detect_syntax
detect_targeted_sentiment
detect_toxic_content

import_model

list_datasets
list_document_classification_jobs
list_document_classifiers
list_document_classifier_summaries
list_dominant_language_detection_jobs
list_endpoints
list_entities_detection_jobs
list_entity_recognizers
list_entity_recognizer_summaries
list_events_detection_jobs
list_flywheel_iteration_history
list_flywheels
list_key_phrases_detection_jobs
list_pii_entities_detection_jobs
list_sentiment_detection_jobs
list_tags_for_resource
list_targeted_sentiment_detection_jobs
list_topics_detection_jobs
put_resource_policy
start_document_classification_job
start_dominant_language_detection_job
start_entities_detection_job
start_events_detection_job
start_flywheel_iteration
start_key_phrases_detection_job
start_pii_entities_detection_job
start_sentiment_detection_job
start_targeted_sentiment_detection_job
start_topics_detection_job
stop_dominant_language_detection_job
stop_entities_detection_job
stop_events_detection_job
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Retrieve the configuration properties of a flywheel iteration

Gets the properties associated with a key phrases detection job

Gets the properties associated with a PII entities detection job

Gets the details of a resource-based policy that is attached to a custom model, i
Gets the properties associated with a sentiment detection job

Gets the properties associated with a targeted sentiment detection job

Gets the properties associated with a topic detection job

Determines the dominant language of the input text

Detects named entities in input text when you use the pre-trained model
Detects the key noun phrases found in the text

Inspects the input text for entities that contain personally identifiable informatic
Inspects text and returns an inference of the prevailing sentiment (POSITIVE, I
Inspects text for syntax and the part of speech of words in the document
Inspects the input text and returns a sentiment analysis for each entity identifiec
Performs toxicity analysis on the list of text strings that you provide as input
Creates a new custom model that replicates a source custom model that you im
List the datasets that you have configured in this Region

Gets a list of the documentation classification jobs that you have submitted
Gets a list of the document classifiers that you have created

Gets a list of summaries of the document classifiers that you have created

Gets a list of the dominant language detection jobs that you have submitted
Gets a list of all existing endpoints that you’ve created

Gets a list of the entity detection jobs that you have submitted

Gets a list of the properties of all entity recognizers that you created, including
Gets a list of summaries for the entity recognizers that you have created

Gets a list of the events detection jobs that you have submitted

Information about the history of a flywheel iteration

Gets a list of the flywheels that you have created

Get a list of key phrase detection jobs that you have submitted

Gets a list of the PII entity detection jobs that you have submitted

Gets a list of sentiment detection jobs that you have submitted

Lists all tags associated with a given Amazon Comprehend resource

Gets a list of targeted sentiment detection jobs that you have submitted

Gets a list of the topic detection jobs that you have submitted

Attaches a resource-based policy to a custom model

Starts an asynchronous document classification job using a custom classificatio
Starts an asynchronous dominant language detection job for a collection of doc
Starts an asynchronous entity detection job for a collection of documents

Starts an asynchronous event detection job for a collection of documents

Start the flywheel iteration

Starts an asynchronous key phrase detection job for a collection of documents
Starts an asynchronous PII entity detection job for a collection of documents
Starts an asynchronous sentiment detection job for a collection of documents
Starts an asynchronous targeted sentiment detection job for a collection of doct
Starts an asynchronous topic detection job

Stops a dominant language detection job in progress

Stops an entities detection job in progress

Stops an events detection job in progress
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stop_key_phrases_detection_job Stops a key phrases detection job in progress
stop_pii_entities_detection_job Stops a PII entities detection job in progress
stop_sentiment_detection_job Stops a sentiment detection job in progress
stop_targeted_sentiment_detection_job Stops a targeted sentiment detection job in progress
stop_training_document_classifier Stops a document classifier training job while in progress
stop_training_entity_recognizer Stops an entity recognizer training job while in progress
tag_resource Associates a specific tag with an Amazon Comprehend resource
untag_resource Removes a specific tag associated with an Amazon Comprehend resource
update_endpoint Updates information about the specified endpoint
update_flywheel Update the configuration information for an existing flywheel
Examples
## Not run:

svc <- comprehend()
svc$batch_detect_dominant_language(
Foo = 123

)

## End(Not run)

comprehendmedical AWS Comprehend Medical

Description

Amazon Comprehend Medical extracts structured information from unstructured clinical text. Use
these actions to gain insight in your documents. Amazon Comprehend Medical only detects entities
in English language texts. Amazon Comprehend Medical places limits on the sizes of files allowed
for different API operations. To learn more, see Guidelines and quotas in the Amazon Comprehend
Medical Developer Guide.

Usage

comprehendmedical (
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL


https://docs.aws.amazon.com/comprehend-medical/latest/dev/comprehendmedical-quotas.html
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Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
+ access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- comprehendmedical(
config = list(
credentials = list(
creds = list(
access_key_id = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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secret_access_key = "string",
session_token = "string”

),

profile = "string",

anonymous = "logical”

),
endpoint = "string”,
region = "string",

close_connection = "logical”,

timeout = "numeric”,

s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations

describe_entities_detection_v2_job
describe_icd10cm_inference_job
describe_phi_detection_job
describe_rx_norm_inference_job
describe_snomedct_inference_job
detect_entities

detect_entities_v?2

detect_phi

infer_icd10cm

infer_rx_norm

infer_snomedct
list_entities_detection_v2_jobs
list_icd10cm_inference_jobs
list_phi_detection_jobs
list_rx_norm_inference_jobs
list_snomedct_inference_jobs
start_entities_detection_v2_job
start_icd10cm_inference_job
start_phi_detection_job
start_rx_norm_inference_job

Gets the properties associated with a medical entities detection job

Gets the properties associated with an InferICD10CM job

Gets the properties associated with a protected health information (PHI) detection job
Gets the properties associated with an InferRxNorm job

Gets the properties associated with an InferSNOMEDCT job

The DetectEntities operation is deprecated

Inspects the clinical text for a variety of medical entities and returns specific information
Inspects the clinical text for protected health information (PHI) entities and returns the e
InferICD10CM detects medical conditions as entities listed in a patient record and links
InferRxNorm detects medications as entities listed in a patient record and links to the no
InferSNOMEDCT detects possible medical concepts as entities and links them to codes
Gets a list of medical entity detection jobs that you have submitted

Gets a list of InferICD10CM jobs that you have submitted

Gets a list of protected health information (PHI) detection jobs you have submitted

Gets a list of InferRxNorm jobs that you have submitted

Gets a list of InferSNOMEDCT jobs a user has submitted

Starts an asynchronous medical entity detection job for a collection of documents

Starts an asynchronous job to detect medical conditions and link them to the ICD-10-CM
Starts an asynchronous job to detect protected health information (PHI)

Starts an asynchronous job to detect medication entities and link them to the RxNorm on
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start_snomedct_inference_job Starts an asynchronous job to detect medical concepts and link them to the SNOMED-C
stop_entities_detection_v2_job Stops a medical entities detection job in progress
stop_icd10cm_inference_job Stops an InferICD10CM inference job in progress
stop_phi_detection_job Stops a protected health information (PHI) detection job in progress
stop_rx_norm_inference_job Stops an InferRxNorm inference job in progress
stop_snomedct_inference_job Stops an InferSNOMEDCT inference job in progress
Examples
## Not run:

svc <- comprehendmedical ()
svc$describe_entities_detection_v2_job(
Foo = 123

)

## End(Not run)

computeoptimizer AWS Compute Optimizer

Description

Compute Optimizer is a service that analyzes the configuration and utilization metrics of your Ama-
zon Web Services compute resources, such as Amazon EC2 instances, Amazon EC2 Auto Scaling
groups, Lambda functions, Amazon EBS volumes, and Amazon ECS services on Fargate. It reports
whether your resources are optimal, and generates optimization recommendations to reduce the cost
and improve the performance of your workloads. Compute Optimizer also provides recent utiliza-
tion metric data, in addition to projected utilization metric data for the recommendations, which
you can use to evaluate which recommendation provides the best price-performance trade-off. The
analysis of your usage patterns can help you decide when to move or resize your running resources,
and still meet your performance and capacity requirements. For more information about Compute
Optimizer, including the required permissions to use the service, see the Compute Optimizer User
Guide.

Usage

computeoptimizer(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL


https://docs.aws.amazon.com/compute-optimizer/latest/ug/
https://docs.aws.amazon.com/compute-optimizer/latest/ug/
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Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
+ access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- computeoptimizer(
config = list(
credentials = list(
creds = list(
access_key_id = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"
),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations

delete_recommendation_preferences
describe_recommendation_export_jobs
export_auto_scaling_group_recommendations
export_ebs_volume_recommendations
export_ec2_instance_recommendations
export_ecs_service_recommendations
export_lambda_function_recommendations
export_license_recommendations
get_auto_scaling_group_recommendations
get_ebs_volume_recommendations
get_ec2_instance_recommendations
get_ec2_recommendation_projected_metrics
get_ecs_service_recommendation_projected_metrics
get_ecs_service_recommendations
get_effective_recommendation_preferences
get_enrollment_status
get_enrollment_statuses_for_organization
get_lambda_function_recommendations
get_license_recommendations
get_recommendation_preferences
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Deletes a recommendation preference, such as enhanced infrastructure
Describes recommendation export jobs created in the last seven days
Exports optimization recommendations for Auto Scaling groups
Exports optimization recommendations for Amazon EBS volumes
Exports optimization recommendations for Amazon EC2 instances
Exports optimization recommendations for Amazon ECS services on |
Exports optimization recommendations for Lambda functions

Export optimization recommendations for your licenses

Returns Auto Scaling group recommendations

Returns Amazon Elastic Block Store (Amazon EBS) volume recomme
Returns Amazon EC2 instance recommendations

Returns the projected utilization metrics of Amazon EC2 instance recc
Returns the projected metrics of Amazon ECS service recommendatio
Returns Amazon ECS service recommendations

Returns the recommendation preferences that are in effect for a given 1
Returns the enrollment (opt in) status of an account to the Compute O
Returns the Compute Optimizer enrollment (opt-in) status of organiza
Returns Lambda function recommendations

Returns license recommendations for Amazon EC2 instances that run
Returns existing recommendation preferences, such as enhanced infra:
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get_recommendation_summaries Returns the optimization findings for an account
put_recommendation_preferences Creates a new recommendation preference or updates an existing reco
update_enrollment_status Updates the enrollment (opt in and opt out) status of an account to the
Examples
## Not run:

svc <- computeoptimizer()

svc$delete_recommendation_preferences(
Foo = 123

)

## End(Not run)

configservice AWS Config

Description

Config

Config provides a way to keep track of the configurations of all the Amazon Web Services resources
associated with your Amazon Web Services account. You can use Config to get the current and
historical configurations of each Amazon Web Services resource and also to get information about
the relationship between the resources. An Amazon Web Services resource can be an Amazon
Compute Cloud (Amazon EC2) instance, an Elastic Block Store (EBS) volume, an elastic network
Interface (ENI), or a security group. For a complete list of resources currently supported by Config,
see Supported Amazon Web Services resources.

You can access and manage Config through the Amazon Web Services Management Console, the
Amazon Web Services Command Line Interface (Amazon Web Services CLI), the Config API, or
the Amazon Web Services SDKs for Config. This reference guide contains documentation for the
Config API and the Amazon Web Services CLI commands that you can use to manage Config.
The Config API uses the Signature Version 4 protocol for signing requests. For more information
about how to sign a request with this protocol, see Signature Version 4 Signing Process. For detailed
information about Config features and their associated actions or commands, as well as how to work
with Amazon Web Services Management Console, see What Is Config in the Config Developer
Guide.

Usage

configservice(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL


https://docs.aws.amazon.com/config/latest/developerguide/resource-config-reference.html#supported-resources
https://docs.aws.amazon.com/IAM/latest/UserGuide/reference_aws-signing.html
https://docs.aws.amazon.com/config/latest/developerguide/WhatIsConfig.html
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Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
+ access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- configservice(
config = list(
credentials = list(
creds = list(
access_key_id = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"
),
credentials = list(
creds = list(
access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”

Operations

batch_get_aggregate_resource_config
batch_get_resource_config
delete_aggregation_authorization
delete_config_rule
delete_configuration_aggregator
delete_configuration_recorder
delete_conformance_pack
delete_delivery_channel
delete_evaluation_results
delete_organization_config_rule
delete_organization_conformance_pack
delete_pending_aggregation_request
delete_remediation_configuration
delete_remediation_exceptions
delete_resource_config
delete_retention_configuration
delete_stored_query
deliver_config_snapshot
describe_aggregate_compliance_by_config_rules
describe_aggregate_compliance_by_conformance_packs

configservice

Returns the current configuration items for resources that are pres
Returns the BaseConfigurationltem for one or more requested res
Deletes the authorization granted to the specified configuration ag
Deletes the specified Config rule and all of its evaluation results
Deletes the specified configuration aggregator and the aggregated
Deletes the configuration recorder

Deletes the specified conformance pack and all the Config rules, r
Deletes the delivery channel

Deletes the evaluation results for the specified Config rule
Deletes the specified organization Config rule and all of its evalua
Deletes the specified organization conformance pack and all of th
Deletes pending authorization requests for a specified aggregator
Deletes the remediation configuration

Deletes one or more remediation exceptions mentioned in the resc
Records the configuration state for a custom resource that has bee
Deletes the retention configuration

Deletes the stored query for a single Amazon Web Services accou
Schedules delivery of a configuration snapshot to the Amazon S3
Returns a list of compliant and noncompliant rules with the numb
Returns a list of the conformance packs and their associated comg
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describe_aggregation_authorizations
describe_compliance_by_config_rule
describe_compliance_by_resource
describe_config_rule_evaluation_status
describe_config_rules
describe_configuration_aggregators
describe_configuration_aggregator_sources_status
describe_configuration_recorders
describe_configuration_recorder_status
describe_conformance_pack_compliance
describe_conformance_packs
describe_conformance_pack_status
describe_delivery_channels
describe_delivery_channel_status
describe_organization_config_rules
describe_organization_config_rule_statuses
describe_organization_conformance_packs
describe_organization_conformance_pack_statuses
describe_pending_aggregation_requests
describe_remediation_configurations
describe_remediation_exceptions
describe_remediation_execution_status
describe_retention_configurations
get_aggregate_compliance_details_by_config_rule
get_aggregate_config_rule_compliance_summary
get_aggregate_conformance_pack_compliance_summary
get_aggregate_discovered_resource_counts
get_aggregate_resource_config
get_compliance_details_by_config_rule
get_compliance_details_by_resource
get_compliance_summary_by_config_rule
get_compliance_summary_by_resource_type
get_conformance_pack_compliance_details
get_conformance_pack_compliance_summary
get_custom_rule_policy
get_discovered_resource_counts
get_organization_config_rule_detailed_status
get_organization_conformance_pack_detailed_status
get_organization_custom_rule_policy
get_resource_config_history
get_resource_evaluation_summary
get_stored_query
list_aggregate_discovered_resources
list_conformance_pack_compliance_scores
list_discovered_resources
list_resource_evaluations

list_stored_queries

list_tags_for_resource
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Returns a list of authorizations granted to various aggregator acco
Indicates whether the specified Config rules are compliant
Indicates whether the specified Amazon Web Services resources ¢
Returns status information for each of your Config managed rules
Returns details about your Config rules

Returns the details of one or more configuration aggregators
Returns status information for sources within an aggregator
Returns the details for the specified configuration recorders
Returns the current status of the specified configuration recorder ¢
Returns compliance details for each rule in that conformance pacl
Returns a list of one or more conformance packs

Provides one or more conformance packs deployment status
Returns details about the specified delivery channel

Returns the current status of the specified delivery channel
Returns a list of organization Config rules

Provides organization Config rule deployment status for an organi
Returns a list of organization conformance packs

Provides organization conformance pack deployment status for ar
Returns a list of all pending aggregation requests

Returns the details of one or more remediation configurations
Returns the details of one or more remediation exceptions
Provides a detailed view of a Remediation Execution for a set of 1
Returns the details of one or more retention configurations
Returns the evaluation results for the specified Config rule for a sj
Returns the number of compliant and noncompliant rules for one
Returns the count of compliant and noncompliant conformance p:
Returns the resource counts across accounts and regions that are t
Returns configuration item that is aggregated for your specific res
Returns the evaluation results for the specified Config rule
Returns the evaluation results for the specified Amazon Web Serv
Returns the number of Config rules that are compliant and noncor
Returns the number of resources that are compliant and the numb.
Returns compliance details of a conformance pack for all Amazor
Returns compliance details for the conformance pack based on the
Returns the policy definition containing the logic for your Config
Returns the resource types, the number of each resource type, and
Returns detailed status for each member account within an organi
Returns detailed status for each member account within an organi
Returns the policy definition containing the logic for your organiz
For accurate reporting on the compliance status, you must record
Returns a summary of resource evaluation for the specified resour
Returns the details of a specific stored query

Accepts a resource type and returns a list of resource identifiers th
Returns a list of conformance pack compliance scores

Accepts a resource type and returns a list of resource identifiers fc
Returns a list of proactive resource evaluations

Lists the stored queries for a single Amazon Web Services accour
List the tags for Config resource
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put_aggregation_authorization
put_config_rule
put_configuration_aggregator
put_configuration_recorder
put_conformance_pack
put_delivery_channel
put_evaluations
put_external_evaluation
put_organization_config_rule
put_organization_conformance_pack
put_remediation_configurations
put_remediation_exceptions
put_resource_config
put_retention_configuration
put_stored_query
select_aggregate_resource_config
select_resource_config
start_config_rules_evaluation
start_configuration_recorder
start_remediation_execution
start_resource_evaluation
stop_configuration_recorder
tag_resource

untag_resource

Examples

## Not run:
svc <- configservice()

svc$batch_get_aggregate_resource_config(

Foo = 123
)

## End(Not run)

connect

Authorizes the aggregator account and region to collect data from
Adds or updates an Config rule to evaluate if your Amazon Web ¢
Creates and updates the configuration aggregator with the selectec
Creates a new configuration recorder to record configuration chan
Creates or updates a conformance pack

Creates a delivery channel object to deliver configuration informa
Used by an Lambda function to deliver evaluation results to Conf]
Add or updates the evaluations for process checks

Adds or updates an Config rule for your entire organization to eva
Deploys conformance packs across member accounts in an Amaz
Adds or updates the remediation configuration with a specific Cor
A remediation exception is when a specified resource is no longer
Records the configuration state for the resource provided in the re
Creates and updates the retention configuration with details about
Saves a new query or updates an existing saved query

Accepts a structured query language (SQL) SELECT command a
Accepts a structured query language (SQL) SELECT command, |
Runs an on-demand evaluation for the specified Config rules agai
Starts recording configurations of the Amazon Web Services reso
Runs an on-demand remediation for the specified Config rules ag:
Runs an on-demand evaluation for the specified resource to deterr
Stops recording configurations of the Amazon Web Services resot
Associates the specified tags to a resource with the specified resot
Deletes specified tags from a resource

connect Amazon Connect Service

Description

Amazon Connect is a cloud-based contact center solution that you use to set up and manage a
customer contact center and provide reliable customer engagement at any scale.

Amazon Connect provides metrics and real-time reporting that enable you to optimize contact rout-
ing. You can also resolve customer issues more efficiently by getting customers in touch with the

appropriate agents.
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There are limits to the number of Amazon Connect resources that you can create. There are also
limits to the number of requests that you can make per second. For more information, see Amazon
Connect Service Quotas in the Amazon Connect Administrator Guide.
You can connect programmatically to an Amazon Web Services service by using an endpoint. For
a list of Amazon Connect endpoints, see Amazon Connect Endpoints.

Usage

connect(config = list(), credentials = list(), endpoint = NULL, region = NULL)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
+ access_key_id: AWS access key ID
+ secret_access_key: AWS secret access key
* session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.
— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.
 timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile

is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.


https://docs.aws.amazon.com/connect/latest/adminguide/amazon-connect-service-limits.html
https://docs.aws.amazon.com/connect/latest/adminguide/amazon-connect-service-limits.html
https://docs.aws.amazon.com/general/latest/gr/connect_region.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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Service syntax

svc <- connect(

config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
Operations

activate_evaluation_form
associate_analytics_data_set
associate_approved_origin
associate_bot
associate_default_vocabulary
associate_flow
associate_instance_storage_config
associate_lambda_function
associate_lex_bot
associate_phone_number_contact_flow
associate_queue_quick_connects
associate_routing_profile_queues
associate_security_key
associate_traffic_distribution_group_user

connect

Activates an evaluation form in the specified Amazon Connect instance
This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
Associates an existing vocabulary as the default

Associates a connect resource to a flow

This APl is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
Associates a flow with a phone number claimed to your Amazon Connect
This API is in preview release for Amazon Connect and is subject to chan
Associates a set of queues with a routing profile

This API is in preview release for Amazon Connect and is subject to chan;
Associates an agent with a traffic distribution group
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associate_user_proficiencies

batch_associate_analytics_data_set
batch_disassociate_analytics_data_set

batch_get_flow_association
batch_put_contact
claim_phone_number
create_agent_status
create_contact_flow
create_contact_flow_module
create_evaluation_form
create_hours_of_operation
create_instance
create_integration_association
create_participant

create_persistent_contact_association

create_predefined_attribute
create_prompt

create_queue
create_quick_connect
create_routing_profile
create_rule
create_security_profile
create_task_template
create_traffic_distribution_group
create_use_case

create_user
create_user_hierarchy_group
create_view
create_view_version
create_vocabulary
deactivate_evaluation_form
delete_contact_evaluation
delete_contact_flow
delete_contact_flow_module
delete_evaluation_form
delete_hours_of_operation
delete_instance
delete_integration_association
delete_predefined_attribute
delete_prompt

delete_queue
delete_quick_connect
delete_routing_profile
delete_rule
delete_security_profile
delete_task_template
delete_traffic_distribution_group
delete_use_case
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>Associates a set of proficiencies with a user

This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan
Retrieve the flow associations for the given resources

Only the Amazon Connect outbound campaigns service principal is allowe
Claims an available phone number to your Amazon Connect instance or tr
This API is in preview release for Amazon Connect and is subject to chan;
Creates a flow for the specified Amazon Connect instance

Creates a flow module for the specified Amazon Connect instance

Creates an evaluation form in the specified Amazon Connect instance
This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
Creates an Amazon Web Services resource association with an Amazon C
Adds a new participant into an on-going chat contact

Enables rehydration of chats for the lifespan of a contact

Creates a new predefined attribute for the specified Amazon Connect insta
Creates a prompt

This API is in preview release for Amazon Connect and is subject to chan;
Creates a quick connect for the specified Amazon Connect instance
Creates a new routing profile

Creates a rule for the specified Amazon Connect instance

Creates a security profile

Creates a new task template in the specified Amazon Connect instance
Creates a traffic distribution group given an Amazon Connect instance tha
Creates a use case for an integration association

Creates a user account for the specified Amazon Connect instance

Creates a new user hierarchy group

Creates a new view with the possible status of SAVED or PUBLISHED
Publishes a new version of the view identifier

Creates a custom vocabulary associated with your Amazon Connect instan
Deactivates an evaluation form in the specified Amazon Connect instance
Deletes a contact evaluation in the specified Amazon Connect instance
Deletes a flow for the specified Amazon Connect instance

Deletes the specified flow module

Deletes an evaluation form in the specified Amazon Connect instance
This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan
Deletes an Amazon Web Services resource association from an Amazon C
Deletes a predefined attribute from the specified Amazon Connect instancc
Deletes a prompt

Deletes a queue

Deletes a quick connect

Deletes a routing profile

Deletes a rule for the specified Amazon Connect instance

Deletes a security profile

Deletes the task template

Deletes a traffic distribution group

Deletes a use case from an integration association
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delete_user
delete_user_hierarchy_group
delete_view

delete_view_version
delete_vocabulary
describe_agent_status
describe_contact
describe_contact_evaluation
describe_contact_flow
describe_contact_flow_module
describe_evaluation_form
describe_hours_of_operation
describe_instance
describe_instance_attribute
describe_instance_storage_config
describe_phone_number
describe_predefined_attribute
describe_prompt

describe_queue
describe_quick_connect
describe_routing_profile
describe_rule
describe_security_profile
describe_traffic_distribution_group
describe_user
describe_user_hierarchy_group
describe_user_hierarchy_structure
describe_view
describe_vocabulary
disassociate_analytics_data_set
disassociate_approved_origin
disassociate_bot
disassociate_flow
disassociate_instance_storage_config
disassociate_lambda_function
disassociate_lex_bot

disassociate_phone_number_contact_flow

disassociate_queue_quick_connects
disassociate_routing_profile_queues
disassociate_security_key

disassociate_traffic_distribution_group_user

disassociate_user_proficiencies
dismiss_user_contact
get_contact_attributes
get_current_metric_data
get_current_user_data
get_federation_token
get_flow_association

connect

Deletes a user account from the specified Amazon Connect instance
Deletes an existing user hierarchy group

Deletes the view entirely

Deletes the particular version specified in View Version identifier

Deletes the vocabulary that has the given identifier

This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
Describes a contact evaluation in the specified Amazon Connect instance
Describes the specified flow

Describes the specified flow module

Describes an evaluation form in the specified Amazon Connect instance
This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan
This API is in preview release for Amazon Connect and is subject to chan;
Gets details and status of a phone number that’s claimed to your Amazon (
Describes a predefined attribute for the specified Amazon Connect instanc
Describes the prompt

This API is in preview release for Amazon Connect and is subject to chan;
Describes the quick connect

Describes the specified routing profile

Describes a rule for the specified Amazon Connect instance

Gets basic information about the security profle

Gets details and status of a traffic distribution group

Describes the specified user

Describes the specified hierarchy group

Describes the hierarchy structure of the specified Amazon Connect instanc
Retrieves the view for the specified Amazon Connect instance and view id
Describes the specified vocabulary

This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
This APl is in preview release for Amazon Connect and is subject to chan;
Disassociates a connect resource from a flow

This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
Removes the flow association from a phone number claimed to your Ama:
This API is in preview release for Amazon Connect and is subject to chan;
Disassociates a set of queues from a routing profile

This API is in preview release for Amazon Connect and is subject to chan;
Disassociates an agent from a traffic distribution group

Disassociates a set of proficiencies from a user

Dismisses contacts from an agent’s CCP and returns the agent to an availa
Retrieves the contact attributes for the specified contact

Gets the real-time metric data from the specified Amazon Connect instanc
Gets the real-time active user data from the specified Amazon Connect ins
Supports SAML sign-in for Amazon Connect

Retrieves the flow associated for a given resource
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get_metric_data
get_metric_data_v2
get_prompt_file
get_task_template
get_traffic_distribution
import_phone_number
list_agent_statuses
list_analytics_data_associations
list_approved_origins
list_bots
list_contact_evaluations
list_contact_flow_modules
list_contact_flows
list_contact_references
list_default_vocabularies
list_evaluation_forms
list_evaluation_form_versions
list_flow_associations
list_hours_of_operations
list_instance_attributes
list_instances
list_instance_storage_configs
list_integration_associations
list_lambda_functions
list_lex_bots
list_phone_numbers
list_phone_numbers_v2
list_predefined_attributes
list_prompts
list_queue_quick_connects
list_queues
list_quick_connects

list_realtime_contact_analysis_segments_v2

list_routing_profile_queues
list_routing_profiles

list_rules

list_security_keys
list_security_profile_applications
list_security_profile_permissions
list_security_profiles
list_tags_for_resource
list_task_templates
list_traffic_distribution_groups
list_traffic_distribution_group_users
list_use_cases
list_user_hierarchy_groups
list_user_proficiencies

list_users
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Gets historical metric data from the specified Amazon Connect instance
Gets metric data from the specified Amazon Connect instance

Gets the prompt file

Gets details about a specific task template in the specified Amazon Conne
Retrieves the current traffic distribution for a given traffic distribution grou
Imports a claimed phone number from an external service, such as Amazo
This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
Lists contact evaluations in the specified Amazon Connect instance
Provides information about the flow modules for the specified Amazon Cc
Provides information about the flows for the specified Amazon Connect in
This API is in preview release for Amazon Connect and is subject to chan;
Lists the default vocabularies for the specified Amazon Connect instance
Lists evaluation forms in the specified Amazon Connect instance

Lists versions of an evaluation form in the specified Amazon Connect inst:
List the flow association based on the filters

Provides information about the hours of operation for the specified Amazao
This APl is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
Provides summary information about the Amazon Web Services resource :
This API is in preview release for Amazon Connect and is subject to chan
This API is in preview release for Amazon Connect and is subject to chan;
Provides information about the phone numbers for the specified Amazon (
Lists phone numbers claimed to your Amazon Connect instance or traffic
Lists predefined attributes for the specified Amazon Connect instance
Provides information about the prompts for the specified Amazon Connec
This API is in preview release for Amazon Connect and is subject to chan;
Provides information about the queues for the specified Amazon Connect :
Provides information about the quick connects for the specified Amazon C
Provides a list of analysis segments for a real-time analysis session

Lists the queues associated with a routing profile

Provides summary information about the routing profiles for the specified
List all rules for the specified Amazon Connect instance

This API is in preview release for Amazon Connect and is subject to chan
Returns a list of third-party applications in a specific security profile

Lists the permissions granted to a security profile

Provides summary information about the security profiles for the specified
Lists the tags for the specified resource

Lists task templates for the specified Amazon Connect instance

Lists traffic distribution groups

Lists traffic distribution group users

Lists the use cases for the integration association

Provides summary information about the hierarchy groups for the specifie
Lists proficiencies associated with a user

Provides summary information about the users for the specified Amazon C
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list_views

list_view_versions
monitor_contact
pause_contact
put_user_status
release_phone_number
replicate_instance
resume_contact
resume_contact_recording
search_available_phone_numbers
search_contacts
search_hours_of_operations
search_predefined_attributes
search_prompts
search_queues
search_quick_connects
search_resource_tags
search_routing_profiles
search_security_profiles
search_users
search_vocabularies
send_chat_integration_event
start_chat_contact
start_contact_evaluation
start_contact_recording
start_contact_streaming
start_outbound_voice_contact
start_task_contact
start_web_rtc_contact
stop_contact
stop_contact_recording
stop_contact_streaming
submit_contact_evaluation
suspend_contact_recording
tag_contact

tag_resource

transfer_contact
untag_contact

untag_resource
update_agent_status
update_contact
update_contact_attributes
update_contact_evaluation
update_contact_flow_content
update_contact_flow_metadata
update_contact_flow_module_content
update_contact_flow_module_metadata
update_contact_flow_name

connect

Returns views in the given instance

Returns all the available versions for the specified Amazon Connect instan
Initiates silent monitoring of a contact

Allows pausing an ongoing task contact

Changes the current status of a user or agent in Amazon Connect

Releases a phone number previously claimed to an Amazon Connect insta
Replicates an Amazon Connect instance in the specified Amazon Web Ser
Allows resuming a task contact in a paused state

When a contact is being recorded, and the recording has been suspended u
Searches for available phone numbers that you can claim to your Amazon
Searches contacts in an Amazon Connect instance

Searches the hours of operation in an Amazon Connect instance, with opti
Predefined attributes that meet certain criteria

Searches prompts in an Amazon Connect instance, with optional filtering
Searches queues in an Amazon Connect instance, with optional filtering
Searches quick connects in an Amazon Connect instance, with optional fil
Searches tags used in an Amazon Connect instance using optional search «
Searches routing profiles in an Amazon Connect instance, with optional fil
Searches security profiles in an Amazon Connect instance, with optional fi
Searches users in an Amazon Connect instance, with optional filtering
Searches for vocabularies within a specific Amazon Connect instance usin
Processes chat integration events from Amazon Web Services or external i
Initiates a flow to start a new chat for the customer

Starts an empty evaluation in the specified Amazon Connect instance, usin
Starts recording the contact:

Initiates real-time message streaming for a new chat contact

Places an outbound call to a contact, and then initiates the flow

Initiates a flow to start a new task contact

Places an inbound in-app, web, or video call to a contact, and then initiate:
Ends the specified contact

Stops recording a call when a contact is being recorded

Ends message streaming on a specified contact

Submits a contact evaluation in the specified Amazon Connect instance
When a contact is being recorded, this API suspends recording whatever it
Adds the specified tags to the contact resource

Adds the specified tags to the specified resource

Transfers contacts from one agent or queue to another agent or queue at ar
Removes the specified tags from the contact resource

Removes the specified tags from the specified resource

This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
Creates or updates user-defined contact attributes associated with the speci
Updates details about a contact evaluation in the specified Amazon Conne
Updates the specified flow

Updates metadata about specified flow

Updates specified flow module for the specified Amazon Connect instance
Updates metadata about specified flow module

The name of the flow
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update_contact_routing_data
update_contact_schedule
update_evaluation_form
update_hours_of_operation
update_instance_attribute
update_instance_storage_config
update_participant_role_config
update_phone_number
update_phone_number_metadata
update_predefined_attribute
update_prompt
update_queue_hours_of_operation
update_queue_max_contacts
update_queue_name
update_queue_outbound_caller_config
update_queue_status
update_quick_connect_config
update_quick_connect_name
update_routing_profile_agent_availability_timer
update_routing_profile_concurrency
update_routing_profile_default_outbound_queue
update_routing_profile_name
update_routing_profile_queues
update_rule

update_security_profile
update_task_template
update_traffic_distribution
update_user_hierarchy
update_user_hierarchy_group_name
update_user_hierarchy_structure
update_user_identity_info
update_user_phone_config
update_user_proficiencies
update_user_routing_profile
update_user_security_profiles
update_view_content
update_view_metadata

Examples

## Not run:

svc <- connect()

svc$activate_evaluation_form(
Foo = 123

)

## End(Not run)
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This API is in preview release for Amazon Connect and is subject to chan;
Updates the scheduled time of a task contact that is already scheduled
Updates details about a specific evaluation form version in the specified A
This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
Updates timeouts for when human chat participants are to be considered ic
Updates your claimed phone number from its current Amazon Connect ins
Updates a phone number’s metadata

Updates a predefined attribute for the specified Amazon Connect instance
Updates a prompt

This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan
This API is in preview release for Amazon Connect and is subject to chan;
This API is in preview release for Amazon Connect and is subject to chan;
Updates the configuration settings for the specified quick connect

Updates the name and description of a quick connect

Whether agents with this routing profile will have their routing order calcu
Updates the channels that agents can handle in the Contact Control Panel (
Updates the default outbound queue of a routing profile

Updates the name and description of a routing profile

Updates the properties associated with a set of queues for a routing profile
Updates a rule for the specified Amazon Connect instance

Updates a security profile

Updates details about a specific task template in the specified Amazon Cor
Updates the traffic distribution for a given traffic distribution group
Assigns the specified hierarchy group to the specified user

Updates the name of the user hierarchy group

Updates the user hierarchy structure: add, remove, and rename user hierar
Updates the identity information for the specified user

Updates the phone configuration settings for the specified user

Updates the properties associated with the proficiencies of a user

Assigns the specified routing profile to the specified user

Assigns the specified security profiles to the specified user

Updates the view content of the given view identifier in the specified Ama
Updates the view metadata
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connectcampaignservice
AmazonConnectCampaignService

Description

Provide APIs to create and manage Amazon Connect Campaigns.

Usage

connectcampaignservice(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
# access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
* session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

 timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html
credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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— session_token: AWS temporary session token
* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- connectcampaignservice(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"

Operations
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create_campaign
delete_campaign
delete_connect_instance_config
delete_instance_onboarding_job
describe_campaign
get_campaign_state
get_campaign_state_batch
get_connect_instance_config
get_instance_onboarding_job_status
list_campaigns
list_tags_for_resource
pause_campaign
put_dial_request_batch
resume_campaign
start_campaign
start_instance_onboarding_job
stop_campaign

tag_resource

untag_resource
update_campaign_dialer_config
update_campaign_name
update_campaign_outbound_call_config

Examples

## Not run:
svc <- connectcampaignservice()
svc$create_campaign(
Foo = 123
)

## End(Not run)

connectcases

Creates a campaign for the specified Amazon Connect account

Deletes a campaign from the specified Amazon Connect account

Deletes a connect instance config from the specified AWS account

Delete the Connect Campaigns onboarding job for the specified Amazon Connect :
Describes the specific campaign

Get state of a campaign for the specified Amazon Connect account

Get state of campaigns for the specified Amazon Connect account

Get the specific Connect instance config

Get the specific instance onboarding job status

Provides summary information about the campaigns under the specified Amazon C
List tags for a resource

Pauses a campaign for the specified Amazon Connect account

Creates dials requests for the specified campaign Amazon Connect account
Stops a campaign for the specified Amazon Connect account

Starts a campaign for the specified Amazon Connect account

Onboard the specific Amazon Connect instance to Connect Campaigns
Stops a campaign for the specified Amazon Connect account

Tag a resource

Untag a resource

Updates the dialer config of a campaign

Updates the name of a campaign

Updates the outbound call config of a campaign

connectcases

Amazon Connect Cases

Description

With Amazon Connect Cases, your agents can track and manage customer issues that require mul-
tiple interactions, follow-up tasks, and teams in your contact center. A case represents a customer
issue. It records the issue, the steps and interactions taken to resolve the issue, and the outcome.
For more information, see Amazon Connect Cases in the Amazon Connect Administrator Guide.


https://docs.aws.amazon.com/connect/latest/adminguide/cases.html
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Usage

connectcases(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
# access_key_id: AWS access key ID
+ secret_access_key: AWS secret access key
* session_token: AWS temporary session token
— profile: The name of a profile to use. If not given, then the default
profile is used.
— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

 s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html
credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html

244

Service syntax

svc <- connectcases(

config = list(
credentials =
creds = list(

list(

connectcases

access_key_id = "string",
secret_access_key = "string",
session_token = "string”

),

profile = "string",
anonymous = "logical”

),

endpoint = "string”,

region = "string”,

close_connection = "logical”,

timeout = "numeric”,

s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"

)Y

profile = "string",

anonymous = "logical”

),
endpoint = "string”,
region = "string"

Operations

batch_get_field
batch_put_field_options
create_case
create_domain
create_field
create_layout
create_related_item
create_template
delete_domain

get_case
get_case_event_configuration
get_domain

get_layout

get_template

Returns the description for the list of fields in the request parameters

Creates and updates a set of field options for a single select field in a Cases domain
Creates a case in the specified Cases domain

Creates a domain, which is a container for all case data, such as cases, fields, templates and 1a
Creates a field in the Cases domain

Creates a layout in the Cases domain

Creates a related item (comments, tasks, and contacts) and associates it with a case
Creates a template in the Cases domain

Deletes a Cases domain

Returns information about a specific case if it exists

Returns the case event publishing configuration

Returns information about a specific domain if it exists

Returns the details for the requested layout

Returns the details for the requested template
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list_cases_for_contact
list_domains
list_field_options
list_fields

list_layouts
list_tags_for_resource
list_templates
put_case_event_configuration
search_cases
search_related_items
tag_resource
untag_resource
update_case
update_field
update_layout
update_template

Examples

## Not run:

svc <- connectcases()

svc$batch_get_field(
Foo = 123

)

## End(Not run)
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Lists cases for a given contact

Lists all cases domains in the Amazon Web Services account
Lists all of the field options for a field identifier in the domain
Lists all fields in a Cases domain

Lists all layouts in the given cases domain

Lists tags for a resource

Lists all of the templates in a Cases domain

Adds case event publishing configuration

Searches for cases within their associated Cases domain
Searches for related items that are associated with a case
Adds tags to a resource

Untags a resource

Updates the values of fields on a case

Updates the properties of an existing field

Updates the attributes of an existing layout

Updates the attributes of an existing template

connectcontactlens

Amazon Connect Contact Lens

Description

Contact Lens for Amazon Connect enables you to analyze conversations between customer and
agents, by using speech transcription, natural language processing, and intelligent search capabil-
ities. It performs sentiment analysis, detects issues, and enables you to automatically categorize

contacts.

Contact Lens for Amazon Connect provides both real-time and post-call analytics of customer-
agent conversations. For more information, see Analyze conversations using Contact Lens in the
Amazon Connect Administrator Guide.


https://docs.aws.amazon.com/connect/latest/adminguide/analyze-conversations.html
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Usage

connectcontactlens(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
# access_key_id: AWS access key ID
+ secret_access_key: AWS secret access key
* session_token: AWS temporary session token
— profile: The name of a profile to use. If not given, then the default
profile is used.
— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

 s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html
credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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Service syntax

svc <- connectcontactlens(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

list_realtime_contact_analysis_segments Provides a list of analysis segments for a real-time analysis session

Examples

## Not run:

svc <- connectcontactlens()

svc$list_realtime_contact_analysis_segments(
Foo = 123

)

## End(Not run)
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connectparticipant Amazon Connect Participant Service

Description

Amazon Connect is an easy-to-use omnichannel cloud contact center service that enables companies
of any size to deliver superior customer service at a lower cost. Amazon Connect communications
capabilities make it easy for companies to deliver personalized interactions across communication
channels, including chat.

Use the Amazon Connect Participant Service to manage participants (for example, agents, cus-
tomers, and managers listening in), and to send messages and events within a chat contact. The
APIs in the service enable the following: sending chat messages, attachment sharing, managing a
participant’s connection state and message events, and retrieving chat transcripts.

Usage

connectparticipant(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
+ access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

 timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.
» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.
* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- connectparticipant(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical",
sts_regional_endpoint = "string"

)s

credentials = list(

creds = list(
access_key_id = "string",
secret_access_key = "string",
session_token = "string"

),

profile = "string",

anonymous = "logical”

),

endpoint = "string”,
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region = "string”

Operations

complete_attachment_upload
create_participant_connection
describe_view
disconnect_participant
get_attachment

get_transcript

send_event

send_message
start_attachment_upload

Examples

## Not run:

svc <- connectparticipant()

connectwisdomservice

Allows you to confirm that the attachment has been uploaded using the pre-signed URL prov
Creates the participant’s connection

Retrieves the view for the specified view token

Disconnects a participant

Provides a pre-signed URL for download of a completed attachment

Retrieves a transcript of the session, including details about any attachments

Sends an event

Sends a message

Provides a pre-signed Amazon S3 URL in response for uploading the file directly to S3

svc$complete_attachment_upload(

Foo = 123
)

## End(Not run)

connectwisdomservice Amazon Connect Wisdom Service

Description

Amazon Connect Wisdom delivers agents the information they need to solve customer issues as
they’re actively speaking with customers. Agents can search across connected repositories from
within their agent desktop to find answers quickly. Use Amazon Connect Wisdom to create an
assistant and a knowledge base, for example, or manage content by uploading custom files.

Usage

connectwisdomservice(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL
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Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
+ access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- connectwisdomservice(
config = list(
credentials = list(
creds = list(
access_key_id = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations

Creates an Amazon Connect Wisdom assistant

Creates an association between an Amazon Connect Wisdom assistant and another r
Creates Wisdom content

Creates a knowledge base

Creates a Wisdom quick response

create_assistant
create_assistant_association
create_content
create_knowledge_base
create_quick_response

create_session
delete_assistant
delete_assistant_association
delete_content
delete_import_job
delete_knowledge_base
delete_quick_response
get_assistant
get_assistant_association
get_content
get_content_summary
get_import_job
get_knowledge_base
get_quick_response
get_recommendations

Creates a session

Deletes an assistant

Deletes an assistant association

Deletes the content

Deletes the quick response import job

Deletes the knowledge base

Deletes a quick response

Retrieves information about an assistant

Retrieves information about an assistant association
Retrieves content, including a pre-signed URL to download the content
Retrieves summary information about the content
Retrieves the started import job

Retrieves information about the knowledge base
Retrieves the quick response

Retrieves recommendations for the specified session
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get_session
list_assistant_associations
list_assistants

list_contents

list_import_jobs
list_knowledge_bases
list_quick_responses
list_tags_for_resource
notify_recommendations_received
query_assistant
remove_knowledge_base_template_uri
search_content
search_quick_responses
search_sessions
start_content_upload
start_import_job

tag_resource

untag_resource

update_content
update_knowledge_base_template_uri
update_quick_response

Examples

## Not run:
svc <- connectwisdomservice()
svc$create_assistant(

Foo = 123

)

## End(Not run)
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Retrieves information for a specified session

Lists information about assistant associations

Lists information about assistants

Lists the content

Lists information about import jobs

Lists the knowledge bases

Lists information about quick response

Lists the tags for the specified resource

Removes the specified recommendations from the specified assistant’s queue of new
Performs a manual search against the specified assistant

Removes a URI template from a knowledge base

Searches for content in a specified knowledge base

Searches existing Wisdom quick responses in a Wisdom knowledge base
Searches for sessions

Get a URL to upload content to a knowledge base

Start an asynchronous job to import Wisdom resources from an uploaded source file
Adds the specified tags to the specified resource

Removes the specified tags from the specified resource

Updates information about the content

Updates the template URI of a knowledge base

Updates an existing Wisdom quick response

controltower

AWS Control Tower

Description

These interfaces allow you to apply the Amazon Web Services library of pre-defined controls to
your organizational units, programmatically. In Amazon Web Services Control Tower, the terms
"control" and "guardrail" are synonyms.

To call these APIs, you’ll need to know:

* the controlIdentifier for the control-or guardrail-you are targeting.

 the ARN associated with the target organizational unit (OU), which we call the targetIdentifier.
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* the ARN associated with a resource that you wish to tag or untag.

To get the controlIdentifier for your Amazon Web Services Control Tower control:

The controlIdentifier is an ARN thatis specified for each control. You can view the controlIdentifier
in the console on the Control details page, as well as in the documentation.

The controlIdentifier is unique in each Amazon Web Services Region for each control. You
can find the controlIdentifier for each Region and control in the Tables of control metadata in
the Amazon Web Services Control Tower User Guide.

A quick-reference list of control identifers for the Amazon Web Services Control Tower legacy
Strongly recommended and Elective controls is given in Resource identifiers for APIs and controls
in the Controls reference guide section of the Amazon Web Services Control Tower User Guide.
Remember that Mandatory controls cannot be added or removed.

ARN format: arn:aws:controltower:{REGION}: :control/{CONTROL_NAME}

Example:
arn:aws:controltower:us-west-2::control/AWS-GR_AUTOSCALING_LAUNCH_CONFIG_PUBLIC_IP_DISABLED

To get the targetIdentifier:
The targetIdentifier is the ARN for an OU.

In the Amazon Web Services Organizations console, you can find the ARN for the OU on the
Organizational unit details page associated with that OU.

OU ARN format:
arn:${Partition}:organizations: :${MasterAccountId}:ou/o0-${OrganizationId}/ou-${OrganizationalUnitId

Details and examples

* Control API input and output examples with CLI
* Enable controls with CloudFormation

* Control metadata tables

* List of identifiers for legacy controls

* Controls reference guide

* Controls library groupings

* Creating Amazon Web Services Control Tower resources with Amazon Web Services Cloud-
Formation

To view the open source resource repository on GitHub, see aws-cloudformation/aws-cloudformation-
resource-providers-controltower

Recording API Requests

Amazon Web Services Control Tower supports Amazon Web Services CloudTrail, a service that
records Amazon Web Services API calls for your Amazon Web Services account and delivers log
files to an Amazon S3 bucket. By using information collected by CloudTrail, you can determine
which requests the Amazon Web Services Control Tower service received, who made the request
and when, and so on. For more about Amazon Web Services Control Tower and its support for
CloudTrail, see Logging Amazon Web Services Control Tower Actions with Amazon Web Services
CloudTrail in the Amazon Web Services Control Tower User Guide. To learn more about Cloud-
Trail, including how to turn it on and find your log files, see the Amazon Web Services CloudTrail
User Guide.


https://docs.aws.amazon.com/controltower/latest/userguide/control-metadata-tables.html
https://docs.aws.amazon.com/controltower/latest/userguide/
https://docs.aws.amazon.com/controltower/latest/userguide/control-identifiers.html
https://docs.aws.amazon.com/controltower/latest/userguide/control-api-examples-short.html
https://docs.aws.amazon.com/controltower/latest/userguide/enable-controls.html
https://docs.aws.amazon.com/controltower/latest/userguide/control-metadata-tables.html
https://docs.aws.amazon.com/controltower/latest/userguide/control-identifiers.html
https://docs.aws.amazon.com/controltower/latest/userguide/controls.html
https://docs.aws.amazon.com/controltower/latest/userguide/controls-reference.html
https://docs.aws.amazon.com/controltower/latest/userguide/creating-resources-with-cloudformation.html
https://docs.aws.amazon.com/controltower/latest/userguide/creating-resources-with-cloudformation.html
https://github.com/aws-cloudformation/aws-cloudformation-resource-providers-controltower
https://github.com/aws-cloudformation/aws-cloudformation-resource-providers-controltower
https://docs.aws.amazon.com/controltower/latest/userguide/logging-using-cloudtrail.html
https://docs.aws.amazon.com/controltower/latest/userguide/logging-using-cloudtrail.html
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Usage

controltower(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
# access_key_id: AWS access key ID
+ secret_access_key: AWS secret access key
* session_token: AWS temporary session token
— profile: The name of a profile to use. If not given, then the default
profile is used.
— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

 s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html
credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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Service syntax

svc <- controltower(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations
create_landing_zone Creates a new landing zone
delete_landing_zone Decommissions a landing zone
disable_control This API call turns off a control
enable_control This API call activates a control
get_control_operation Returns the status of a particular EnableControl or DisableControl operation
get_enabled_control Retrieves details about an enabled control
get_landing_zone Returns details about the landing zone
get_landing_zone_operation Returns the status of the specified landing zone operation
list_enabled_controls Lists the controls enabled by Amazon Web Services Control Tower on the specified organizatic
list_landing_zones Returns the landing zone ARN for the landing zone deployed in your managed account
list_tags_for_resource Returns a list of tags associated with the resource
reset_landing_zone This API call resets a landing zone
tag_resource Applies tags to a resource

untag_resource Removes tags from a resource
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update_enabled_control Updates the configuration of an already enabled control
update_landing_zone This API call updates the landing zone
Examples
## Not run:

svc <- controltower()
svc$create_landing_zone(
Foo = 123

)

## End(Not run)

costandusagereportservice
AWS Cost and Usage Report Service

Description

You can use the Amazon Web Services Cost and Usage Report API to programmatically create,
query, and delete Amazon Web Services Cost and Usage Report definitions.

Amazon Web Services Cost and Usage Report track the monthly Amazon Web Services costs and
usage associated with your Amazon Web Services account. The report contains line items for each
unique combination of Amazon Web Services product, usage type, and operation that your Amazon
Web Services account uses. You can configure the Amazon Web Services Cost and Usage Report
to show only the data that you want, using the Amazon Web Services Cost and Usage Report APL

Service Endpoint

The Amazon Web Services Cost and Usage Report API provides the following endpoint:

e cur.us-east-1.amazonaws.com

Usage

costandusagereportservice(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL
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Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
+ access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- costandusagereportservice(
config = list(
credentials = list(
creds = list(
access_key_id = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string”,
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations
delete_report_definition Deletes the specified report
describe_report_definitions  Lists the Amazon Web Services Cost and Usage Report available to this account
list_tags_for_resource Lists the tags associated with the specified report definition
modify_report_definition Allows you to programmatically update your report preferences
put_report_definition Creates a new report using the description that you provide
tag_resource Associates a set of tags with a report definition
untag_resource Disassociates a set of tags from a report definition
Examples
## Not run:

svc <- costandusagereportservice()
# The following example deletes the AWS Cost and Usage report named
# ExampleReport.
svc$delete_report_definition(
ReportName = "ExampleReport”

)

## End(Not run)
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costexplorer AWS Cost Explorer Service

Description

You can use the Cost Explorer API to programmatically query your cost and usage data. You can
query for aggregated data such as total monthly costs or total daily usage. You can also query for
granular data. This might include the number of daily write operations for Amazon DynamoDB
database tables in your production environment.

Service Endpoint

The Cost Explorer API provides the following endpoint:

* https://ce.us-east-1.amazonaws.com

For information about the costs that are associated with the Cost Explorer API, see Amazon Web
Services Cost Management Pricing.

Usage

costexplorer(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
# access_key_id: AWS access key ID
x secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.

* endpoint: The complete URL to use for the constructed client.

* region: The AWS Region used in instantiating the client.

* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.


https://aws.amazon.com/aws-cost-management/
https://aws.amazon.com/aws-cost-management/
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* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- costexplorer(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"

),

profile = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

create_anomaly_monitor
create_anomaly_subscription
create_cost_category_definition
delete_anomaly_monitor
delete_anomaly_subscription
delete_cost_category_definition
describe_cost_category_definition
get_anomalies

get_anomaly_monitors
get_anomaly_subscriptions
get_cost_and_usage
get_cost_and_usage_with_resources
get_cost_categories

get_cost_forecast

get_dimension_values
get_reservation_coverage
get_reservation_purchase_recommendation
get_reservation_utilization
get_rightsizing_recommendation
get_savings_plan_purchase_recommendation_details
get_savings_plans_coverage
get_savings_plans_purchase_recommendation
get_savings_plans_utilization
get_savings_plans_utilization_details

get_tags

get_usage_forecast

list_cost_allocation_tags
list_cost_category_definitions
list_savings_plans_purchase_recommendation_generation
list_tags_for_resource
provide_anomaly_feedback
start_savings_plans_purchase_recommendation_generation
tag_resource

untag_resource

update_anomaly_monitor
update_anomaly_subscription
update_cost_allocation_tags_status
update_cost_category_definition

costexplorer

Creates a new cost anomaly detection monitor with the requeste
Adds an alert subscription to a cost anomaly detection monitor
Creates a new Cost Category with the requested name and rules
Deletes a cost anomaly monitor

Deletes a cost anomaly subscription

Deletes a Cost Category

Returns the name, Amazon Resource Name (ARN), rules, defin
Retrieves all of the cost anomalies detected on your account dur
Retrieves the cost anomaly monitor definitions for your account
Retrieves the cost anomaly subscription objects for your accoun
Retrieves cost and usage metrics for your account

Retrieves cost and usage metrics with resources for your accour
Retrieves an array of Cost Category names and values incurred
Retrieves a forecast for how much Amazon Web Services predic
Retrieves all available filter values for a specified filter over a pe
Retrieves the reservation coverage for your account, which you
Gets recommendations for reservation purchases

Retrieves the reservation utilization for your account

Creates recommendations that help you save cost by identifying
Retrieves the details for a Savings Plan recommendation
Retrieves the Savings Plans covered for your account

Retrieves the Savings Plans recommendations for your account
Retrieves the Savings Plans utilization for your account across ¢
Retrieves attribute data along with aggregate utilization and sav
Queries for available tag keys and tag values for a specified peri
Retrieves a forecast for how much Amazon Web Services predic
Get a list of cost allocation tags

Returns the name, Amazon Resource Name (ARN), NumberOf
Retrieves a list of your historical recommendation generations v
Returns a list of resource tags associated with the resource spec
Modifies the feedback property of a given cost anomaly
Requests a Savings Plans recommendation generation

An API operation for adding one or more tags (key-value pairs)
Removes one or more tags from a resource

Updates an existing cost anomaly monitor

Updates an existing cost anomaly subscription

Updates status for cost allocation tags in bulk, with maximum b
Updates an existing Cost Category
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Examples

## Not run:

svc <- costexplorer()

svc$create_anomaly_monitor(
Foo = 123

)

## End(Not run)

customerprofiles Amazon Connect Customer Profiles

Description

Amazon Connect Customer Profiles is a unified customer profile for your contact center that has pre-
built connectors powered by AppFlow that make it easy to combine customer information from third
party applications, such as Salesforce (CRM), ServiceNow (ITSM), and your enterprise resource
planning (ERP), with contact history from your Amazon Connect contact center. If you’re new to
Amazon Connect, you might find it helpful to review the Amazon Connect Administrator Guide.

Usage

customerprofiles(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
+ access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.


https://docs.aws.amazon.com/connect/latest/adminguide/
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* s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- customerprofiles(
config = list(
credentials = list(
creds = list(

access_key_id = "string”,
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

))

credentials = list(
creds = list(
access_key_id = "string",
secret_access_key = "string",
session_token = "string"


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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),
profile = "string",
anonymous = "logical”

),

endpoint = "string”,

region = "string"

)
Operations

add_profile_key
create_calculated_attribute_definition
create_domain

create_event_stream
create_integration_workflow
create_profile
delete_calculated_attribute_definition
delete_domain

delete_event_stream
delete_integration

delete_profile

delete_profile_key
delete_profile_object
delete_profile_object_type
delete_workflow
detect_profile_object_type
get_auto_merging_preview
get_calculated_attribute_definition
get_calculated_attribute_for_profile
get_domain

get_event_stream
get_identity_resolution_job
get_integration

get_matches
get_profile_object_type
get_profile_object_type_template
get_similar_profiles

get_workflow

get_workflow_steps
list_account_integrations
list_calculated_attribute_definitions
list_calculated_attributes_for_profile
list_domains

list_event_streams
list_identity_resolution_jobs
list_integrations

list_profile_objects
list_profile_object_types
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Associates a new key value with a specific profile, such as a Contact Record Contact!
Creates a new calculated attribute definition

Creates a domain, which is a container for all customer data, such as customer profile
Creates an event stream, which is a subscription to real-time events, such as when pre
Creates an integration workflow

Creates a standard profile

Deletes an existing calculated attribute definition

Deletes a specific domain and all of its customer data, such as customer profile attrib
Disables and deletes the specified event stream

Removes an integration from a specific domain

Deletes the standard customer profile and all data pertaining to the profile

Removes a searchable key from a customer profile

Removes an object associated with a profile of a given ProfileObjectType

Removes a ProfileObjectType from a specific domain as well as removes all the Prof;
Deletes the specified workflow and all its corresponding resources

The process of detecting profile object type mapping by using given objects

Tests the auto-merging settings of your Identity Resolution Job without merging you
Provides more information on a calculated attribute definition for Customer Profiles
Retrieve a calculated attribute for a customer profile

Returns information about a specific domain

Returns information about the specified event stream in a specific domain

Returns information about an Identity Resolution Job in a specific domain

Returns an integration for a domain

Before calling this API, use CreateDomain or UpdateDomain to enable identity resol
Returns the object types for a specific domain

Returns the template information for a specific object type

Returns a set of profiles that belong to the same matching group using the matchld o
Get details of specified workflow

Get granular list of steps in workflow

Lists all of the integrations associated to a specific URI in the AWS account

Lists calculated attribute definitions for Customer Profiles

Retrieve a list of calculated attributes for a customer profile

Returns a list of all the domains for an AWS account that have been created

Returns a list of all the event streams in a specific domain

Lists all of the Identity Resolution Jobs in your domain

Lists all of the integrations in your domain

Returns a list of objects associated with a profile of a given ProfileObjectType

Lists all of the templates available within the service
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list_profile_object_type_templates Lists all of the template information for object types
list_rule_based_matches Returns a set of Matchlds that belong to the given domain
list_tags_for_resource Displays the tags associated with an Amazon Connect Customer Profiles resource
list_workflows Query to list all workflows
merge_profiles Runs an AWS Lambda job that does the following:
put_integration Adds an integration between the service and a third-party service, which includes An
put_profile_object Adds additional objects to customer profiles of a given ObjectType
put_profile_object_type Defines a ProfileObjectType
search_profiles Searches for profiles within a specific domain using one or more predefined search k
tag_resource Assigns one or more tags (key-value pairs) to the specified Amazon Connect Custom
untag_resource Removes one or more tags from the specified Amazon Connect Customer Profiles re:
update_calculated_attribute_definition Updates an existing calculated attribute definition
update_domain Updates the properties of a domain, including creating or selecting a dead letter queu
update_profile Updates the properties of a profile

Examples

## Not run:

svc <- customerprofiles()
svc$add_profile_key(

Foo = 123
)

## End(Not run)

datapipeline AWS Data Pipeline

Description

AWS Data Pipeline configures and manages a data-driven workflow called a pipeline. AWS Data
Pipeline handles the details of scheduling and ensuring that data dependencies are met so that your
application can focus on processing the data.

AWS Data Pipeline provides a JAR implementation of a task runner called AWS Data Pipeline Task
Runner. AWS Data Pipeline Task Runner provides logic for common data management scenarios,
such as performing database queries and running data analysis using Amazon Elastic MapReduce
(Amazon EMR). You can use AWS Data Pipeline Task Runner as your task runner, or you can write
your own task runner to provide custom data management.

AWS Data Pipeline implements two main sets of functionality. Use the first set to create a pipeline
and define data sources, schedules, dependencies, and the transforms to be performed on the data.
Use the second set in your task runner application to receive the next task ready for processing. The
logic for performing the task, such as querying the data, running data analysis, or converting the
data from one format to another, is contained within the task runner. The task runner performs the
task assigned to it by the web service, reporting progress to the web service as it does so. When the
task is done, the task runner reports the final success or failure of the task to the web service.
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Usage

datapipeline(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
# access_key_id: AWS access key ID
+ secret_access_key: AWS secret access key
* session_token: AWS temporary session token
— profile: The name of a profile to use. If not given, then the default
profile is used.
— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

 s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html
credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.
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Service syntax

SvC

<- datapipeline(

config = list(

),

credentials

),

credentials = list(
creds = list(
access_key_id =

datapipeline

"string",

secret_access_key = "string",

session_token =

),

profile = "string"

"string”

’

anonymous = "logical”

),
endpoint = "string”,
region = "string”,

close_connection = "logical”,

timeout = "numeric”,
s3_force_path_style

= "logical”,

sts_regional_endpoint = "string"

list(
list(

creds

access_key_id = "string",

secret_access_key

= "string”,

session_token = "string"

)Y

profile = "string",

anonymous = "logical”

endpoint = "string”,
region = "string"

Operations

activate_pipeline
add_tags
create_pipeline
deactivate_pipeline
delete_pipeline
describe_objects
describe_pipelines
evaluate_expression
get_pipeline_definition
list_pipelines
poll_for_task
put_pipeline_definition
query_objects
remove_tags

Validates the specified pipeline and starts processing pipeline tasks

Adds or modifies tags for the specified pipeline

Creates a new, empty pipeline

Deactivates the specified running pipeline

Deletes a pipeline, its pipeline definition, and its run history

Gets the object definitions for a set of objects associated with the pipeline

Retrieves metadata about one or more pipelines

Task runners call EvaluateExpression to evaluate a string in the context of the specified object
Gets the definition of the specified pipeline

Lists the pipeline identifiers for all active pipelines that you have permission to access

Task runners call PollForTask to receive a task to perform from AWS Data Pipeline

Adds tasks, schedules, and preconditions to the specified pipeline

Queries the specified pipeline for the names of objects that match the specified set of conditior
Removes existing tags from the specified pipeline
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report_task_progress
report_task_runner_heartbeat
set_status

set_task_status
validate_pipeline_definition

Examples

## Not run:

svc <- datapipeline()

svc$activate_pipeline(
Foo = 123

)

## End(Not run)
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Task runners call ReportTaskProgress when assigned a task to acknowledge that it has the tasl
Task runners call ReportTaskRunnerHeartbeat every 15 minutes to indicate that they are opera
Requests that the status of the specified physical or logical pipeline objects be updated in the s
Task runners call SetTaskStatus to notify AWS Data Pipeline that a task is completed and prov
Validates the specified pipeline definition to ensure that it is well formed and can be run witho

datazone Amazon DataZone

Description

Amazon DataZone is a data management service that enables you to catalog, discover, govern,
share, and analyze your data. With Amazon DataZone, you can share and access your data across
accounts and supported regions. Amazon DataZone simplifies your experience across Amazon Web
Services services, including, but not limited to, Amazon Redshift, Amazon Athena, Amazon Web
Services Glue, and Amazon Web Services Lake Formation.

Usage

datazone(config = list(), credentials = list(), endpoint = NULL, region = NULL)

Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:

creds:

x access_key_id: AWS access key ID

* secret_access_key: AWS secret access key

# session_token: AWS temporary session token

profile: The name of a profile to use. If not given, then the default
profile is used.

anonymous: Set anonymous credentials.

* endpoint: The complete URL to use for the constructed client.
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* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

e anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- datazone(
config = list(
credentials = list(
creds = list(

access_key_id = "string”,
secret_access_key = "string”,
session_token = "string"
),
profile = "string”,
anonymous = "logical”
),
endpoint = "string",
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"
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credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

accept_predictions
accept_subscription_request
cancel_subscription
create_asset
create_asset_revision
create_asset_type
create_data_source
create_domain
create_environment
create_environment_profile
create_form_type
create_glossary
create_glossary_term
create_group_profile
create_listing_change_set
create_project
create_project_membership
create_subscription_grant
create_subscription_request
create_subscription_target
create_user_profile
delete_asset
delete_asset_type
delete_data_source
delete_domain
delete_environment

delete_environment_blueprint_configuration

delete_environment_profile
delete_form_type
delete_glossary
delete_glossary_term
delete_listing
delete_project

Accepts automatically generated business-friendly metadata for your Amazon

Accepts a subscription request to a specific asset
Cancels the subscription to the specified asset
Creates an asset in Amazon DataZone catalog
Creates a revision of the asset

Creates a custom asset type

Creates an Amazon DataZone data source

Creates an Amazon DataZone domain

Create an Amazon DataZone environment

Creates an Amazon DataZone environment profile
Creates a metadata form type

Creates an Amazon DataZone business glossary
Creates a business glossary term

Creates a group profile in Amazon DataZone
Create listing change set

Creates an Amazon DataZone project

Creates a project membership in Amazon DataZone
Creates a subsscription grant in Amazon DataZone
Creates a subscription request in Amazon DataZone
Creates a subscription target in Amazon DataZone
Creates a user profile in Amazon DataZone

Delets an asset in Amazon DataZone

Deletes an asset type in Amazon DataZone
Deletes a data source in Amazon DataZone
Deletes a Amazon DataZone domain

Deletes an environment in Amazon DataZone

Deletes the blueprint configuration in Amazon DataZone

Deletes an environment profile in Amazon DataZone
Delets and metadata form type in Amazon DataZone
Deletes a business glossary in Amazon DataZone
Deletes a business glossary term in Amazon DataZone
Delete listing

Deletes a project in Amazon DataZone
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delete_project_membership
delete_subscription_grant
delete_subscription_request
delete_subscription_target
get_asset

get_asset_type
get_data_source
get_data_source_run
get_domain

get_environment
get_environment_blueprint
get_environment_blueprint_configuration
get_environment_profile
get_form_type

get_glossary
get_glossary_term
get_group_profile
get_iam_portal_login_url
get_listing

get_project

get_subscription
get_subscription_grant
get_subscription_request_details
get_subscription_target
get_user_profile
list_asset_revisions
list_data_source_run_activities
list_data_source_runs
list_data_sources

list_domains
list_environment_blueprint_configurations
list_environment_blueprints
list_environment_profiles
list_environments
list_notifications
list_project_memberships
list_projects
list_subscription_grants
list_subscription_requests
list_subscriptions
list_subscription_targets
list_tags_for_resource
put_environment_blueprint_configuration
reject_predictions
reject_subscription_request
revoke_subscription

search

search_group_profiles

datazone

Deletes project membership in Amazon DataZone
Deletes and subscription grant in Amazon DataZone
Deletes a subscription request in Amazon DataZone
Deletes a subscription target in Amazon DataZone

Gets an Amazon DataZone asset

Gets an Amazon DataZone asset type

Gets an Amazon DataZone data source

Gets an Amazon DataZone data source run

Gets an Amazon DataZone domain

Gets an Amazon DataZone environment

Gets an Amazon DataZone blueprint

Gets the blueprint configuration in Amazon DataZone
Gets an evinronment profile in Amazon DataZone

Gets a metadata form type in Amazon DataZone

Gets a business glossary in Amazon DataZone

Gets a business glossary term in Amazon DataZone

Gets a group profile in Amazon DataZone

Gets the data portal URL for the specified Amazon DataZone domain
Get listing

Gets a project in Amazon DataZone

Gets a subscription in Amazon DataZone

Gets the subscription grant in Amazon DataZone

Gets the details of the specified subscription request

Gets the subscription target in Amazon DataZone

Gets a user profile in Amazon DataZone

Lists the revisions for the asset

Lists data source run activities

Lists data source runs in Amazon DataZone

Lists data sources in Amazon DataZone

Lists Amazon DataZone domains

Lists blueprint configurations for a Amazon DataZone environment
Lists blueprints in an Amazon DataZone environment
Lists Amazon DataZone environment profiles

Lists Amazon DataZone environments

Lists all Amazon DataZone notifications

Lists all members of the specified project

Lists Amazon DataZone projects

Lists subscription grants

Lists Amazon DataZone subscription requests

Lists subscriptions in Amazon DataZone

Lists subscription targets in Amazon DataZone

Lists tags for the specified resource in Amazon DataZone
Writes the configuration for the specified environment blueprint in Amazon Dz
Rejects automatically generated business-friendly metadata for your Amazon I
Rejects the specified subscription request

Revokes a specified subscription in Amazon DataZone
Searches for assets in Amazon DataZone

Searches group profiles in Amazon DataZone
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search_listings

search_types
search_user_profiles
start_data_source_run
tag_resource

untag_resource
update_data_source
update_domain
update_environment
update_environment_profile
update_glossary
update_glossary_term
update_group_profile
update_project
update_subscription_grant_status
update_subscription_request
update_subscription_target
update_user_profile

Examples

## Not run:

svc <- datazone()

svc$accept_predictions(
Foo = 123

)

## End(Not run)
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Searches listings in Amazon DataZone

Searches for types in Amazon DataZone

Searches user profiles in Amazon DataZone

Start the run of the specified data source in Amazon DataZone
Tags a resource in Amazon DataZone

Untags a resource in Amazon DataZone

Updates the specified data source in Amazon DataZone
Updates a Amazon DataZone domain

Updates the specified environment in Amazon DataZone
Updates the specified environment profile in Amazon DataZone
Updates the business glossary in Amazon DataZone

Updates a business glossary term in Amazon DataZone
Updates the specified group profile in Amazon DataZone
Updates the specified project in Amazon DataZone

Updates the status of the specified subscription grant status in Amazon DataZo
Updates a specified subscription request in Amazon DataZone
Updates the specified subscription target in Amazon DataZone
Updates the specified user profile in Amazon DataZone

dax Amazon DynamoDB Accelerator (DAX)

Description

DAX is a managed caching service engineered for Amazon DynamoDB. DAX dramatically speeds
up database reads by caching frequently-accessed data from DynamoDB, so applications can ac-
cess that data with sub-millisecond latency. You can create a DAX cluster easily, using the AWS
Management Console. With a few simple modifications to your code, your application can begin
taking advantage of the DAX cluster and realize significant improvements in read performance.

Usage

dax(config = 1list(), credentials = list(), endpoint = NULL, region = NULL)
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Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
+ access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
x session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

e creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.
endpoint Optional shorthand for complete URL to use for the constructed client.

region Optional shorthand for AWS Region used in instantiating the client.

Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- dax(
config = list(
credentials = list(
creds = list(
access_key_id = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html

dax 275

secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”
)
Operations

Creates a DAX cluster

create_parameter_group Creates a new parameter group

create_subnet_group Creates a new subnet group

decrease_replication_factor Removes one or more nodes from a DAX cluster

delete_cluster Deletes a previously provisioned DAX cluster

delete_parameter_group Deletes the specified parameter group

delete_subnet_group Deletes a subnet group

describe_clusters Returns information about all provisioned DAX clusters if no cluster identifier is specified, or :
describe_default_parameters Returns the default system parameter information for the DAX caching software
describe_events Returns events related to DAX clusters and parameter groups
describe_parameter_groups  Returns a list of parameter group descriptions

describe_parameters Returns the detailed parameter list for a particular parameter group

create_cluster

describe_subnet_groups
increase_replication_factor
list_tags

reboot_node

Returns a list of subnet group descriptions
Adds one or more nodes to a DAX cluster
List all of the tags for a DAX cluster
Reboots a single node of a DAX cluster

tag_resource Associates a set of tags with a DAX resource
untag_resource Removes the association of tags from a DAX resource
update_cluster Modifies the settings for a DAX cluster
update_parameter_group Modifies the parameters of a parameter group
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update_subnet_group Modifies an existing subnet group

Examples

## Not run:

svc <- dax()

svc$create_cluster(
Foo = 123

)

## End(Not run)

detective Amazon Detective

Description

Detective uses machine learning and purpose-built visualizations to help you to analyze and in-
vestigate security issues across your Amazon Web Services (Amazon Web Services) workloads.
Detective automatically extracts time-based events such as login attempts, API calls, and network
traffic from CloudTrail and Amazon Virtual Private Cloud (Amazon VPC) flow logs. It also extracts
findings detected by Amazon GuardDuty.

The Detective API primarily supports the creation and management of behavior graphs. A behavior
graph contains the extracted data from a set of member accounts, and is created and managed by an
administrator account.

To add a member account to the behavior graph, the administrator account sends an invitation to
the account. When the account accepts the invitation, it becomes a member account in the behavior
graph.

Detective is also integrated with Organizations. The organization management account designates
the Detective administrator account for the organization. That account becomes the administra-
tor account for the organization behavior graph. The Detective administrator account is also the
delegated administrator account for Detective in Organizations.

The Detective administrator account can enable any organization account as a member account
in the organization behavior graph. The organization accounts do not receive invitations. The
Detective administrator account can also invite other accounts to the organization behavior graph.

Every behavior graph is specific to a Region. You can only use the API to manage behavior graphs
that belong to the Region that is associated with the currently selected endpoint.

The administrator account for a behavior graph can use the Detective API to do the following:

» Enable and disable Detective. Enabling Detective creates a new behavior graph.
* View the list of member accounts in a behavior graph.

* Add member accounts to a behavior graph.
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* Remove member accounts from a behavior graph.

* Apply tags to a behavior graph.

The organization management account can use the Detective API to select the delegated adminis-
trator for Detective.

The Detective administrator account for an organization can use the Detective API to do the follow-
ing:

¢ Perform all of the functions of an administrator account.

* Determine whether to automatically enable new organization accounts as member accounts in
the organization behavior graph.

An invited member account can use the Detective API to do the following:

* View the list of behavior graphs that they are invited to.
* Accept an invitation to contribute to a behavior graph.
* Decline an invitation to contribute to a behavior graph.

* Remove their account from a behavior graph.

All API actions are logged as CloudTrail events. See Logging Detective API Calls with CloudTrail.

We replaced the term "master account” with the term "administrator account." An administrator
account is used to centrally manage multiple accounts. In the case of Detective, the administrator
account manages the accounts in their behavior graph.

Usage

detective(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
x access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
 endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
* close_connection: Immediately close all HTTP connections.


https://docs.aws.amazon.com/detective/latest/adminguide/logging-using-cloudtrail.html
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 timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter
* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- detective(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string”

),

credentials = list(
creds = list(
access_key_id = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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secret_access_key = "string”,

session_token = "string”

),
profile = "string",
anonymous = "logical”

),
endpoint = "string”,
region = "string”

Operations

accept_invitation

batch_get_graph_member_datasources

batch_get_membership_datasources
create_graph

create_members

delete_graph

delete_members
describe_organization_configuration
disable_organization_admin_account
disassociate_membership
enable_organization_admin_account
get_investigation

get_members
list_datasource_packages
list_graphs

list_indicators

list_investigations

list_invitations

list_members
list_organization_admin_accounts
list_tags_for_resource
reject_invitation

start_investigation
start_monitoring_member
tag_resource

untag_resource
update_datasource_packages
update_investigation_state
update_organization_configuration

Examples

## Not run:
svc <- detective()

Accepts an invitation for the member account to contribute data to a behavior graph
Gets data source package information for the behavior graph

Gets information on the data source package history for an account

Creates a new behavior graph for the calling account, and sets that account as the ad
CreateMembers is used to send invitations to accounts

Disables the specified behavior graph and queues it to be deleted

Removes the specified member accounts from the behavior graph

Returns information about the configuration for the organization behavior graph
Removes the Detective administrator account in the current Region

Removes the member account from the specified behavior graph

Designates the Detective administrator account for the organization in the current Re
Returns the investigation results of an investigation for a behavior graph

Returns the membership details for specified member accounts for a behavior graph
Lists data source packages in the behavior graph

Returns the list of behavior graphs that the calling account is an administrator accou
Get the indicators from an investigation

List all Investigations

Retrieves the list of open and accepted behavior graph invitations for the member ac
Retrieves the list of member accounts for a behavior graph

Returns information about the Detective administrator account for an organization
Returns the tag values that are assigned to a behavior graph

Rejects an invitation to contribute the account data to a behavior graph

initiate an investigation on an entity in a graph

Sends a request to enable data ingest for a member account that has a status of ACC]
Applies tag values to a behavior graph

Removes tags from a behavior graph

Starts a data source packages for the behavior graph

Update the state of an investigation

Updates the configuration for the Organizations integration in the current Region
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svc$accept_invitation(
Foo = 123

)

## End(Not run)

devopsguru Amazon DevOps Guru

Description

Amazon DevOps Guru is a fully managed service that helps you identify anomalous behavior in
business critical operational applications. You specify the Amazon Web Services resources that
you want DevOps Guru to cover, then the Amazon CloudWatch metrics and Amazon Web Services
CloudTrail events related to those resources are analyzed. When anomalous behavior is detected,
DevOps Guru creates an insight that includes recommendations, related events, and related metrics
that can help you improve your operational applications. For more information, see What is Amazon
DevOps Guru.

You can specify 1 or 2 Amazon Simple Notification Service topics so you are notified every time a
new insight is created. You can also enable DevOps Guru to generate an Opsltem in Amazon Web
Services Systems Manager for each insight to help you manage and track your work addressing
insights.

To learn about the DevOps Guru workflow, see How DevOps Guru works. To learn about DevOps
Guru concepts, see Concepts in DevOps Guru.

Usage

devopsguru(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.

* credentials:
— creds:
+ access_key_id: AWS access key ID
* secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.


https://docs.aws.amazon.com/devops-guru/latest/userguide/welcome.html
https://docs.aws.amazon.com/devops-guru/latest/userguide/welcome.html
https://docs.aws.amazon.com/devops-guru/latest/userguide/welcome.html#how-it-works
https://docs.aws.amazon.com/devops-guru/latest/userguide/concepts.html
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* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
¢ close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

* s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- devopsguru(
config = list(
credentials = list(
creds = list(
access_key_id = "string",
secret_access_key = "string",
session_token = "string"
),
profile = "string”,
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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),
credentials = list(
creds = list(
access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"

Operations

add_notification_channel
delete_insight
describe_account_health
describe_account_overview
describe_anomaly
describe_event_sources_config
describe_feedback
describe_insight
describe_organization_health
describe_organization_overview
describe_organization_resource_collection_health
describe_resource_collection_health
describe_service_integration
get_cost_estimation
get_resource_collection
list_anomalies_for_insight
list_anomalous_log_groups
list_events

list_insights
list_monitored_resources
list_notification_channels
list_organization_insights
list_recommendations
put_feedback
remove_notification_channel
search_insights
search_organization_insights
start_cost_estimation
update_event_sources_config
update_resource_collection
update_service_integration

devopsguru

Adds a notification channel to DevOps Guru

Deletes the insight along with the associated anomalies, events and recon
Returns the number of open reactive insights, the number of open proacti
For the time range passed in, returns the number of open reactive insight
Returns details about an anomaly that you specify using its ID

Returns the integration status of services that are integrated with DevOps
Returns the most recent feedback submitted in the current Amazon Web |
Returns details about an insight that you specify using its ID

Returns active insights, predictive insights, and resource hours analyzed i
Returns an overview of your organization’s history based on the specifiec
Provides an overview of your system’s health

Returns the number of open proactive insights, open reactive insights, an
Returns the integration status of services that are integrated with DevOps
Returns an estimate of the monthly cost for DevOps Guru to analyze you
Returns lists Amazon Web Services resources that are of the specified res
Returns a list of the anomalies that belong to an insight that you specify
Returns the list of log groups that contain log anomalies

Returns a list of the events emitted by the resources that are evaluated by
Returns a list of insights in your Amazon Web Services account

Returns the list of all log groups that are being monitored and tagged by |
Returns a list of notification channels configured for DevOps Guru
Returns a list of insights associated with the account or OU Id

Returns a list of a specified insight’s recommendations

Collects customer feedback about the specified insight

Removes a notification channel from DevOps Guru

Returns a list of insights in your Amazon Web Services account

Returns a list of insights in your organization

Starts the creation of an estimate of the monthly cost to analyze your Am
Enables or disables integration with a service that can be integrated with
Updates the collection of resources that DevOps Guru analyzes

Enables or disables integration with a service that can be integrated with
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Examples

## Not run:

svc <- devopsguru()

svc$add_notification_channel(
Foo = 123

)

## End(Not run)

directconnect AWS Direct Connect

Description

Direct Connect links your internal network to an Direct Connect location over a standard Ethernet
fiber-optic cable. One end of the cable is connected to your router, the other to an Direct Connect
router. With this connection in place, you can create virtual interfaces directly to the Amazon Web
Services Cloud (for example, to Amazon EC2 and Amazon S3) and to Amazon VPC, bypassing
Internet service providers in your network path. A connection provides access to all Amazon Web
Services Regions except the China (Beijing) and (China) Ningxia Regions. Amazon Web Services
resources in the China Regions can only be accessed through locations associated with those Re-
gions.

Usage

directconnect(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

Arguments

config Optional configuration of credentials, endpoint, and/or region.
* credentials:
— creds:
+ access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
# session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.
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* endpoint: The complete URL to use for the constructed client.
* region: The AWS Region used in instantiating the client.
¢ close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

* s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.

* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- directconnect(
config = list(
credentials = list(
creds = list(
access_key_id = "string",
secret_access_key = "string",
session_token = "string"
),
profile = "string”,
anonymous = "logical”
),
endpoint = "string",
region = "string”,
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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),
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

accept_direct_connect_gateway_association_proposal
allocate_connection_on_interconnect
allocate_hosted_connection
allocate_private_virtual_interface
allocate_public_virtual_interface
allocate_transit_virtual_interface
associate_connection_with_lag
associate_hosted_connection
associate_mac_sec_key
associate_virtual_interface
confirm_connection
confirm_customer_agreement
confirm_private_virtual_interface
confirm_public_virtual_interface
confirm_transit_virtual_interface
create_bgp_peer

create_connection
create_direct_connect_gateway
Create_direct_connect_gateway_association
create_direct_connect_gateway_association_proposal
create_interconnect

create_lag

create_private_virtual_interface
create_public_virtual_interface
create_transit_virtual_interface
delete_bgp_peer

delete_connection
delete_direct_connect_gateway
delete_direct_connect_gateway_association
delete_direct_connect_gateway_association_proposal
delete_interconnect

delete_lag
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Accepts a proposal request to attach a virtual private gateway or tr
Deprecated

Creates a hosted connection on the specified interconnect or a link
Provisions a private virtual interface to be owned by the specified .
Provisions a public virtual interface to be owned by the specified /
Provisions a transit virtual interface to be owned by the specified /
Associates an existing connection with a link aggregation group (I
Associates a hosted connection and its virtual interfaces with a linl
Associates a MAC Security (MACsec) Connection Key Name (CK
Associates a virtual interface with a specified link aggregation gro
Confirms the creation of the specified hosted connection on an inte
The confirmation of the terms of agreement when creating the con
Accepts ownership of a private virtual interface created by another
Accepts ownership of a public virtual interface created by another
Accepts ownership of a transit virtual interface created by another
Creates a BGP peer on the specified virtual interface

Creates a connection between a customer network and a specific T
Creates a Direct Connect gateway, which is an intermediate object
Creates an association between a Direct Connect gateway and a vi
Creates a proposal to associate the specified virtual private gatewa
Creates an interconnect between an Direct Connect Partner’s netw
Creates a link aggregation group (LAG) with the specified number
Creates a private virtual interface

Creates a public virtual interface

Creates a transit virtual interface

Deletes the specified BGP peer on the specified virtual interface w
Deletes the specified connection

Deletes the specified Direct Connect gateway

Deletes the association between the specified Direct Connect gatey
Deletes the association proposal request between the specified Dir
Deletes the specified interconnect

Deletes the specified link aggregation group (LAG)
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delete_virtual_interface
describe_connection_loa
describe_connections
describe_connections_on_interconnect
describe_customer_metadata
describe_direct_connect_gateway_association_proposals
describe_direct_connect_gateway_associations
describe_direct_connect_gateway_attachments
describe_direct_connect_gateways
describe_hosted_connections
describe_interconnect_loa
describe_interconnects

describe_lags

describe_loa

describe_locations
describe_router_configuration

describe_tags

describe_virtual_gateways
describe_virtual_interfaces
disassociate_connection_from_lag
disassociate_mac_sec_key
list_virtual_interface_test_history
start_bgp_failover_test
stop_bgp_failover_test

tag_resource

untag_resource

update_connection
update_direct_connect_gateway
update_direct_connect_gateway_association
update_lag
update_virtual_interface_attributes

Examples

## Not run:
svc <- directconnect()

directconnect

Deletes a virtual interface

Deprecated

Displays the specified connection or all connections in this Region
Deprecated

Get and view a list of customer agreements, along with their signe
Describes one or more association proposals for connection betwe
Lists the associations between your Direct Connect gateways and
Lists the attachments between your Direct Connect gateways and
Lists all your Direct Connect gateways or only the specified Direct
Lists the hosted connections that have been provisioned on the spe
Deprecated

Lists the interconnects owned by the Amazon Web Services accou
Describes all your link aggregation groups (LAG) or the specified
Gets the LOA-CFA for a connection, interconnect, or link aggrega
Lists the Direct Connect locations in the current Amazon Web Ser
Details about the router

Describes the tags associated with the specified Direct Connect res
Lists the virtual private gateways owned by the Amazon Web Serv
Displays all virtual interfaces for an Amazon Web Services accour
Disassociates a connection from a link aggregation group (LAG)
Removes the association between a MAC Security (MACsec) secu
Lists the virtual interface failover test history

Starts the virtual interface failover test that verifies your configuras
Stops the virtual interface failover test

Adds the specified tags to the specified Direct Connect resource
Removes one or more tags from the specified Direct Connect reso
Updates the Direct Connect dedicated connection configuration
Updates the name of a current Direct Connect gateway

Updates the specified attributes of the Direct Connect gateway ass
Updates the attributes of the specified link aggregation group (LA(
Updates the specified attributes of the specified virtual private inte

svc$accept_direct_connect_gateway_association_proposal(

Foo = 123
)

## End(Not run)
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directoryservice AWS Directory Service

Description

Directory Service

Directory Service is a web service that makes it easy for you to setup and run directories in the
Amazon Web Services cloud, or connect your Amazon Web Services resources with an existing
self-managed Microsoft Active Directory. This guide provides detailed information about Directory
Service operations, data types, parameters, and errors. For information about Directory Services
features, see Directory Service and the Directory Service Administration Guide.

Amazon Web Services provides SDKs that consist of libraries and sample code for various pro-
gramming languages and platforms (Java, Ruby, .Net, iOS, Android, etc.). The SDKs provide a
convenient way to create programmatic access to Directory Service and other Amazon Web Ser-
vices services. For more information about the Amazon Web Services SDKs, including how to
download and install them, see Tools for Amazon Web Services.

Usage

directoryservice(
config = list(),
credentials = list(),
endpoint = NULL,
region = NULL

)

Arguments

config Optional configuration of credentials, endpoint, and/or region.

¢ credentials:
— creds:
+ access_key_id: AWS access key ID
# secret_access_key: AWS secret access key
* session_token: AWS temporary session token

— profile: The name of a profile to use. If not given, then the default
profile is used.

— anonymous: Set anonymous credentials.

* endpoint: The complete URL to use for the constructed client.

* region: The AWS Region used in instantiating the client.

* close_connection: Immediately close all HTTP connections.

* timeout: The time in seconds till a timeout exception is thrown when at-
tempting to make a connection. The default is 60 seconds.

» s3_force_path_style: Set this to true to force the request to use path-style
addressing, i.e. http://s3.amazonaws.com/BUCKET/KEY.


https://aws.amazon.com/directoryservice/
https://docs.aws.amazon.com/directoryservice/latest/admin-guide/what_is.html
https://aws.amazon.com/developer/tools/
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* sts_regional_endpoint: Set sts regional endpoint resolver to regional or
legacy https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-e
html

credentials Optional credentials shorthand for the config parameter

* creds:
— access_key_id: AWS access key ID
— secret_access_key: AWS secret access key
— session_token: AWS temporary session token

* profile: The name of a profile to use. If not given, then the default profile
is used.

* anonymous: Set anonymous credentials.

endpoint Optional shorthand for complete URL to use for the constructed client.
region Optional shorthand for AWS Region used in instantiating the client.
Value

A client for the service. You can call the service’s operations using syntax like svc$operation(...),
where svc is the name you’ve assigned to the client. The available operations are listed in the Op-
erations section.

Service syntax

svc <- directoryservice(
config = list(
credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string",
session_token = "string”
),
profile = "string",
anonymous = "logical”
),
endpoint = "string”,
region = "string",
close_connection = "logical”,
timeout = "numeric”,
s3_force_path_style = "logical”,
sts_regional_endpoint = "string"

),

credentials = list(
creds = list(

access_key_id = "string",
secret_access_key = "string”,
session_token = "string"

),

profile = "string",


https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
https://docs.aws.amazon.com/sdkref/latest/guide/feature-sts-regionalized-endpoints.html
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anonymous = "logical”
),
endpoint = "string”,
region = "string"
)
Operations

accept_shared_directory
add_ip_routes

add_region
add_tags_to_resource
cancel _schema_extension
connect_directory
create_alias
create_computer
create_conditional_forwarder
create_directory
create_log_subscription
create_microsoft_ad
create_snapshot
create_trust
delete_conditional forwarder
delete_directory
delete_log_subscription
delete_snapshot
delete_trust
deregister_certificate
deregister_event_topic
describe_certificate

describe_client_authentication_settings
describe_conditional_forwarders

describe_directories
describe_domain_controllers
describe_event_topics
describe_ldaps_settings
describe_regions
describe_settings
describe_shared_directories
describe_snapshots
describe_trusts
describe_update_directory
disable_client_authentication
disable_ldaps

disable_radius

disable_sso
enable_client_authentication
enable_ldaps
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Accepts a directory sharing request that was sent from the directory owner account
If the DNS server for your self-managed domain uses a publicly addressable IP add
Adds two domain controllers in the specified Region for the specified directory
Adds or overwrites one or more tags for the specified directory

Cancels an in-progress schema extension to a Microsoft AD directory

Creates an AD Connector to connect to a self-managed directory

Creates an alias for a directory and assigns the alias to the directory

Creates an Active Directory computer object in the specified directory

Creates a conditional forwarder associated with your Amazon Web Services directo
Creates a Simple AD directory

Creates a subscription to forward real-time Directory Service domain controller sec
Creates a Microsoft AD directory in the Amazon Web Services Cloud

Creates a snapshot of a Simple AD or Microsoft AD directory in the Amazon Web !
Directory Service for Microsoft Active Directory allows you to configure trust relat
Deletes a conditional forwarder that has been set up for your Amazon Web Services
Deletes an Directory Service directory

Deletes the specified log subscription

Deletes a directory snapshot

Deletes an existing trust relationship between your Managed Microsoft AD director
Deletes from the system the certificate that was registered for secure LDAP or clien
Removes the specified directory as a publisher to the specified Amazon SNS topic
Displays information about the certificate registered for secure LDAP or client certi
Retrieves information about the type of client authentication for the specified direct
Obtains information about the conditional forwarders for this account

Obtains information about the directories that belong to this account

Provides information about any domain controllers in your directory

Obtains information about which Amazon SNS topics receive status messages from
Describes the status of LDAP security for the specified directory

Provides information about the Regions that are configured for multi-Region replicz
Retrieves information about the configurable settings for the specified directory
Returns the shared directories in your account

Obtains information about the directory snapshots that belong to this account
Obtains information about the trust relationships for this account

Describes the updates of a directory for a particular update type

Disables alternative client authentication methods for the specified directory
Deactivates LDAP secure calls for the specified directory

Disables multi-factor authentication (MFA) with the Remote Authentication Dial In
Dis